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INTRODUCTION

Contributed by: Simon Bushell, Gareth Keillor and Kevin Kilgour, Seladore Legal

Global Overview

It is with great pleasure that we introduce this lat-
est edition of the Chambers International Fraud
& Asset Tracing guide. This publication provides
the latest legal know-how in relation to civil law
fraud, causes of action, evidence gathering,
worldwide freezing injunctions, third-party dis-
closure, damages principles and enforcement.

Fraud litigation can be a very wide label covering
a variety of disputes, but all fraud cases involve a
few key areas. Firstly, there is the importance of
identifying and securing assets — fraudsters tend
to be sophisticated in hiding and moving assets,
often through different forms, and without regard
for borders (indeed, often deliberately through
multiple jurisdictions in order to try to mask their
trail). Unless action is taken at an early stage to
lock down those assets, there may well not be
anything to fight about through litigation. It is
no good having a judgment, but no assets to
enforce against.

Secondly, there is the issue of identifying the
right defendants. In cases where the identity of
the wrongdoer is not known, this could mean
identifying them through, for example, Norwich
Pharmacal orders which require an innocent
third party involved in a fraud (such as a bank)
to provide documents or information. Although,
there is also well-established jurisprudence of
bringing claims against unknown persons, that
is only useful if you have already secured the
assets — otherwise, you are faced with a judg-
ment against an unknown person and therefore
no hope of enforcing your judgment. Identify-
ing the right defendants can also mean work-
ing out which other parties might be possible
defendants: are there individuals or corporates
who assisted in the fraud — for example, banks
making payments, or accountants involved in a

transaction? Might there be arguments that the
person who now has the assets holds them on
trust for the victim of fraud?

Finally, there is gathering the evidence. That
can involve the use of investigators or forensic
accountants, but might also mean recourse to
the courts — for example, through third-party
disclosure orders, potentially in different juris-
dictions to the one where the fraud occurred.

It is the job of the fraud litigator to pull all this
together, and often to do so across a number of
different jurisdictions and in a very compressed
timeframe. For this reason, a guide such as this
one will be of great value to practitioners in this
space.

The Landscape for Fraud and Asset Tracing

The world is currently in a state of great uncer-
tainty and turmoil as a result of, amongst other
things, the effects of the pandemic and the Rus-
sian invasion of Ukraine. The global economy is
still fragile, and this is all likely to lead to many
fraud disputes and related asset-tracing work.

Furthermore, the unprecedented reaction of
a number of Western countries to the Ukraine
invasion through wide economic sanctions has
the potential to significantly change the land-
scape for fraud litigators. Whilst the sanctions
regime itself is primarily a criminal regime, it has
brought into the public gaze the use of complex
offshore structures, such as trusts and offshore
companies, by individuals to hold assets. This
has led to a media and political debate about
these structures, as well as action against them.

For example, on 8 April 2022, the European
Union introduced measures which prohibit EU
trust and company service providers from pro-
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viding administration services to trusts and simi-
lar structures connected with (whether as sett-
lors or beneficiaries) Russian nationals (although
not if they are a national of or have residence in
an EU member state). From 10 May 2022, the
sanctions expand further and there is a prohibi-
tion on providing trustee or other fiduciary ser-
vices to trusts and similar structures connected
with Russian nationals.

This is an extremely wide-ranging move, which is
not limited to sanctioned individuals, but applies
to any trust structures connected with Russian
nationals (albeit not including those living in
the EU or with EU nationality). On the face of
it, therefore, a trust would be caught even if it
had no Russian beneficiaries, but had a Rus-
sian national settlor, who, many years ago, set-
tled the trust (and in doing so divested himself
of ownership interest). It seems inevitable that
action such as this is likely to result in assets
moving out of the EU to jurisdictions which are
less likely to take such action. This transfer of
assets may well result in litigation, because a
large-scale movement of assets can often lead
to things going wrong, but, for fraud lawyers,
it also means that there might be a number of
new jurisdictions in which they need to take an
interest.

Furthermore, it is possible that there will be a
more profound impact of sanctions. The way
in which the sanctions have been implemented
may mean that there is a concern about rely-
ing too heavily upon the mainstream Western
banking and financial system, on the basis that
to do so creates vulnerability. That may lead to
the development of alternative systems: there is
already anecdotal evidence that there has been
a large flow of money from Russia to Dubai
through cryptocurrency networks. Crypto obvi-
ously existed long before the sanctions were put
in place, but the sanctions regimes may be a
catalyst which increases the use of cryptocur-

rency networks as a means of fund transfer. It
is therefore essential that fraud lawyers keep on
top of these developing trends, and that courts
adapt to them.

Convoy Collateral

In this regard, the decision of the UK Privy
Council in Convoy Collateral v Broad Idea Inter-
national is potentially very significant for fraud
lawyers. It amounts to a restatement of the law
in relation to freezing orders, one of the most
powerful weapons in the toolkit of a common
law fraud lawyer.

Strictly speaking, the case dealt with the ques-
tion of whether it was possible for the BVI courts
to grant standalone freezing orders against a
party in aid of proceedings taking place outside
the BVI. The BVI court had held in 2010 that it
was possible (the so-called "Black Swan deci-
sion"), but the Court of Appeal in Convoy Col-
lateral had overturned that decision. The Privy
Council held that the Court of Appeal was wrong
to do so. However, that was, to some extent,
overtaken by events because the BVI House of
Assembly had introduced a statutory basis for
such freezing orders.

The more interesting point was about freezing
orders and injunctions more generally. Lord Leg-
gatt, who gave the leading decision, restated the
law in relation to freezing orders and overturned
the long-criticised decision in The Siskinawhich
had held that the English courts had no power
at common law to grant a freezing order unless
it was ancillary to an accrued cause of action.
Lord Leggatt stated that: “[t]he law took a wrong
turning in The Siskina, and the sooner it returns
to the proper path the better”.

Lord Leggatt went on to make clear that freezing
orders, and other similar injunctions are an equi-
table remedy which have a degree of flexibility to
keep up with changes in society, including the
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way in which business is done, and funds are
moved. He stated that, in his view, “[IJt would
be unjustifiable insularity for an English or other
domestic court to put obstacles in the way of
a claimant who wishes, with the court’s aid, to
enforce a foreign judgment against a defend-
ant’s assets”.

Whilst this was a Privy Council decision, and
therefore not strictly binding on the English
courts, given the eminence of the Tribunal
(involving six of the most senior English judges
rather than the usual panel of five justices), it is
inevitable that it will be given significant weight
in the English courts. It will also be highly sig-
nificant in common law jurisdictions across the
world. It is therefore to be expected that the
coming years will see further developments and
flexibility in the development of freezing orders,
and other weapons against fraudsters, in order
to combat the acts of fraudsters.

An example of the flexible approach, and the
speed with which courts can react, is shown in
the case of Danisz v Person Unknown. An indi-

vidual, Ms Danisz, invested circa GBP27,000
in Bitcoin through a website called Matic Mar-
kets Limited. In December 2021, she asked to
withdraw her investments, but the request was
refused. She became suspicious and commis-
sioned an expert report which led her to con-
clude that Matic was a fraudulent operation. She
then applied ex parte for a freezing order, which
was granted on 5 January 2022 (only a month
after she had first requested the money). The
judge granted a worldwide freezing order, as
well as a disclosure order, to help to identify the
fraudsters, and reporting restrictions to prevent
the fraudsters becoming aware of the injunction.
In doing so, the judge noted that “this is a form of
transaction whereby, at the click of a mouse, an
asset can be dissipated”. The speed with which
the court granted the relief, and the recognition
of the way in which modern-day fraudsters can
whip assets away at a moment’s notice, demon-
strates how the courts are adapting and devel-
oping new tools for fraud practitioners.

We hope that this guide will prove useful to all
clients and practitioners.
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Seladore Legal is a disputes-only law firm spe-
cialising in major and complex litigation and
arbitration, with a particular emphasis on mul-
ti-party, multi-jurisdictional disputes. By spe-
cialising solely in litigation, the firm minimises
the prospect of commercial and legal conflicts

CONTRIBUTING EDITOR

Simon Bushell is the senior
partner at Seladore Legal,
specialising in international
commercial litigation and
arbitration, including civil fraud
and asset tracing. Simon has
over 32 years’ experience in high-stakes
commercial litigation. He acts for a broad
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banks and ultra-high net worth individuals, in
addition to foreign government agencies and
state-owned companies. He has undertaken
investigations into complex, worldwide frauds,
conspiracies and insolvencies, and has wide
experience in co-ordinating parallel cross-
border disputes and proceedings.

of interest. Seladore Legal Limited is made up
of experienced litigators who have previously
worked at other top-tier UK, US and interna-
tional law firms and who regularly act in signifi-
cant commercial disputes across a range of dif-
ferent sectors.

CO-AUTHORS

Gareth Keillor is a partner at
Seladore Legal. Gareth has over
17 years’ experience in a wide
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acted for a wide variety of international clients,
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injunctive relief.

Kevin Kilgour is a partner at
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experience of litigation,
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number of common law jurisdictions.
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

In Australia, fraud is criminalised at a federal and
state level, by:

« Parts 7.3-7.7 of the Criminal Code Act 1995
(Cth) (the “Criminal Code”); and

« the provisions of the criminal legislation in
each state (Criminal Code 2002 (ACT) Part
3.3; Crimes Act 1900 (NSW) Part 4AA; Crimi-
nal Code Act 1913 (WA) Section 409; Criminal
Code Act 1899 (Qld) Section 408C; Criminal
Code Act 1924 (Tas) Section 253A; Criminal
Code Act 1983 (NT) Section 227; Criminal
Law Consolidation Act 1935 (SA) Section 139;
Crimes Act 1958 (Vic) Sections 81-82).

There are many words used to define or capture
the act of “fraud” in Australian law, including
“dishonesty”, “deception” or “moral turpitude”.

Fraud prosecutions are both various and flexible
in assisting victims. The main offences that arise
in relation to fraud are:

« obtaining property by deception (Section
134.1(1) of the Criminal Code);

+ obtaining a financial advantage by deception
(Section 134.2 (1) of the Criminal Code);

+ general dishonesty — obtaining a gain (Section
135.1(1) of the Criminal Code);

« general dishonesty — causing a loss (Section
135.1(3) of the Criminal Code); and

* general dishonesty — causing a loss to anoth-
er (Section 135.1(5) of the Criminal Code).

Notably, in Nadinic v Drinkwater (2017) 94
NSWLR 518, Leeming JA summarised key con-
cepts relevant to a claim of fraud in common law
and in equity, as follows (at (22)): “For present
purposes, it will suffice to distinguish the two
senses in which ‘fraud’ is used in civil litigation

12

which correspond to different meanings at law
and in equity. The difference turns on the state
of mind of the person said to have committed
fraud. At common law, ‘fraud is proved when it
is shewn that a false representation has been
made (1) knowingly, or (2) without belief in its
truth, or (3) recklessly, careless whether it be true
or false’” — Derry v Peek (1889) 14 App Cas 337
at 374.

The contrast with equity was explained by Vis-
count Haldane LC in Nocton v Lord Ashburton
[1914] AC 932 at 953-954: “[iln Chancery the
term ‘fraud’ thus came to be used to describe
what fell short of deceit, but imported breach of
a duty to which equity had attached its sanc-
tion.” His Lordship emphasised that a person
who misconceived the extent of the obligation
which a court of equity imposed upon him or
her, “however innocently because of his igno-
rance”, was taken to have violated an obligation
which he was taken by the Court to have known,
and with the result that the conduct was labelled
fraudulent. He said of fraud in this sense at 954
that “what it really means in this connection is,
not moral fraud in the ordinary sense, but breach
of the sort of obligation which is enforced by a
Court that from the beginning regarded itself as
a court of conscience.”

On a smaller scale, the Australian Consumer Law
(Schedule 2 of the Competition and Consumer
Act 2010 (Cth)) (ACL), provides protections to
consumers including, amongst other things, in
respect of misleading and deceptive conduct.
Since 1 July 2021, a consumer is defined as any
person:

» who acquires goods or services for an
amount not exceeding AUD100,000; or

» who, where the amount of goods or services
exceeds AUD100,000, acquires the goods or
services for personal, domestic or household
use.
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Section 18 of the ACL contains a general pro-
hibition against a person/company, in trade or
commerce, engaging in conduct that is mislead-
ing or deceptive, or likely to mislead or deceive.
Additionally, Section 29(1)(d) of the ACL con-
tains a specific prohibition against a person/
company, in trade or commerce, in connection
with the supply or possible supply of goods or
services or in connection with the promotion by
any means of the supply of goods or services,
making a false or misleading representation that
a particular person has agreed to acquire goods
or services. Although Section 29 uses “false or
misleading” rather than “misleading or decep-
tive”, the Australian courts have held that there is
no material difference between the two phrases
(ACCC v Dukemaster Pty Ltd [2009] FCA 682;
ACCC v Coles Supermarkets Australia Pty Ltd
(2014) 317 ALR 73) and claimants often plead
breaches of both provisions.

Common law misrepresentation overlaps with
the statutory provisions and is relevant in cir-
cumstances where the statutory provisions do
not apply, including where the claims exceed
the monetary limits stipulated. Common law
misrepresentation involves: (i) the giving of false
information by a party (or their agent) to an inno-
cent party before a contract is made; and (ii) the
statement inducing the innocent party to enter
into a contract. A misrepresentation may be
innocent, negligent or fraudulent with the crucial
difference being whether the person making the
statement believed the statement to be true at
the time of making the statement.

1.2 Causes of Action after Receipt of a
Bribe

The decision of the Supreme Court of the Unit-
ed Kingdom in FHR European Ventures LLP
& Others v Cedar Capital Partners LLC [2014]
UKSC 45 (FHR) resolved the debate in the UK
surrounding the rightful owner of a bribe that
has been paid to an agent. The Supreme Court

unanimously held that where an agent accepts
a bribe or secret commission, it is held on trust
for the agent’s principal who is entitled to a pro-
prietary interest in the benefit. Whilst English
law is not binding in Australian Courts, the deci-
sions are nonetheless persuasive and we would
expect the findings in the FHR case to apply
equally in Australia.

The causes of action available to claimants
whose agent has received a bribe include:

» “Mareva” or freezing orders, and proprietary
injunctions to freeze the bribe/commission
and their traceable proceeds;

- false accounting offences that exist at both
the Commonwealth level and state/territory
level;

« criminal actions for domestic bribery under
Divisions 141 and 142 of the Criminal Code
when Commonwealth public officials are
involved, or under state and territory legisla-
tion which makes it a crime to bribe public
officials and private individuals;

« criminal actions for bribery of foreign public
officials under Section 70.2 of the Criminal
Code; and

« claims for breach of fiduciary duty where an
agent is the fiduciary of the principal.

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

It is well established in Australia that a third party
can breach a trust either by “knowing receipt”
or “knowing assistance” (Barnes v Addy (1874)
9 Ch App 244 (“Barnes”)). When either is estab-
lished, this will create a constructive trust in
favour of the claimant (Farah Constructions
Pty Ltd v Say-Dee Pty Ltd (2007) 230 CLR 89
(“Farah”); Hospital Products Ltd v United States
Surgical Corporation (1984) 156 CLR 41).

Liability for knowing receipt is a category of
constructive trusteeship which depends on the

13
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defendant having received and become charge-
able with trust property, and having knowledge
of the breach before parting with the property
(Barnes, 251-252).

Liability for knowing assistance is more compli-
cated and, following the Australian High Court’s
decision in Farah, can be imposed if one of the
following categories of knowledge can be estab-
lished:

+ actual knowledge;

« wilfully shutting one’s eyes to the obvious;

+ wilfully and recklessly failing to make such
inquiries as an honest and reasonable person
would make; and

+ knowledge of circumstances which would
indicate the facts to an honest and reason-
able person.

Further, the Farah decision has created uncer-
tainty surrounding the requirement that the
breach be one that amounts to a “dishonest
and fraudulent design” in the context of “know-
ing assistance”. Whereas the Western Australian
Court of Appeal in Westpac Banking Corpora-
tion v Bell Group Ltd (No 3) [2012] WASCA 157
(“Bell”) adopted a more relaxed test, the court in
Hasler v Singtel Optus Pty Ltd (“Hasler”); Curtis
v Singtel Optus Pty Ltd; Singtel Optus Pty Ltd
v Almad Pty Ltd (2014) 87 NSWLR 609 clarified
that the Bell decision did not intend to broaden
the class of breaches of fiduciary duty in the
context of “knowing assistance”. Notwithstand-
ing this, in Hasler, the court found that the rel-
evant conduct was caught within the meaning of
“dishonest and fraudulent design” on any view.

More recently, the Victorian Court of Appeal
case, Harstedt Pty Ltd v Tomanek [2018] VSCA
84, has provided guidance as to the liability of
parties who assist or facilitate another’s fraudu-
lent acts. In a case where a party has, by reason
of a breach of fiduciary duty or fraudulent activ-
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ity, received or otherwise profited from misap-
propriated funds, that party may become liable
in the following ways:

* “knowing assistance” in the breach — where
a person knowingly assists with a dishonest
and fraudulent scheme;

* “knowing inducement” or immediate procure-
ment of the breach - a third party may be
liable as an accessory if they induce or other-
wise procure fraudulent conduct or a breach
of fiduciary duty;

« corporate alter ego — a company will be fully
liable for the profits derived as a result of
fraudulent conduct or the breach of fiduciary
duty if the company is the wrongdoer’s “cor-
porate creature or vehicle”; and

« trustee de son tort — a party may be held
liable as a “trustee de son tort” or “of his
own wrong” where they are not a trustee but
presume to act as a trustee and then commit
a breach of trust or fraudulently profit from
their position.

1.4 Limitation Periods
At the federal level, fraud offences have the fol-
lowing limitation periods:

+ no time limitation for offences where the
maximum imprisonment for a first offence
exceeds six months;

+ one year after the offence was committed for
offences where the maximum imprisonment is
six months or less;

+ one year for offences where punishment is
a pecuniary penalty and no imprisonment
(Crimes Act 1914 (Cth) Section 15B).

At the state level, fraud extends the limitation
period in relation to the causes of action avail-
able in the Australian jurisdiction to fraud vic-
tims, which depends on the cause of action itself
(eg, tort, contract, etc) (Limitation of Actions Act
1958 (Vic) Section 27; Limitation of Actions Act



LAW AND PRACTICE AUSTRALIA

Contributed by: Joachim Delaney and Ranjani Sundar, HFW

1974 (Qld) Section 38; Limitation Act 1985 (ACT)
Section 33; Limitation Act 2005 (WA) Section 38;
Limitation of Actions Act 1936 (SA) Section 25;
Limitation Act 1974 (Tas) Section 32, Limitation
Act 1981 (NT) Section 42; Limitation Act 1969
(NSW) Section 55).

For example, Section 55 of the Limitation Act
1969 (NSW) provides that the relevant limitation
period for actions based on fraud or deceit, or
actions where the identity of a person against
whom a cause of action lies is fraudulently con-
cealed, only starts running from when a “person
having (either solely or with others) the cause of
action first discovers, or may with reasonable
diligence discover, the fraud, deceit or conceal-
ment”.

1.5 Proprietary Claims against Property
Where the misappropriated property can be suf-
ficiently identified (whether it be within mixed
funds, property that is substituted for the origi-
nal, or any proceeds from the sale of the prop-
erty) and the claimant can establish a proprietary
entitlement to that property via tracing rules, the
court will exercise its equitable jurisdiction to
recognise the proprietary claim and will grant an
appropriate remedy in the circumstances. The
exception to this is where the claimant seeks a
remedy against a bona fide purchaser for value
of the property without notice of the claimant’s
equitable interest.

There are complex apportionment and prior-
ity rules which exist for the proceeds of fraud
that have been mixed with other funds. If the
recipient purchases something valuable with
misappropriated funds from a mixed account,
the claimant may be entitled to claim to a charge
on the asset purchased, provided the asset is
identifiable (Re Oatway [1903] 2 Ch 356 applied
recently in Re Renewable Energy Traders Pty
Ltd (in lig) (ACN 140 736 849) [2019] 140 ACSR
466; [2019] FCA 1795). If the claimant’s property

is traced to a third party, whether the claimant
has any proprietary claim depends on whether
the third party was a bona fide purchaser of the
property or a mere volunteer (Commonwealth
Bank of Australia v Saleh & Ors [2007] NSWSC
903). The claimant may not claim against a bona
fide purchaser for value, who had no notice of
the existence of a prior interest.

On the other hand, where third parties receive
property as volunteers, they may be liable as
constructive trustees. In this case, the claim-
ant and third party would share the property in
proportion to their contributions (In re Diplock;
Diplock v Wintle [1948] Ch 465 cited in Com-
monwealth Bank of Australia v Saleh & Ors
[2007] NSWSC 9083). In circumstances where the
third party uses the claimant’s money on improv-
ing its own assets, the claimant will not be enti-
tled to any proportionate share in the increased
value of the asset (In re Diplock; Diplock v Wintle
[1948] Ch 465 cited in Commonwealth Bank of
Australia v Saleh & Ors [2007] NSWSC 903).

1.6 Rules of Pre-action Conduct

There are no specific rules of pre-action con-
duct that apply prior to the commencement of
fraud claims. However, jurisdictions do impose
formalities that are to be completed prior to or at
the time civil proceedings are commenced more
generally.

Specifically, the Civil Dispute Resolution Act
2011 (Cth) (CDRA) requires applicants to file a
“genuine steps statement”, which sets out the
steps taken by the parties to resolve the dis-
pute or otherwise explain why no such steps
have been taken (in the case of fraud claims,
the urgency of the matter or anonymity of the
fraudster may prevent the parties from taking
“genuine steps” before commencing proceed-
ings). The CDRA does not specify what will
constitute genuine steps, as this will depend on
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the parties’ circumstances and the nature of the
dispute.

A party that does not file a genuine steps state-
ment, or that has not taken genuine steps to
resolve a dispute, will not be prevented from
commencing a claim in the Federal Court of
Australia. However, the court may take this into
account when exercising its powers, including
its discretion to award costs.

Generally speaking, the courts of the states/
territories do not impose similar formalities on
prospective claimants.

1.7 Prevention of Defendants
Dissipating or Secreting Assets

Freezing orders can be obtained in each Austral-
ian jurisdiction to prevent the loss or dissipation
of assets (Uniform Civil Procedure Rules 2005
(NSW) Part 25 Division 2; Uniform Civil Proce-
dure Rules 1999 (Qld) Chapter 8 Part 2 Divi-
sion 2; Uniform Civil Rules 2020 (SA) Chapter
10 Part 2 Division 5; Supreme Court Rules 1987
(NT) Regulation 37A.02; Rules of Supreme Court
1971 (WA) Order52A; Supreme Court Rules 2000
(Tas) Part 36 Division 1A; Court Procedure Rules
2006 (ACT) Part 2.9 Division 2.9.4 Sub-division
2.9.4.2; Supreme Court (General Civil Procedure)
Rules 2015 (Vic) Order 37A.02).

Freezing orders may be obtained on an interim
basis pending the outcome of a final hearing.
The court has a discretion to grant a freezing
order. In accordance with Part 25 Division 2 of
the Uniform Civil Procedure Rules 2005 (NSW)
(UCPR), in order to obtain a freezing order, the
applicant must:

» show that there is a good arguable case
against the wrongdoer;

» show that there is a real risk the wrongdoer is
likely to dissipate the assets;
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» where an order is sought against a third party,
show that the third party is holding, using or
is otherwise in possession of the asset; and

+ address discretionary concerns, such as the
form of the order and the value of the relevant
assets.

Freezing orders are classified as “in personam”
orders, meaning that their operation is con-
cerned with individuals rather than with specific
assets. This distinction is significant, as it means
that orders are not limited to within Australia
(that is, a “domestic freezing order”); rather, the
orders may also deal with assets that are located
overseas (ie, a “worldwide freezing order”) pro-
vided that the court is satisfied that the order
“is undoubtedly relevant to the exercise of the
court’s discretion to grant the order” (Deputy
Commissioner of Taxation v Huang [2021] HCA
43 [30]).

There are also court fees associated with the
granting of a freezing order. The court will not
grant a freezing order without the applicant pro-
viding the usual undertakings as to damages
(Frigo v Culhaci (1988) NSWCA 88; Air Express
Ltd v Ansett Transport Industries (Operations)
Pty Ltd (1981) 146 CLR 249), as in its absence
if the proceedings were to fail, the respondents
would have no remedy available to them. The
court may require the applicant to make a pay-
ment to the court, or to give other security for the
performance of the undertaking. It should also
be noted that under Australian law, there is no
need to give a cross-undertaking as to damages.

In the case where a substantive respondent does
not comply with the freezing order, the efficacy
of the order depends upon compliance by third
parties. This is due to the fact that the effect of a
freezing order is not confined to the parties, but
extends to include a third party where a freez-
ing order has also been made against them or
notice of the order is given to the third party. In
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the latter case, the third party is not bound by
the order but will be guilty of contempt of court
if it does anything to support the breach. Spe-
cifically, the third party may be penalised in the
form of a committal, sequestration or fine. Simi-
larly, where a defendant refuses or neglects to
do any act within the time specified in this order
for the doing of the act, or disobeys the order
by doing an act which the order requires them
to abstain from doing, they will also be liable to
imprisonment, sequestration of property or other
punishment.

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets

As outlined in Rules 25.12 and 25.13 of the
UCPR, orders ancillary to a freezing order are
available to assist in requiring a defendant to
disclose their assets. The overarching objective
of an ancillary order, similar to that of a freez-
ing order, is to prevent events that would frus-
trate the court’s processes. The most common
form of order is that the respondent discloses
the nature, location and details of their assets.
By requesting that the defendant disclose the
nature of their assets, this allows for the identifi-
cation of third parties such as banks and financial
intermediaries who have custody of the assets
and enables notice of the order to be given to
these parties to bind them to the order (Univer-
sal Music Pty Ltd v Sharman License Holdings
Ltd (2005) 228 ALR 174, 181 [20]) (“Universal
Music”).

In the case where there is a failure on the part of
the defendant to disclose their assets at all or in
a timely fashion, leave is likely to be granted to
cross-examine a deponent on an assets disclo-
sure affidavit (Universal Music at 184 [28]).

Failure to comply with the requirements to give
disclosure, or provision of false or misleading
information, is likely to give rise to a charge of
contempt. Penalties for a charge of contempt
may include the sequestration of assets, the
imposition of a fine or even imprisonment. In
most cases, it is left up to the offended party to
enforce contempt.

2.2 Preserving Evidence

There are several forms of key interim relief avail-
able to claimants in order to preserve evidence.
The two common remedies available to the
claimant are known as a freezing order (Mareva
injunction) or a search order (Anton Piller order),
both of which are sought on an ex parte basis.

Details of a freezing order and the requirements
that must be met in order for such an order to be
granted are outlined in section 1.7 Prevention of
Defendants Dissipating or Secreting Assets.

Additionally, a claimant may obtain a search
order, in order to enter premises and inspect,
remove or make copies of relevant documents
or specified things in circumstances where it is
feared that those documents or things might
be destroyed or suppressed. The availability of
search orders came after the decision in Anton
Piller KG v Manufacturing Processes Ltd [1976]
Ch 55. The key matters the court will take into
consideration when determining whether or not
to grant a search order include whether:

« there is a strong prima facie case;

» the damage suffered by the applicant is seri-
ous;

« the defendant is in clear possession of incrim-
inating documents or items in general; and

« there is a real possibility that the defendant
might destroy, or otherwise cause to be una-
vailable, important evidentiary material that is
in the defendant’s possession.
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A claimant may also seek other forms of interim
relief to preserve evidence. Specifically, these
orders include detention, custody or preserva-
tion of property that is relevant to the proceed-
ings by way of an interlocutory injunction or the
appointment of a receiver.

2.3 Obtaining Disclosure of Documents
and Evidence from Third Parties

Before the commencement of proceedings, evi-
dence may also be obtained through the appli-
cation for pre-action discovery from relevant
third parties. Specifically, a claimant is able to
apply for a Norwich Pharmacal order (derived
from the case of Norwich Pharmacal Co v Com-
missioners of Customs and Excise [1974] AC
133) if the court has determined that “the inter-
ests of justice are relevant to the exercise of the
judicial discretion and in considering the inter-
ests of justice the judge must consider whether
the applicant is left without an effective remedy,
if the order sought is not made” (Re Pyne [1007]
1 Qd R 326, 331). Upon the successful grant of
a Norwich Pharmacal order, the third party who
is involved in a transaction must provide infor-
mation to the claimant that would be relevant to
a claim. This includes the identity of the wrong-
doer. For example, by requiring the disclosure
of relevant information, this order can be used
to trace the disposition of money that has been
obtained fraudulently.

Where an order permits that material evidence
can be obtained from a third party, the material
is only to be used with regard to the particular
proceedings for which the order was made, and
should not be used for other purposes without
the permission of the court.

Subsequently, where a proceeding has already
begun, a party to the proceedings can issue a
subpoena to relevant third parties in order to
produce documents to the court and/or attend
court to give evidence. For the subpoena to be
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valid it must be issued for a legitimate forensic
purpose and documents that are to be sought
must be identified with a reasonable level of par-
ticularity. Where an order is made for a person to
appear or disclose documents, a restriction on
such material may arise by way of the privilege
against self-incrimination (refer to section 6.1
Invoking the Privilege against Self-incrimi-
nation).

2.4 Procedural Orders

An interlocutory application to obtain a freez-
ing order or asset preservation order is typically
sought on an ex parte basis, that is, without pro-
viding notice to the respondent, in order to avoid
the frustration of a prospective court judgment,
as a result of the dissipation of assets by the
respondent (UCPR r 25.13).

In making an ex parte application, an applicant
must demonstrate (in addition to the other fac-
tors required for the interlocutory order) that
there is a risk that the respondent will either flee
the jurisdiction, or dispose of or diminish the val-
ue of the assets, so that an eventual judgment
is wholly or partly unsatisfied (UCPR r 25.14(4)).

2.5 Criminal Redress

The interplay between civil proceedings and
a criminal prosecution is important because a
fraud victim needs to take urgent steps to recov-
er and prevent stolen assets being shifted, laun-
dered or sent overseas, whilst pressing criminal
charges against the perpetrator(s) of the crime.
In Australia, recovery of assets via the com-
mencement of civil proceedings does not pre-
vent the pressing of criminal charges.

With the exception of urgent applications for
relief, it is usual for civil recovery actions to be
stayed pending the conclusion of criminal pro-
ceedings against a party charged with criminal
offences arising out of the same or overlapping
factual matters.
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The decision in National Australia Bank Ltd v
Human Group Pty Ltd [2019] NSWSC 1404 illus-
trates that courts are prepared to grant orders
protecting plaintiffs from the risk of prejudice
suffered by reason of a stay of civil proceed-
ings. This is balanced with the risk of prejudice
to the accused in the conduct of their defence
at a criminal trial. Overall, and subject to the
court’s balancing of the aforementioned com-
peting factors, fraud victims can, and ought to,
take proactive steps in civil litigation to ascertain
the whereabouts of, and recover, the misappro-
priated funds.

2.6 Judgment without Trial

Summary Judgment

A plaintiff may apply for a summary judgment
to be heard on an ex parte basis, where there is
evidence of the facts to substantiate the plain-
tiff's claim (UCPR r 13.1). Additionally, there
must be evidence, rather than a mere opinion,
to support the plaintiff’s belief that the defend-
ant has no defence to the claim or part thereof
(Cosmos E-C Commerce Pty Ltd v Sue Bidwell
& Associates Pty Ltd [2005] NSWCA 81 [47]).
For instance, a defendant’s failure to defend
the claim may indicate that there appears to be
no issue to be tried, as a result of the defend-
ant failing to traverse the plaintiff’s allegations.
Ultimately, however, the granting of a summary
judgment is an exercise of discretionary power
by the court.

Onus of the Applicant

In New South Wales, Rule 19.4 of the Legal
Profession Uniform Law Australian Solicitor’s
Conduct Rules 2015 (NSW) (regarding which
rules are adopted in a uniform manner across
the states and territories) requires that a solicitor,
who seeks any interlocutory relief in an ex parte
application, must disclose to the court all factual
or legal matters that they are aware of, and that
the solicitor has reasonable grounds to believe
would support an argument against granting the

relief, or limit its terms adversely to the client.
Equivalent rules exist in each state/territory.

Default Judgment

A plaintiff may seek a court order for a default
judgment within 28 days of serving a state-
ment of claim on the defendant if no statement
of defence has been filed by the defendant. A
default judgment is an order that is made against
the defendant, without the court having heard
the matter, due to the defendant’s failure to
respond to the statement of claim.

2.7 Rules for Pleading Fraud

It is well established in Australia that a conten-
tion of fraud “should be pleaded specifically and
with particularly” (Forrest v Australian Securities
and Investments Commission (2012) 247 CLR
486; [2012] HCA 39 [26)).

In Nadinic v Drinkwater (2017) 94 NSWLR 518,
the NSW Court of Appeal explored a number of
key principles relevant to the meaning of “fraud”
at law and equity, the availability of recession as
a remedy for fraud and the procedural conse-
quences of alleging and finding fraud. Notewor-
thy are the following with respect to pleading
fraud as stated by Leeming JA at [45]-[49].

* A fraud allegation in the sense of deliber-
ate falsehood or reckless indifference to the
truth must be pleaded specifically and be
particularised. This requires the party mak-
ing the fraud allegation to “focus attention
upon what it was that the person making the
statement intended to convey by its making.
And the pleading must make plain that it is
alleged that the person who made the state-
ment knew it to be false or was careless as
to its truth or falsity” (citing Forrest v Austral-
ian Securities and Investments Commission
(2012) 247 CLR 486; [2012] HCA 39 [26)).

* A finding of fraud is a serious one that man-
dates strict adherence to Section 140 of the
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Evidence Act 1995 (NSW), which sets out

the balance of probabilities standard in a civil
proceeding. To reasonably satisfy a court

in reaching a finding of fraud, a party must
provide clear and cogent proof to support the
allegation; “inexact proofs, indefinite testimo-
ny or indirect inferences” will not suffice (see
Briginshaw v Briginshaw [1938] HCA 34).

* The seriousness of a finding of dishonesty or
reckless indifference to the truth will ordinar-
ily mean that it may not be made without
providing an opportunity to the party against
whom the allegation is made to deal with the
criticism.

+ A finding of fraud should be made clearly
and the reasons for the finding must be well
articulated. This is because “the seriousness
of a finding of fraud, including statutory fraud,
does not permit of other than a specific find-
ing that the fraud, or the contravening con-
duct, has in fact occurred” (Sgro v Australian
Associated Motor Insurers Ltd (2015) 91
NSWLR 325, 336 [54] per Beazley P).

2.8 Claims against “Unknown”
Fraudsters

Depending on the type and level of insurance
coverage maintained, a claimant may be able to
seek compensation for loss suffered by reason
of an “unknown” fraudster from their insurer.

There are various victim compensation schemes
in Australia which may provide both corpora-
tions and individuals with a means of obtaining
restitution in cases where the unknown identity
of the fraudster(s) would otherwise leave them
without redress (see R v David Michael Wills
(Application by Woolworths Ltd) for a direc-
tion for compensation pursuant to Section 77B
of the Victims Support and Rehabilitation Act
1996 (NSW) [2013] NSWDC 1; Victims Rights
and Support Act 2013 (NSW); Victims of Crime
(Financial Assistance) Act 2016 (ACT); Criminal
Injuries Compensation Act 2003 (WA); Victims of
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Crime Financial Assistance Act 2009 (Qld); Vic-
tims of Crime Assistance Act 2006 (NT); Victims
of Crime Compensation Act 1994 (Tas); Victims
of Crime Assistance Act 1996 (Vic); Victims of
Crime Act 2001 (SA)).

For example, under Section 97 of the Vic-
tims Rights and Support Act 2013 (NSW), an
“aggrieved person”, ie, someone who has sus-
tained loss through or by reason of the relevant
offence, can apply for a direction that compen-
sation be paid out of the property of a person,
which includes corporations, convicted of that
offence.

The court’s power to make the order is discre-
tionary. Such power can be exercised suo moto,
that is, on the court’s initiative, or upon an appli-
cation by or on behalf of an aggrieved person.
Any amount granted by the court cannot exceed
the maximum amount that, in its civil jurisdiction,
the court is empowered to award in proceedings
for debt recovery.

An aggrieved person can also commence civil
proceedings against the offender and obtain
damages, even if a direction for compensation
is obtained; however, double recovery is not
permitted (Civil Liability Act 2002 (NSW) Section
37(2); Civil Liability Act 2003 (Qld) Section 32B;
Civil Liability Act 2002 (Tas) Section 43E(2); Civil
Liability Act 2002 (WA) Section 5AM; Proportion-
ate Liability Act 2005 (NT) Section 16(2); Civil
Law (Wrongs) Act 2002 (ACT) Section 1071(2);
Wrongs Act 1958 (Vic) Section 24AK(2); Law
Reform (Contributory Negligence and Appor-
tionment of Liability) Act 2001 (SA) Section 12).

2.9 Compelling Witnesses to Give
Evidence

Upon the request of a party to proceedings, the
court may issue a subpoena to compel a person
to attend court to give evidence. Unless other-
wise specified within the Uniform Evidence Acts,
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every person is competent to give evidence; and
a person who is competent to give evidence
about a fact is compellable to give that evidence
(pursuant to Section 12 of the Evidence Act 1995
(Cth)). There are limited exceptions that primar-
ily relate to the State or persons in government
positions, such as a member of a house of par-
liament.

A person ordered by the court to give evidence
may be entitled to refuse answering questions
on the basis of certain privileges, such as the
privilege against self-incrimination or legal pro-
fessional privilege.

3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

Criminal Liability

Where the directing mind and will of the com-
pany commits an offence, the company, as a
legal person, can be liable for the commission
of the offence by virtue of the criminal direct-
ing mind and liability will be attributed to the
company itself (Tesco Supermarkets v Nattrass
[1972] AC 153; Mousell Brothers Ltd v London
and North-Western Railway Co [1917] 2 KB 836).
For instance, directors and managers, who are
concerned with the company’s management,
can be regarded as the directing mind and will of
the company to the extent that they control the
company’s operations. Consequently, the states
of mind of these directors are regarded as that of
the company itself (H L Bolton (Engineering) Co
Ltd v T J Graham & Sons Ltd [1957] 1 QB 159).

Sections 12.2 and 12.3 of the Criminal Code Act
1995 (Cth) have been enacted to impose liability
on a company for both the physical elements

and fault elements giving rise to the commission
of crimes by a company’s organ(s).

Civil Liability

Corporations are separate legal entities, such
that the extent to which the owner or sharehold-
ers can be held liable for the deeds of a com-
pany is limited (Salomon v A Salomon & Co Ltd
[1897] AC 22). However, the courts have been
willing to pierce the corporate veil and impose
liability on shareholders, directors and manag-
ers of a company, where the corporate structure
has been used as a vehicle to commit fraud (Re
Darby, ex parte Brougham [1911] 1 KB 95). Such
liability can be fixed on directors, particularly in
the context of sole director companies where the
director is also the majority and/or controlling
shareholder of the company (Australian Secu-
rities and Investments Commission v Caddick
(2021) 395 ALR 481).

Professional advisors to a company may also
be liable where their advice amounts to aiding,
abetting, counselling, or procuring a contraven-
tion (Corporations Act 2001 (Cth) Section 79).

For instance, in the decision of ASIC v Somer-
ville & Ors (2009) 77 NSWLR 110, a solicitor, who
provided legal advice to company directors that
amounted to phoenix activity, was found to be
involved in the contravention through his advi-
sory conduct.

3.2 Claims against Ultimate Beneficial
Owners

Generally, a claim may be brought against the
ultimate beneficial owner of a company where
it can be shown that a company was set up
as a sham and/or manifested the alter ego of
a director, majority shareholder or other benefi-
cial owner of the company, to perpetrate a fraud
(Australian Securities and Investments Com-
mission v Caddick (2021) 395 ALR 481; Ford
(in his capacity as Commissioner for Fair Trad-
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ing) v TLC Consulting Services Pty Ltd [2011]
QSC 233; Artedomus (Aust) Pty Ltd v Del Casale
(2006) 68 IPR 577; [2006] NSWSC 146; Smith v
Hancock [1894] 2 Ch 377). There is no fixed test
to determine when such a claim may succeed;
rather, each case turns on its facts. Such a claim
requires the piercing of the corporate veil, which
courts have been willing to do if it can be shown
that the “concept of separate corporate person-
ality is sought to be used to defeat public con-
venience, or to justify wrong, or to protect fraud,
or to defend crime” (Ace Property Holdings Pty
Ltd v Australian Postal Corporation [2011] 1 Qd
R 504; [2010] QCA 55 at [88]). It is also possible
for the corporate veil to be pierced in instances
where a court “can see that there is in fact or
in law a partnership between companies in a
group” (Pioneer Concrete Services Ltd v Yelnah
Pty Ltd and Others (1986) 5 NSWLR 254, 267)
or where there is “a finding by unrebutted infer-
ence that one of the reasons for the creation of
the intervening company was to evade a legal or
fiduciary obligation” (Pioneer Concrete Services
Ltd v Yelnah Pty Ltd and Others (1986) 5 NSWLR
254, 267; Gilford Motor Company Ltd v Horne
[1933] Ch 395).

For instance, in Australian Securities and Invest-
ments Commission v Caddick (2021) 395 ALR
481, the Federal Court of Australia found that a
company had contravened Section 911A of the
Corporations Act 2001 (Cth) by carrying on a
financial services business and issuing a finan-
cial product in the absence of holding an Aus-
tralian Financial Services licence. The Federal
Court further held that the actions of the com-
pany were also attributable to the sole director,
shareholder and secretary of the company. This
was because the evidence established that the
company was used as a sham to disguise the
sole director’s fraudulent Ponzi scheme; particu-
larly given that the actions of the company were
carried out at the sole director’s behest, the sole
director “took all the necessary steps, provided
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the advice and ran the scheme” and the funds
provided by the company’s investors “were not
applied to the purchase of share portfolios on
their behalf but were transferred to accounts in
the name of or associated with (the sole direc-
tor) and used to fund her lifestyle and/or... to
repay investors who redeemed their investments
in part or in whole” (Australian Securities and
Investments Commission v Caddick (2021) 395
ALR 481, 554 [282]-[283]).

3.3 Shareholders’ Claims against
Fraudulent Directors

Shareholders, former shareholders, or persons
entitled to be registered as members may with
leave of the court bring a claim on behalf of the
company against the directors, who exercise
control over the company, through a statutory
derivative action under Part 2F.1A of the Cor-
porations Act 2001 (Cth). A statutory derivative
action is brought by shareholders on behalf of
the company for wrongs that have been done
to the company by the directors, and where it is
probable that the company itself will not bring
proceedings. This may occur where the direc-
tors of a company will not pass a resolution that
the company ought to bring proceedings against
those directors for breaches of directors’ duties.
Prior to commencing a derivative action, the
shareholders bringing the action must provide
notice in writing to the company.

Furthermore, for a court to grant leave to share-
holders to bring a derivative action, the court
must be satisfied that the shareholders are
acting in good faith, the proceedings are in
the company’s best interests, the company is
unlikely to bring proceedings itself in relation to
the fraudulent conduct of the directors, and that
there is a serious question to be tried (Corpora-
tions Act 2001 (Cth) Section 237(2); Swansson
v RA Pratt Properties Pty Ltd (2002) 42 ACSR
313; [2002] NSWSC 583). The best interests of
a company are determined by considering the
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type and nature of the company, such as where
there is a closely held company, and where there
would be a reasonable expectation of involve-
ment in the management of the company.

Additionally, the court may consider whether a
company is well resourced, and the effect that
the derivative action will have on the company’s
business, such as whether the action would
cause the company to cease trading, or to divert
resources from its ordinary operations. There
is also a rebuttable presumption that granting
leave to bring a derivative action is not in the
company’s best interests, where the company
has decided not to commence proceedings or
has discontinued proceedings (Corporations Act
2001 (Cth) Section 237(3)(b)).

In considering whether to grant leave to share-
holders of a company to commence a statu-
tory derivative action, a court will also con-
sider whether the shareholders have ratified or
approved the misconduct of the directors (Cor-
porations Act 2001 (Cth) Section 239).

Additionally, in some instances a statutory deriv-
ative action will not be available to shareholders,
where the company is in liquidation (Smart Com-
pany Pty Ltd (In Liquidation) v Clipsal Australia
Pty Ltd (No 6) [2011] FCA 419).

4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

The courts have taken an expansive view in rela-
tion to fraud and misleading conduct/misrepre-
sentation claims in Australia. Overseas parties
may be joined to fraud claims in Australia where:

« the representation or conduct, although
originating overseas, is received in Australia

(Ramsey v Vogler [2000] NSWCA 260, [36]-
[48]);

« part of the conduct occurs in Australia and
part outside (Trade Practices Commission v
Australian Meat Holdings Pty Ltd (1988) 83
ALR 299);

« the conduct overseas nonetheless involves
instructing an agent to act in Australia (Bray v
F Hoffman-La Roche Ltd (2002) 118 FCR 1);
and

« the conduct overseas has a technology ele-
ment that is capable of being accessed in
Australia (Australian Competition & Consumer
Commission v Hughes (t/a Crowded Planet)
[2002] ATPR 41-863, 44, 792).

Joinder of Parties

Each state has different civil procedure legisla-
tion governing the joinder of parties, including
foreign entities or individuals.

In New South Wales, Rule 6.24 of the UCPR pro-
vides the following.

“(1) If the court considers that a person ought to
have been joined as a party, or is a person whose
joinder as a party is necessary to the determina-
tion of all matters in dispute in any proceedings,
the court may order that the person be joined
as a party;

(2) Without limiting subrule (1), in proceedings for
the possession of land, the court may order that
a person (not being a party to the proceedings)
who is in possession of the whole or any part of
the land (whether in person or by a tenant) be
added as a defendant.”

Additionally, individuals can apply to the court

to be joined as a plaintiff or defendant (UCPR r
6.27) depending on the circumstances.
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Extraterritorial Jurisdiction
Australian Courts may exercise extraterritorial
jurisdiction if expressly provided by the law.

The Corporations Act 2001 (Cth) does not con-
tain an express provision on extraterritorial appli-
cation. However, Section 581 of the Corpora-
tions Act 2001 (Cth) mandates Australian courts
to act as an aid of, or an auxiliary to, foreign
courts of prescribed countries (see Corporations
Regulations 2001 (Cth) reg 5.6.74) that have
jurisdiction in external administration matters.
Australian courts also have discretion to assist
the courts of non-prescribed countries in exter-
nal administration matters.

However, certain provisions of the Competition
and Consumer Act 2010 (Cth) do have extra-
territorial effect. For instance, Section 5(1) of
the Competition and Consumer Act 2010 (Cth)
states that certain provisions of legislation,
including the ACL (save for Part 5-3), extends
to the engaging of conduct outside Australia by
bodies corporate incorporated or carrying on
business within Australia, Australian citizens, or
persons ordinarily resident within Australia.

In Valve Corporation v Australian Competition
and Consumer Commission [2017] 351 ALR
584, the Federal Court found that the consumer
guarantee regime in the ACL was applicable to
a company that conducted its business in a for-
eign jurisdiction and where the proper law of the
contract was also of a foreign jurisdiction. The
Federal Court noted that Section 67(b) of the
ACL expressly provides that the consumer guar-
antee regime applies to the conduct of foreign
corporations in Australia, even if a law other than
Australian law had been chosen to govern the
contract for the supply of goods and services
to a consumer. The Federal Court also found,
inter alia, that despite the foreign corporation
being incorporated outside of and not having a
physical presence in Australia, the representa-
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tions it made to its large base of Australian con-
sumers through its online platform nonetheless
amounted to the “supply of goods” (ie, computer
software) within Australia, which meant that the
foreign company “undoubtedly carried on a
business in Australia” (Valve Corporation v Aus-
tralian Competition and Consumer Commission
[2017] 351 ALR 584, 607 [86]).

It should be noted that despite the express
intention of Parliament for a legislation to have
extraterritorial effect, this would neither deter a
foreign party from objecting to the jurisdiction of
Australian courts nor object to the enforcement
of any judgment rendered by an Australian court.

Service of Writ out of the Jurisdiction

Service of originating process outside Australia
is permitted by Part 11 and assisted by Part 11A
of the UCPR.

Part 11A deals with the operation of the Hague
Convention on the Service Abroad of Judicial
and Extrajudicial Documents in Civil or Commer-
cial Matters 1965 (“Hague Convention”), provid-
ing a set of uniform rules concerning the ser-
vice of Australian judicial documents in civil and
commercial matters to parties to the Convention
(other than Australia). The Hague Convention,
which came into force in Australia on 1 Novem-
ber 2010, offers an alternative but not mandatory
method of service of judicial documents outside
Australia. The Trans-Tasman Proceedings Act
2010 (Cth) governs service in New Zealand.

5. ENFORCEMENT

5.1 Methods of Enforcement

In cases where the defendant fails to make a
payment within the timeframe set by the court,
or at all, the claimant may take steps to enforce
the judgment.



LAW AND PRACTICE AUSTRALIA

Contributed by: Joachim Delaney and Ranjani Sundar, HFW

Writ of Execution of Property

Pursuant to Section 106(1) (a) of the Civil Proce-
dure Act 2005 (NSW), a writ for the levy of prop-
erty is another form of enforcement whereby the
sheriff’s office is ordered by the court to seize
and sell property owned by the judgment debtor.
Property that can be seized includes:

* money, cheques, bonds, and securities;

* personal property in which the debtor has a
beneficial interest;

* land (where the judgment is regarding more
than AUD10,000).

It is important to note that there are a number of
items protected from seizure under Australian
law (for example, kitchen items, safety equip-
ment, tools of trade to enable the debtor to earn
an income).

The judgment debtor’s property is bound to the
sheriff’s office from the time the writ is delivered
to the sheriff and is valid for 12 months from the
date of issue. The money that is obtained from
the sale of the property is utilised to pay off the
outstanding judgement debt.

Writ of Possession of Property

Similar to a writ for the levy of property, a writ for
possession of property relates to the seizure by
the sheriff’s office of real property in cases where
the proceeds from the sale of the personal prop-
erty of the judgment debtor are insufficient to
meet the outstanding judgment debt. The court
must authorise the sheriff’s office, which it will be
reluctant to do (given the gravity of the process)
if there are alternate means by which the debt
could be satisfied.

Garnishee Orders

A garnishee order is commonly sought to enforce
a judgment debt against a creditor to recover
money from third parties, including employers,
banks, other financial intermediaries, who hold

money of the judgment debtor, such as the debt-
or's wages, bank account or others who owe
the debtor money. Pursuant to Section 106(1)
(b) of the Civil Procedure Act 2005 (NSW), the
court can direct a third party who owes money to
the judgment debtor to pay the judgment credi-
tor directly. Notably, where a third party fails to
comply with a garnishee order, the third party
may become liable for a part, or the entirety, of
the judgment debt.

Charging Orders

A charging order may be obtained to extend a
charge over property, including land, shares in a
company or money held in a financial institution
(Civil Procedure Act 2005 (NSW) Section 126(1)).
The judgment creditor may apply for a charging
order pursuant to Section 106(1)(c) of the Civil
Procedure Act 2005 (NSW).

A charging order operates to charge the property
in favour of the judgment creditor to the extent
that is necessary in order to satisfy the judgment.
The debtor is restrained from selling, transferring
or otherwise dealing with the property (Civil Pro-
cedure Act 2005 (NSW) Section 126(2)).

However, this type of order is narrow in scope
and should therefore only be relied upon in cas-
es where the debt faced is substantial and the
debtor holds substantial assets.

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

A party may refuse to provide information or
produce documents that it may otherwise be
required to disclose, if certain privileges apply,
specifically the privilege against self-incrimina-
tion and the right to silence.

25



AUSTRALIA [ AW AND PRACTICE

Contributed by: Joachim Delaney and Ranjani Sundar, HFW

Self-incrimination

The privilege against self-incrimination is the
right of an individual to refuse to answer any
questions or produce any materials, if doing so
“may tend to bring him into the peril and pos-
sibility of being convicted as a criminal” (Sorby
v Commonwealth (1983) 152 CLR 281; (1983) 46
ALR 237, 241). This common law right is avail-
able to:

« individuals suspected of a crime;

« individuals questioned in civil proceedings;
and

* people within non-curial context.

Section 128 of the Evidence Act 1995 (Cth)
establishes the privilege against self-incrimi-
nation. Under this section, a witness is able to
object to giving evidence if that evidence proves
the witness (a) has committed an offence against
or arising under an Australian law or a law of a
foreign country or (b) is liable to a civil penalty.

Right to Silence

Differing from the privilege against self-incrimi-
nation is the right to silence. The right to silence
protects a defendant from being obligated to
testify against oneself, regardless of whether
or not that testimony has the potential to be
incriminating. Established by Section 17 of the
Evidence Act 1995 (Cth), this statutory right
provides that a “defendant is not competent to
give evidence as a witness for the prosecution”.
It solely applies to criminal proceedings and
ensures that a defendant cannot give evidence
at their own trial unless they elect to during their
own defence.

6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

A party may withhold documents that are sub-
ject to legal professional privilege. This privilege
arises in relation to:
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« communications between a lawyer and their
client for the dominant purpose of providing
or receiving legal advice; and

« a lawyer, their client and/or a third party for
the purpose of conducting legal proceedings.

At common law and under Sections 118 and 119
of the Uniform Evidence Acts, such communica-
tions are protected from compulsory production
in the context of court or similar proceedings.

However, as set out in Section 125 of the Evi-
dence Act 1995 (Cth), privilege does not exist
to assist a party in committing fraud. Section
125(1)(a) provides that privilege does not apply
to: “...[a] communication made or the contents
of a document prepared by a client or lawyer
(or both), or a party who is not represented in
the proceeding by a lawyer, in furtherance of the
commission of a fraud or an offence or the com-
mission of an act that renders a person liable to
a civil penalty.”

Thus, if there is commission of fraud or an abuse
of power, privilege of such documents may no
longer be relied on.

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

A court may award exemplary damages in
response to a defendant’s tortious conduct,
such as where it discloses a certain degree of
fraud or malice (Uren v John Fairfax & Sons Pty
Ltd (1966) 117 CLR 118). It is within the court’s
discretion to grant exemplary damages, and
that discretion is usually exercised depending
on the specific circumstances of each case
(Gray v Motor Accidents Commission (1998) 196
CLR 1; (1998) 158 ALR 485, 491 [26]). Subject
to any statutory prohibitions, such as Section
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21 of the Civil Liability Act 2002 (NSW) which
prohibits an award of exemplary, punitive and
aggravated damages in personal injury claims
founded in negligence, an award of exemplary
damages may be justified where “the conduct
of the defendant merits punishment, which is
only considered to be so where his conduct is
wanton, as where it discloses fraud, malice, vio-
lence, cruelty, insolence or the like, or, as it is
sometimes put, where he acts in contumelious
disregard of the plaintiff’s rights” (John D Mayne
and Harvey McGregor, Mayne & McGregor on
Damages (Sweet & Maxwell, 12th edition, 1961)
196).

This also includes deliberate, intentional, or
reckless conduct of the defendant (Whitfeld v
De Lauret & Co Ltd (1920) 29 CLR 71, 77 (Knox
CJ); XL Petroleum (NSW) Pty Ltd v Caltex Oil
(Australia) Pty Ltd (1985) 155 CLR 448; Lamb
v Cotogno (1987) 164 CLR 1; Gray v Motor
Accident Commission (1998) 196 CLR 1; (1998)
158 ALR 485). For instance, in the decision of
Musca & Ors v Astle Corporation Pty Ltd & Anor
(1988) 80 ALR 251, exemplary damages were
awarded in a cause of action for deceit where
the defendant’s deceitful conduct was found
to have exposed the plaintiff and her child to
considerable risk, including unemployment by
inducing her to leave an established job. Such
conduct was considered to merit punishment by
the court by way of exemplary damages.

Additionally, the quantum of exemplary damages
may be reduced, where a compensatory award
exceeds the benefit obtained by the defendant
by reason of their tort (Musca & Ors v Astle Cor-
poration Pty Ltd & Anor (1988) 80 ALR 251).

7.2 Laws to Protect “Banking Secrecy”
Common Law

Under the common law, a banker’s duty to keep
confidential certain affairs of their customers is
dependent on the terms of the engagement as

between the banker and its customer. This duty
of confidentiality is usually an implied term of
the contract between a banker and customer,
although it may be express, and extends beyond
the mere state of affairs of customers’ bank
accounts to any information derived from the
banking relations of the bank and its customer.
This includes any transactions that involve the
customer’s account. The duty is qualified by four
exceptional circumstances, where it is permissi-
ble for a banker to disclose otherwise privileged
information. These exceptions were enumerated
by Bankes LJ in Tournier v National Provincial
and Union Bank of England [1924] 1 KB 461.
These circumstances include:

» where disclosure is under compulsion of law;

» where there is a duty to the public to disclose;

» where the bank’s interests necessitate disclo-
sure; and

» where the disclosure is in accordance with
the customer’s express or implied consent.

Additionally, there may be a concurrent equita-
ble duty to maintain confidentiality, where exist-
ing customers expect that information that they
provide to a bank is protected by law. Arguably,
this is a more robust basis for the duty of confi-
dentiality, as it does not rely on the existence of
a contract. By comparison, the contractual basis
requires a court’s determination that such a duty
can be implied in the contract. This distinction
between the equitable and contractual bases
is reinforced by the fact that parties are free to
insert express provisions that are inconsistent
with the general duty of confidentiality.

Statutory Duty of Confidentiality

From a privacy perspective, a banker is restrained
from disclosing personal information, unless the
customer has consented to the disclosure, the
disclosure is required by law, or the disclosure
is reasonably necessary for the enforcement of
the criminal law, or of a law imposing a pecuni-
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ary penalty, or for the protection of the public
revenue (Privacy Act 1988 (Cth) Section 14).

Statutory Requirements to Disclose

In certain circumstances, the duty of confidenti-
ality may be negated in order to facilitate the pro-
duction of evidence under statutory instruments.

For instance, a banker may be required to dis-
close evidence in relation to a fraud claim under
Section 28 of the Australian Crime Commission
Act 2002 (Cth). Additionally, under Section 213
of the Proceeds of Crime Act 2002 (Cth) a finan-
cial institution may be required to provide infor-
mation or documents to an “authorised officer”,
as defined in Section 338 of the Proceeds of
Crime Act 2002 (Cth), to determine any of the
following information:

« whether an account has been held by a
specified person;

+ the balance of the account;

» whether a particular individual is a signatory
to an account;

« details of transactions on an account;

« the details of any related accounts;

« determining whether a stored value card was
issued to a specified person;

« the details of transactions made using this
card; or

» whether a transaction was conducted by the
financial institution on behalf of the specified
person.

The “officers” who may request the information
outlined above include a member or employee
of the Australian Police Force, the Integrity Com-
missioner, Chief Executive Officer of the Aus-
tralian Crime Commission, and staff member of
the Australian Crime Commission (Proceeds of
Crime Act 2002 (Cth) Section 213(3)).

Furthermore, under Section 40 of the Anti-Mon-
ey Laundering and Counter-Terrorism Financing
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Act 2006 (Cth), a “reporting entity” must report
any suspicious matter to the CEO of the Aus-
tralian Transaction Reports and Analysis Cen-
tre (AUSTRAC). Section 62 of the Banking Act
1959 (Cth) also requires an Authorised Deposit-
taking Institution (ADI) to provide information to
the Australian Prudential Regulatory Authority
(APRA) in respect of the ADI or any member of
a group of bodies corporate of which the ADI is
a member. Additionally, the Australian Securities
& Investments Commission (ASIC) may require
a bank to produce specified books relating to
the affairs of the bank under Section 30 of the
Australian Securities and Investments Commis-
sion Act 2001 (Cth). Under Section 77A of the
Bankruptcy Act 1966 (Cth), a trustee in bank-
ruptcy may require a banker to provide to the
trustee (or another), specified accounts, deeds,
or documentation.

7.3 Crypto-assets

Classification as “Property”

There has yet to be an Australian court deci-
sion that classifies crypto-assets as constitut-
ing “property”. Nonetheless, crypto-assets are
legally recognised under Australian taxation laws
and company laws. For instance, ASIC consid-
ers that the legal status of cryptocurrency is
influenced by the structure of the Initial Coin
Offering (ICO), and the rights that attach to the
tokens. Consequently, tokens of cryptocurrency
may be regarded as “financial product(s)” under
the Corporations Act 2001 (Cth), such as in the
form of managed investment schemes, secu-
rities, and derivatives. The implications of this
classification are that the cryptocurrency will be
subject to disclosure, registration, licensing, and
conduct obligations as required under the Act.

For income tax purposes, the Australian Tax
Office views Bitcoin and analogous cryptocur-
rencies as assets, which can be held or traded.
For instance, an isolated transaction involving
the sale of cryptocurrency may result in the cryp-
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tocurrency being treated as a capital gains tax
asset.

Meanwhile, a state district court has held that
a cryptocurrency investment account is suffi-
ciently secure to constitute an investment for
the purposes of security for legal costs (Hague
v Cordiner (No 2) [2020] NSWDC 23). This court
considered that the volatility of cryptocurrency
could be addressed by requiring the claimant
to notify the defendant’s solicitors of any drop
below the secured amount. This decision sug-
gests that Australian laws are moving towards
regarding cryptocurrency as property in the
future.

Freezing Orders

Australian Courts have granted freezing orders in
respect of cryptocurrency, where there is a real
risk that the cryptocurrency may be destroyed,
resulting in the diminution of its value. For
instance, in Chen v Blockchain Global Ltd; Abel
v Blockchain Global Limited (2022) VSC 92, the
court referred to freezing orders having been
made over all the defendant’s assets, including
a digital wallet holding bitcoin. In granting the
freezing order, the court considered that there
was a serious question to be tried in relation to
whether or not the defendant had defrauded the
plaintiffs. Additionally, the court considered that
the prospective destruction of the bitcoin would
vitiate a final judgment.

In Australian Securities and Investments Com-
mission (ASIC) v A One Multi Services Pty Ltd
[2021] FCA 1297, Derrington J of the Federal
Court considered that since cryptocurrency is
extremely liquid and easily transferrable the
assets may be dissipated in a manner that is
difficult to trace, unless an individual with the
power of a receiver is appointed to recover them.

Fraud Involving Crypto-assets

The volatility of the value of cryptocurrency
hinders the ability to trace its value in cases
of fraud, as it may not be possible to maintain
records identifying the fundamental value of the
cryptocurrency.

Nonetheless, there are Commonwealth laws
which impose mandatory reporting obligations
in relation to suspicious transfers of cryptocur-
rency. The legal status of a “Digital Currency
Exchange Register” within Sections 5 and 76B
of the Anti-Money Laundering and Counter-
Terrorism Financing Act 2006 (Cth) (the AML/
CTF Act) means that the exchange and transfer
of cryptocurrency is subject to the Anti-Money
Laundering/Counter-Terrorism Financing Rules
Instrument 2007 (No 1) (Cth) (the AML/CTF
Rules), which was created pursuant to Section
229 of the AML/CTF Act. For instance, under
Section 41(2) of the AML/CTF Act, a reporting
entity is required to report suspicious matters to
the Australian Transaction Reports and Analysis
Centre. Additionally, Rule 18.2 of the AML/CTF
Rules stipulates the content that is required to
be included in a suspicious matter report that
involves digital currency.
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International Fraud and Asset Tracing in
Australia

The trends and developments in relation to fraud
and asset tracing in Australia have come to the
fore in recent years in light of certain significant
and complex fraud cases, as well as the rapid
evolution and use of technology. Overall, the
Australian legal landscape has proven to be well
suited to the pursuit of fraud claims and the trac-
ing of assets. That being said, the Federal Gov-
ernment continues to tighten measures in rela-
tion to the provision of financial services, with
a view to protecting consumers and “mum and
dad” investors, particularly in light of the rise of
“finfluencers”. The Government is also consider-
ing reforms to Australia’s anti-money laundering
and counter-terror finance regime in an attempt
to mitigate the risk of criminal money laundering
within the jurisdiction.

The collapse of Forum Finance Pty Limited
(“Forum Finance”) and its related entities has
demonstrated the far-reaching nature of the
freezing orders available under Section 23 of
the Federal Court of Australia Act 1976 (Cth)
and Rule 7.32 of the Federal Court Rules 2011
(Cth). Forum Finance and its related entities were
founded as an IT services group focusing on
providing office printers and copiers, accounts
payable and paperless document systems.
From a distance, the business appeared to be
operating successfully, with many major prime
corporates as clients. However, underneath the
facade, large flows of funds were obtained from
banks including Commonwealth Bank, Westpac
Banking Corporation Limited (“Westpac”), and
Sumitomo Mitsui, based on forged customer
invoices.
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Following Westpac’s investigations and discov-
ery of a financial fraud of over AUD250 million
by Forum Finance and its related entities, Forum
Finance’s director, Mr Basile Papadimitriou (“Mr
Papas”), fled to Greece in an attempt to avoid
prosecution last year. Earlier this year, despite Mr
Papas’ fleeing to Greece, Westpac successfully
obtained extensive freezing orders over the Aus-
tralian and worldwide assets of Mr Papas; Mr
Papas’ business associate, Mr Vincenzo Frank
Tesoriero; Mr Papas’ girlfriend, Ms Louise Ago-
stino; and various entities related to Mr Papas
and Mr Tesoriero. Further to these extensive
freezing orders, the court also granted West-
pac permission to commence proceedings in
Greece to enforce the Australian court’s freez-
ing orders insofar as the provision of information
by Mr Papas was concerned. This is because
Mr Papas was situated in Greece such that only
the Greek courts could compel him to provide
the information sought by Westpac in respect
of his assets.

In the insolvency context, the Corporations Act
2001 (Cth) (“Corporations Act”) provides for
insolvency practitioners to publically examine
directors, officers or other relevant individuals
who may be able to give information about a
corporation’s examinable affairs. Often, the evi-
dence adduced at these examinations forms the
basis for claims brought by the insolvency prac-
titioners, usually liquidators, including in respect
of fraud.

The High Court of Australia’s recent decision in
Walton & Anor v ACN 004 410 833 Limited (for-
merly Arrium Limited) (in Liquidation) & Ors [2022]
HCA 3 (“Walton”) has significantly expanded the
scope of eligible applicants who may apply for
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examination summonses. Under Section 596A
of the Corporations Act, an eligible applicant
may apply to the court to summon a director or
officer of a company in liquidation to be exam-
ined in relation to the corporation’s examinable
affairs. An “eligible applicant” is defined in the
Corporations Act to mean one of the following.

* The Australian Securities and Investments
Commission (ASIC).

« A liquidator or provisional liquidator of the
corporation.

« An administrator of a corporation, or an
administrator of a deed of company arrange-
ment executed by the corporation.

« A restructuring practitioner for the corpora-
tion.

* A restructuring practitioner for a restructuring
plan by the corporation.

+ A person authorised in writing by ASIC to
make:

(@) an application under Part 5, Division 1 of
the Corporations Act; or

(b) such an application in relation to the
corporation.

In Walton, the shareholders argued that they
should be given the status of an “eligible appli-
cant” as they wished to understand the “true
nature of Arrium’s business”. The sharehold-
ers also advised ASIC that they wished to seek
orders for examination to determine whether any
claims might be brought against the company,
its directors or its auditor. Whilst the sharehold-
ers originally considered whether a derivative
action was possible, this notion was abandoned
and the shareholders accepted that they were
not claiming against the company as creditors,
and that any recovery by them against third par-
ties would not improve the position of the com-
pany’s other creditors.

The New South Wales Court of Appeal held that
the examination summonses were an abuse of

power as they were sought for a private purpose,
for the benefit of a limited group, rather than for
the ultimate benefit of the company, its contrib-
utories or its creditors. A majority in the High
Court of Australia overturned the New South
Wales Court of Appeal’s decision, finding that:

« the purpose of Section 596A is to facilitate
the administration or enforcement of law con-
cerning the public dealings of a company and
its officers; and

* the power to obtain summons under Sec-
tion 596A is a “right” and the courts ought to
grant the summonses sought if the criteria are
met, unless there is evidence of an abuse of
process.

The High Court’s broader interpretation of “eligi-
ble applicant” under Section 596A increases the
risk to directors and officers of a company being
examined. The decision also opens the door for
shareholders and class-action litigation funders
to use Section 596A to investigate the merits of a
class action, even if the liquidators do not intend
to pursue the directors and/or officers.

Recent fraud cases have confirmed the extent to
which federal authorities will co-operate to assist
with uncovering crimes. The discovery and sub-
sequent convictions emerging out of the Plu-
tus Payroll Australia Pty Ltd (“Plutus”) scheme
involved months of co-operation between the
Australian Federal Police (AFP) and Australia
Taxation Office (ATO) to piece together the crime
syndicate.

Plutus operated a payroll administration ser-
vice. Under Australian taxation law, Plutus was
expected to withhold and remit “Pay As You
Go” (PAYG) payments to the ATO on account of
income tax. To avoid paying these amounts to
the ATO, the conspirators set up several second-
tier companies into which they placed unrelated
“straw” directors. Plutus then transferred payroll
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funds to the second-tier companies, from where
it would pay the clients’ payroll but forward only
part of the PAYG contribution to the ATO. Plu-
tus would then issue fraudulent invoices to the
second-tier company to siphon out the funds.
Each time the ATO attempted to recover the out-
standing PAYG contributions, the conspirators
would wind up the second-tier company and set
up a new company with a different “straw” direc-
tor, making it difficult for the ATO to recover the
outstanding taxation liabilities.

The scheme was complex as it involved mul-
tiple entities over the years, and the operation
to locate the conspirators involved a large-scale
taskforce consisting of members from both the
AFP and the ATO. The operation resulted in mul-
tiple convictions and, last year, the key conspira-
tor was ultimately sentenced to seven years and
six months in jail.

Since the introduction of Australia’s AML/CTF
regime in 2006, technology has evolved signifi-
cantly, allowing more complex crimes to emerge
and existing protective measures to become
insufficient. In the latest report by the Federal
Senate Legal Constitutional Affairs References
Committee (the “Committee”) released on 30
March 2022, the Committee was critical of the
current regime, which is primarily governed
by the Anti-Money Laundering and Counter-
Terrorism Financing Act 2006 (Cth) (the “AML/
CTF Act”) and supporting instruments. With the
ongoing sanctions that have been imposed upon
Russian nationals worldwide following the Rus-
sia-Ukraine war, the Committee noted that there
was serious concern as to whether Australia’s
current AML/CTF regime was adequate.

Amongst the Committee’s criticisms was the
regime’s lack of regulation over designated non-
financial service providers (DNFS) such as law-
yers, real estate agents, accountants and com-
pany service providers. For example, Australian
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lawyers do not currently have reporting obliga-
tions under existing AML/CTF laws in respect of
clients, on the basis that such reporting would
be a breach of legal professional privilege. Aus-
tralia is one of three states out of the 39 mem-
ber states in the Financial Action Task Force
(an intergovernmental organisation founded to
combat money laundering) who have not to date
enacted regulations in relation to DNFS, the risk
being that Australia may become increasingly
vulnerable to criminal money laundering.

The Committee recommended, amongst other
things, the establishment of a beneficial own-
ership register to provide more transparency
to company structures. The Australian Govern-
ment is in the process of modernising Australia’s
company registry to enable the development of
a beneficial ownership register, although it is not
clear when this register will become operational.

In order to conduct a financial services business
in Australia, the individual/business must hold
an Australian Financial Services (AFS) licence,
unless there is an exemption allowed under Sec-
tion 911A of the Corporations Act. The key obli-
gations of an AFS licensee are set out in Section
912A of the Corporations Act. Whilst ASIC main-
tains aregister of AFS licensees, cases involving
unregistered AFS licensees are still prevalent.

In the recent case of ASIC v Melissa Caddick and
Maliver Pty Limited [2021] FCA 1443, the Federal
Court of Australia found that both Ms Caddick
and Maliver Pty Limited (“Maliver”) operated a
financial services business for a number of years
without an AFS licence in contravention of Sec-
tion 911A of the Corporations Act.

After considering the evidence before it, the
court held that all of Maliver's actions were
undertaken or performed at the relevant times
at the instigation of, and jointly with, Ms Caddick
based on the following conclusions:
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+ Ms Caddick was the sole director and guiding
mind of Maliver and was intimately involved in
its day-to-day operations;

* Ms Caddick was the person who made repre-
sentations on behalf of Maliver to investors;

* key correspondence from or on behalf of
Maliver was signed by Ms Caddick; and

* Ms Caddick advised on and assisted in the
establishment of self-managed superannua-
tion funds and their subsequent administra-
tion and assisted in the establishment of a
bank account through which moneys were
transferred to Maliver.

In that regard, the court considered that Maliv-
er was merely a vehicle by which Ms Caddick
operated her fraud. Ultimately, the court held
that to the extent that Maliver was conducting
a financial services business without holding an
AFS licence in breach of section 911A, Ms Cad-
dick also carried on a financial services busi-
ness without holding an AFS licence in breach
of section 911A.

On the topic of AFS licences, ASIC has recently
introduced guidelines to regulate “finfluenc-
ers”, ie, content creators who talk about money,
shares, budgeting and investing on social media
platforms. Whilst some “finfluencers” genuinely
wish to empower people to become more finan-
cially literate, there are also those who prey upon
the vulnerable. “Pump and dump” scams, often
involving the “finfluencer” promising significant
returns of a specific share to increase trading,
have become rife on social media. As more peo-
ple buy the shares, having been “influenced” to
do so, their value is artificially inflated. The “fin-
fluencer” than sells his or her stake, causing the
share value to crash and investors to be left with
shares of minimal or no value.

ASIC’s new guidelines make clear that “finflu-
encers” must have an AFS licence, and unli-
censed “finfluencers” could face up to five years’
jail time or fines of more than AUD1 million if
they discuss money, budgeting, shares and/or
investing without an AFS licence. ASIC has also
warned influencers who earn money through
affiliate links which direct readers to online bro-
kers that such conduct could constitute provi-
sion of a financial service, thereby requiring an
AFS licence.

35



AUSTRALIA TRENDS AND DEVELOPMENTS

Contributed by: Joachim Delaney and Ranjani Sundar, HFW

HFW is a leading global law firm in the aero-
space, commodities, construction, energy and
resources, insurance, and shipping sectors. The
firm has more than 600 lawyers, including 185
partners, based in offices across the Americas,
Europe, the Middle East and Asia-Pacific. HFW
prides itself on its deep industry expertise and
its entrepreneurial, creative and collaborative
culture. HFW’s fraud and insolvency group are
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experienced commercial litigators with a par-
ticular focus on dealing with high-value, cross-
border matters. The team’s expertise spans a
wide range of sectors and industries, and in-
cludes litigation on behalf of administrators,
liquidators, provisional liquidators and other
office-holders, fraud-related insolvencies, fraud
investigations and asset tracing.

Ranjani Sundar specialises in
fraud, insolvency and
contentious matters, including
advising on corporate
restructurings, cross-border
insolvencies, counterparty
insolvency risk, formal insolvency procedures,
preservation of rights under the Personal
Property Securities Act, enforcement remedies,
and all aspects of commercial litigation.
Ranjani has experience in complex litigation
led in the state Supreme Courts in South
Australia, Western Australia and New South
Wales, and in the Federal and High Courts of
Australia. Ranjani’s clients include secured and
unsecured creditors, financial institutions,
mining companies, property developers,
insolvency practitioners (receivers,
administrators and liquidators), yacht owners
and insurers, and debtor companies and
individuals.
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

There are different variants of fraud in criminal
and civil law.

Criminal Law

Fraud

Fraud is committed by anyone “who by deceiv-
ing another about material facts causes the oth-
er person to do, tolerate, or omit an act which
causes a financial or other material loss to the
other person or to a third person and who has
the intention to thereby gain an unlawful mate-
rial benefit for himself, herself or a third person”
(Section 146 Austrian Criminal Code).

If fraud results in damages of more than
EUR5,000 or is committed, for example, by
using false documents or data, it is categorised
as aggravated fraud and entails a higher pun-
ishment. Another limit is EUR300,000, which
increases the punishment even more.

Special rules apply to fraudulent misuse of data
processing (Section 148a), wrongfully obtaining
services (Section 149), insurance fraud (Section
151) and misuse of funds (Section 153b Austrian
Criminal Code).

Offences of dishonesty and misappropriation
The offence of dishonesty is committed by “any
person who knowingly abuses his or her author-
ity to dispose of property of another or to engage
another thus causing a financial detriment to the
other person.” A “person abuses his authority if
the person violates rules that serve to protect the
economic interests of the other person” (Sec-
tion 153 Austrian Criminal Code). This offence is
committed, for example, by a manager abusing
the company’s assets to the disadvantage of the
company.
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The offence of misappropriation is committed
by any “person who applies property that was
entrusted to the person to his or her own use or
to the use of a third person with the intention to
gain an illegitimate material benefit from himself,
herself, or a third person” (Section 133 Austrian
Criminal Code).

Untenable representation of financial
information on companies

Offences involving false statements include the
offence of untenable representation of funda-
mental information concerning certain corpo-
rations and the offence of untenable accounts
of auditors, committed by a decision-maker or
auditor who falsely or incompletely represents,
in an untenable manner, the financial position of
a company, including in their audit report (Sec-
tions 163a, 163b Austrian Criminal Code).

Corruption
Offences involving corruption include:

* passive bribery, by any “person being an
office bearer or adjudicator who demands or
accepts a promise of benefit for himself, her-
self, or a third person in return for the unlaw-
ful execution or omission of official duties”
(Section 304 Austrian Criminal Code);

+ acceptance of undue advantages, by “an
office bearer or adjudicator who demands
a benefit for himself, herself, or a third per-
son, or accepts the promise of an undue
advantage in return for the lawful execution
or omission of official duties” (Section 305
Austrian Criminal Code);

+ acceptance of benefits for the purpose of
interference, committed by any “person being
an office bearer or adjudicator who, except in
cases under Sections 304 or 305, demands
a benefit for himself, herself, or for a third
person, or accepts the promise of an undue
advantage intending that his or her role as
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an office bearer be influenced” (Section 306
Austrian Criminal Code); and

+ acceptance of gifts by persons in authority,
by any “person who accepts a more than
minor financial or other material benefit that
was offered for the execution of authority
to dispose of the property of another or to
engage another, where that authority was
granted by law, official order, or legal transac-
tion, and who breaches his or her duty by not
transferring the benefit” (Section 153a Aus-
trian Criminal Code).

A person who makes or offers an illicit advan-
tage commits the offence of active bribery (Sec-
tion 307 Austrian Criminal Code) or giving undue
advantages (Section 307a Austrian Criminal
Code) or of creating undue advantages for the
purpose of interference (Section 307b Austrian
Criminal Code).

Conspiracy and criminal association
Conspiracy is a crime only in connection with
felonies such as murder or kidnapping (Section
277 Austrian Criminal Code). A mere conspiracy
to commit a fraud is not punishable - if it does
not qualify as a criminal association, ie, a longer-
term affiliation of more than two persons with the
aim that one or more of its members commit a
crime (Section 278 Austrian Criminal Code).

Civil Law

Civil law fraud

Someone induced to enter a contract by decep-
tion may challenge the contract and/or recover
damages from the person who deceived such
person (Sections 870, 874 Austrian Civil Code).
“Deception” means intentionally misleading by
making false statements, preventing the injured
person from knowing the true facts, or failing to
provide the required information.

Damages for making false statements

Apart from deceit, liability for false statements
(information, advice, recommendations, etc) is
only incurred if the false statements cause a
breach of main or secondary contractual obli-
gations or if the false information is given against
better knowledge (Sections 1295, 1300 Austrian
Civil Code).

Damages due to violation of criminal law
norms

If someone commits a crime, any injured person
may make a claim for damages provided that
the criminal norm violated protects their interests
(Section 1311 Austrian Civil Code).

1.2 Causes of Action after Receipt of a
Bribe

An agent who accepts bribes and does not act
in the interest of the principal but, rather, in their
own interest, may be guilty of the offence of dis-
honesty, misappropriation, fraud or — as an office
bearer - bribery (see 1.1 General Characteris-
tics of Fraud Claims).

Criminal law aside, accepting bribes is illegal
under civil law. An agent may not accept benefits
from third parties in connection with the princi-
pal’s affairs without the consent of the principal
(Section 1013 Austrian Civil Code). If an agent
violates this prohibition, the principal can enforce
surrender of the benefit (Section 1009 Austrian
Civil Code). Additionally, the principal may make
a claim for damages against the agent and any
third party who paid the bribe (Sections 1012,
1295 Austrian Civil Code).

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

Civil Law

Several tortfeasors co-operating jointly and
intentionally are jointly and severally liable for the
resulting damage (Section 1302 Austrian Civil
Code). This also applies to assistants and insti-
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gators. The prerequisite is that they have made
some contribution toward causing the damage
(even if only psychological, eg, by helping plan
the fraud).

A person who receives fraudulently obtained
assets without having made a causal contribu-
tion to the fraud itself may be subject to a claim
for restitution under property law or the law of
unjust enrichment (see 6. Privileges) but not to
a claim for damage resulting from the fraud.

Criminal Law

An immediate perpetrator and any person direct-
ing another, or contributing in any other way to
the commission of an offence, is presumed to
have committed that offence. Each offender is
punished according to such person’s individual
culpability (Sections 12, 13 Austrian Criminal
Code).

Any person who receives fraudulently obtained
assets may be charged with:

+ the offence of fencing, committed by any
“person who aids the perpetrator of an
offence against the property of another after
that offence in concealing or utilising any
thing obtained through that offence” and by
“any person who purchases, takes posses-
sion or procures such a thing” (Section 164
Austrian Criminal Code); or

+ the offence of money laundering, committed
by:

(a) any person who converts or transfers to
another person any assets that are the
proceeds of certain offences, including
aggravated and commercial fraud, ag-
gravated dishonesty and misappropria-
tion and bribery, with the intent to hide
or conceal their illegal origin or to assist
another person involved in such criminal
activity to escape the legal consequences
of their act and by any person who hides
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or conceals the origin of any assets that
are the proceeds of certain offences;

+ any person who hides or conceals the origin
of any assets that are the proceeds of the
specific offences mentioned above; or

+ any person who knowingly acquires, pos-
sesses, transforms, transfers to a third person
or in any other form utilises any assets that
are the proceeds of one of the specific
offences (Section 165 Austrian Criminal
Code).

1.4 Limitation Periods

Limitation Periods for Civil Law Claims
Periods of 30 and three years

As a rule, the limitation period is 30 years but
through numerous exceptions, most claims are
subject to a shorter period of three years. The
statute of limitations period generally commenc-
es when a right could have first been exercised.

Claims for damages
Time-wise, there are two restrictions to bringing
damage claims.

First, there is the “subjective” limitation period.
This starts with knowledge of the damage and
the identity of the party that caused the damage
(Section 1489 Austrian Civil Code) and ends after
three years, unless the damage was caused by a
crime above a certain threshold in severity (such
as aggravated fraud or commercial fraud, see
1.1 General Characteristics of Fraud Claims).
In this case, a 30-year period applies (Section
1489 Austrian Civil Code).

Independent of any knowledge by the victim,
after 30 years, any compensation claim is time-
barred.

According to settled case law, the 30-year
period applies only to the perpetrator but not
to third parties who are liable for other person’s
actions. However, according to recent case law,
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a company can be held liable for the conduct
of its director for up to 30 years if such conduct
is attributable to the company under the Act on
Responsibility of Legal Entities (Verbandsverant-
wortlichkeitsgesetz) (Austrian Supreme Court 6
Ob 239/20w).

Claims for unjust enrichment

Claims for unjust enrichment are subject to the
30-year limitation period. It starts on the day of
the unjust enrichment.

Limitation Periods for Criminal Law Claims
The statute for criminal liability depends on the
level of the penalty (Section 57 Austrian Criminal
Code). For felonies such as murder, there is no
statute of limitations. For crimes like fraud, the
statute of limitations is, for example:

- ten years for aggravated fraud or dishonesty
causing damage of more than EUR300,000,
or bribery involving payment of more than
EUR50,000;

- five years for aggravated fraud committed by
using falsified documents or causing damage
of EUR5,000-300,000, or bribery involving
payments of between EUR5,000-50,000; and

« one year for “normal” fraud causing damage
of less than EUR5,000.

The period commences with completion of the
offence.

1.5 Proprietary Claims against Property
In circumstances where a claimant seeks recov-
ery of property misappropriated or fraudulently
induced to be transferred, the following rules

apply.

Civil Law

Where a transfer of ownership is induced through
deception, the transfer is voidable. Section 870
Austrian Civil Code provides that the contract is
deemed void ab initio, and the transfer is inef-

fective. The victim can claim the return of the
property in rem, which primes competing insol-
vency creditors.

However, third parties can acquire a fraudulent-
ly obtained item in good faith from a fraudster
(Section 367 Austrian Civil Code). In such a case,
the victim is left with a claim for damages and/or
unjust enrichment against the fraudster, a claim
in personam which does not take precedence
in insolvency.

If a fraudster benefits from the fraudulently
obtained thing (sells it at a profit, earns interest,
etc), the victim can claim for surrender of these
benefits based on unjust enrichment (claim in
personam).

If the fraudulently obtained things are mixed with
other fungible assets of the fraudster (eg, similar
goods in a warehouse or money in an account),
the victim loses ownership of its individual things
(Section 370 Austrian Civil Code).

However, if the victim’s assets can be distin-
guished from the fraudster’s assets (eg, in a
warehouse) and quantity ownership is identi-
fiable in this distinguishable unit, the claim (in
rem with precedence in insolvency) may lie for
a separate share in the mixed assets (“quantum
vindication”, Sections 371, 415 Austrian Civil
Code).

On the other hand, if a fraudster has sold the
goods or if the money becomes part of the gen-
eral account from which payments are made,
the victim no longer has a claim in rem, but only
a claim for unjust enrichment and/or damages
(claim in personam).

Criminal Law

Subsidiary to a victim’s claims, profits from fraud
(and other criminal acts) are subject to forfei-
ture under criminal law. According to Section 20
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Austrian Criminal Code, any “assets acquired for
or through an offence are to be forfeited to the
court [...]. Forfeiture also extends to any benefits
and replacement value of assets that are to be
forfeited.”

1.6 Rules of Pre-action Conduct

There is no general prerequisite to filing a law-
suit. Nevertheless, it is standard practice to
send a demand letter to the potential defendant
requesting restitution. If the potential defendant
immediately complies upon receipt of the lawsuit
or does not dispute the claim, the successful
plaintiff risks bearing the costs for the (unneces-
sary) proceedings.

In some cases, alternative dispute resolution
mechanisms are foreseen as a prerequisite to
filing a lawsuit. These exceptions are, however,
not relevant for victims of fraud; they relate, for
example, to disputes between members of pro-
fessional groups subject to a code of conduct
(eg, lawyers or medical doctors) or to specific
types of claims (eg, against a landlord).

1.7 Prevention of Defendants
Dissipating or Secreting Assets

There are different instruments available in civil
and criminal law.

Civil Law

Request for injunctive relief

The Enforcement Act provides for injunctive
relief to prevent frustration of future enforcement
(Section 378 et seq).

A creditor can apply for a preliminary injunction
together with its claim (without extra court fees),
or prior to initiation of formal legal proceedings,
during such proceedings and - if foreign courts
have jurisdiction — independently from legal pro-
ceedings in Austria. The court fees for such an
independent injunction request are 50% of the
court fees for a lawsuit.
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Available injunctions

The Enforcement Act distinguishes between
preliminary injunctions for securing monetary
claims, securing other claims or rights.

Injunctions for securing monetary claims are
available for: orders to deposit monies at court,
freeze orders affecting movable and immovable
assets, and orders against third-party debtors
(ie, debtors of the defendant) enjoining them not
to pay the defendant. By order against the appli-
cable bank, bank accounts can also be frozen
(Section 379 paragraph 3 Enforcement Act).

Effects and sanctions

Freeze orders regarding immovable assets are
registered in the land register and have an in rem
effect. Freeze orders regarding movable assets
do not have an in rem effect. If the debtor or a
third party against whom the order is directed
violates an injunction, the court may impose
fines or, in extreme cases, order imprisonment
(Section 355 Enforcement Act).

Requirements

Injunctive relief for the purpose of securing mon-
etary claims requires that the judgment would
have to be enforced in a state where enforce-
ment is not secured neither international agree-
ments or by European Union law or that the debt-
or is likely to frustrate or significantly obstruct
enforcement by damaging, hiding or removing
assets (Section 379 paragraph 2 Enforcement
Act). Austrian courts require that the particular
conduct of a party indicates a strong and con-
crete likelihood in this regard.

Damages

If the relief sought is ultimately rejected and the
defendant suffers damage as a result of an inter-
im injunction, the claimant is strictly liable for
the damages caused by the injunction. A court
may grant an injunction under the condition of
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a security for this possibility (Sections 390, 394
Enforcement Act).

Criminal Law

A victim can secure claims by filing a criminal
complaint. Provided the public prosecutor starts
criminal proceedings, the victim can join these
proceedings as a party. The private parties have
the right to request securing and seizure, among
other things, for the purpose of securing private
law claims or to secure forfeiture. These meas-
ures may be ordered in the form of a temporary
establishment of the power of disposition over
items, the prohibition to surrender, to pawn or
sell items, real estate or other assets (Sections
109, 110 Criminal Procedure Code).

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets
Civil Law

Procedures to require a debtor to give disclosure
of their assets are only available in enforcement
proceedings, if enforcement on movable prop-
erty or an inquiry with social security (see next
paragraph) were unsuccessful (Sections 47, 48
Enforcement Act).

In enforcement proceedings, certain third par-
ties may also be requested to disclose assets of
the debtor, in particular, social security agencies
regarding salaries and other types of income
(Section 295 Enforcement Act), banks regard-
ing the debtor’s account and other third-party
debtors (Section 294 Enforcement Act). For a
request to a bank, the creditor does not have to
provide an account number but only the name of
the bank. The creditor may request information
from a list of banks at which they suspect the
debtor holds an account. Case law allows the
creditor to provide a list of 12 banks; beyond
that number, the request could be dismissed as

an impermissible suspicion seizure. A list of 12
banks certainly covers the most important play-
ers in the banking market.

Moreover, a creditor may claim rendering of
accounts in respect of certain transactions. For
example, a principal may claim rendering of
accounts from their agent (Section 1012 Aus-
trian Civil Code). However, this action does not
serve to secure claims, but rather, to quantify
monetary claims, and the court reaches the final
decision on this question in “normal” civil pro-
ceedings.

Criminal Law

Criminal law provides the disclosure of informa-
tion contained in the registry of bank accounts
and disclosure of information about bank
accounts and bank transactions (Section 116
Criminal Procedure Code). Such an inquiry
has to be made by the public prosecutor and
approved by the competent criminal court. It is
permissible if it appears necessary to enquire
about criminal offences above a certain level of
severity (such as fraud with damages of more
than EURS5,000).

2.2 Preserving Evidence
Quick preservation of evidence is often criti-
cal to enforce claims in fraud cases. In Austria,
while civil proceedings provide some measures
to preserve evidence, criminal proceedings are
considerably more effective.

No Pre-trial Discovery

Under Austrian procedural rules, the taking of
evidence is regarded as a sovereign act, only
performed by the courts. There is no pre-trial
discovery by the parties to obtain disclosure
from the opposing party or from third parties, or
to preserve evidence.
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Search by Parties

Austrian law does not allow parties to conduct
physical searches at a defendant’s residence or
place of business. If such searches were to be
undertaken without the defendant’s consent,
they would trigger criminal liability.

(Pre-trial) Evidence Preservation

Where there is a risk that evidence might be
lost, the use of evidence might be impaired, or
if for any other reason the current condition of
evidence needs to be determined, a party may
request the initiation of pre-trial preservation
proceedings (Beweissicherung). Evidence pres-
ervation can also be requested during a trial.

Evidence protection proceedings are similar in
speed and scope to interim injunction proceed-
ings. Evidence protection orders can be issued
ex parte where risk is imminent (periculum in
mora). The court may only take those steps that
are necessary to preserve the evidence - eg, to
perform and document a visual inspection of
physical evidence, or hear a material withess —
for later use in court proceedings.

The evidence to be preserved must be freely
accessible; evidence preservation proceed-
ings do not provide any coercive measures that
could force the opponent or any third party to
co-operate.

Evidence preservation is not available for doc-
uments. There is no controlling case law on
whether electronic evidence and hard drives -
which are often central pieces of evidence in
cases of fraud — qualify as documents.

Where evidence preservation is not available
— eg, for documents, or where the evidence is
in the hands of an unco-operative third party
or opponent — Austrian case law allows inter-
im injunctions for the same purpose (see 2.3
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Obtaining Disclosure of Documents and Evi-
dence from Third Parties).

Available Measures in Criminal Proceedings
The public prosecutor may (upon authorisation
by the criminal court) order house searches and
the securing or seizure of objects (including let-
ters and other documents) that might serve as
evidence or to secure civil claims, the monitoring
of a suspect’s communication, etc.

Any person injured by a criminal offence is enti-
tled to access to the criminal file and to make
use of such evidence in subsequent civil pro-
ceedings. However, for purposes of a criminal
investigation in its early (pre-trial) stage, access
to files is often subject to certain restrictions.

Suppression of Evidence Is a Criminal
Offence

Suppression of any type of evidence that may
potentially be subject to disclosure in foresee-
able civil, criminal or administrative proceedings
is a criminal offence (Section 295 Austrian Crimi-
nal Code). Accordingly, as soon as it becomes
clear that certain evidence is intended for use
in such proceedings, the holder is forbidden to
undertake any action that could make such evi-
dence unavailable. This does not apply where
the holder has all the rights to the evidence (ie,
is the unencumbered sole owner).

2.3 Obtaining Disclosure of Documents
and Evidence from Third Parties

General Principles of Obtaining Evidence
from Third Parties

In Austrian civil proceedings, it is each party’s
responsibility to produce the evidence neces-
sary to support its case. There are only a few
circumstances in which the opposing party or
third parties may be obliged to disclose evi-
dence upon one party’s request. Since a request
for third-party disclosure of documents (see next
paragraph) must be made during the main pro-



LAW AND PRACTICE AUSTRIA

Contributed by: Katrin Hanschitz, Bettina Knoetzl, Judith Schacherreiter and Thomas Voppichler, KNOETZL

ceedings, it will always come to the immediate
attention of the opposing party.

While third parties can be ordered by the court
to provide documents, it is even more difficult to
obtain access to other forms of evidence from
third parties.

Obtaining disclosure of documents from third
parties during ongoing proceedings

In ongoing civil proceedings, a party may request
the court to order a third party to provide a spe-
cific document if:

* substantive law requires the third party to
produce the document; or

« the document qualifies as a “joint deed” of
the third party and the party requesting dis-
closure (eg, a contract).

The requesting party must:

« substantiate that the document is in the pos-
session of the third party; and

« accurately describe the contents of the docu-
ment.

The court may exercise coercive means should
a third party fail to comply with a relevant court
order. This is noteworthy because a party’s fail-
ure to comply with a production order does not
trigger any coercive measures. The only con-
sequence if a party to the proceedings fails to
produce documents as ordered is the risk of a
potentially adverse inference being drawn when
the court weighs the availability of the evidence.

These rules of disclosure are also fully applica-
ble to so-called “objects of information” (Aus-
kunftssachen), ie, with no written manifestation
of thoughts, such as a sound recording. They
are not, however, applicable to “objects of vis-
ual inspection” (Augenscheinsgegenstand), ie,

objects that do not represent thoughts, such as
a disk or hard drive (see next paragraph).

Preserving evidence in the hands of third
parties

Evidence other than documents that is in the
hands of third parties can be preserved by way
of an interim injunction. The scope is, however,
quite restrictive. Such interim injunction is only
available where the third party has an obligation
to the opposing party (eg, an obligation to deliver
the evidence to the opposing party). The interim
injunction may not interfere with any rights the
third party may have or require the third party to
undertake any acts. Where evidence preserva-
tion is available (eg, for physical evidence, see
2.2 Preserving Evidence), evidence preserva-
tion rules take priority.

The use of preserved evidence requires that
there is an enforceable claim against the third
party under substantive law.

Criminal investigations

If there is a suspicion of criminal conduct, dis-
covery may also be obtained by initiating a
criminal investigation. Evidence, particularly in
the form of documents, obtained by the criminal
authorities (eg, through house searches) may be
used in civil proceedings. Any (potential) victim
of a criminal offence, as well as third parties with
qualified legal interest, may be granted access
to the contents of a criminal file.

2.4 Procedural Orders

Ex Parte Orders

As a general principle, the intended defendant
has a right to be heard before any procedural
orders regarding evidence are issued. Ex par-
te orders can, however, be obtained in limited
cases in which the applicant is able to substan-
tiate that there is an imminent risk that the evi-
dence will otherwise be suppressed, destroyed
or impaired (periculum in mora).
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Evidence preservation

Evidence preservation orders can be obtained
ex parte, ie, without notice to the respondent,
where the applicant substantiates that there is
imminent risk (periculum in mora), ie, that the
evidence will otherwise not be available for rea-
sons outside of the applicant’s sphere. In such
cases, the court may issue the evidence preser-
vation order without hearing the respondent. It
may, moreover, order that the evidence be pre-
served/taken before the order is served on the
respondent.

Where respondents are not heard before the
order is issued, they have the right to be heard
in the appeal proceedings.

Interim injunctions

Upon request of the applicant, injunctive relief
can also be awarded ex parte. The respond-
ent will not be heard to avoid frustration of the
intended - interim — enforcement act.

If injunctive relief is granted ex parte, the
respondent has a full right to be heard upon
challenge (Widerspruch); such proceedings do
not, however, suspend the enforceability of the
interim injunction.

If the respondent raises an appeal, the court
may, upon application, suspend the effect of the
interim injunction if the damage to the applicant
is “not disproportionate” and otherwise the pur-
pose of the appeal would be frustrated.

Applicants face a no-fault damage claim if the
claim in the main proceedings fails or the appli-
cant fails to initiate main proceedings within the
deadline set by the court, or if the interim injunc-
tion turns out to be unjustified for any reason.
Moreover, the court may issue a penalty if the
application was frivolous.
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Value of Evidence Obtained Ex Parte

If evidence was preserved/obtained without
the intended defendant’s participation — eg, if a
visual inspection is undertaken in the absence
of the defendant — the value of the evidence will
generally be considerably lower, which the court
must weigh.

2.5 Criminal Redress

Private Party Joinder (Privatbeteiligung)
Besides filing a claim for damages in a civil court,
an injured party that is the victim of a criminal
offence from which it has suffered damages, can
join the criminal proceedings as a private party
(Section 65 paragraph 2 Austrian Code of Crimi-
nal Proceedings).

A request for a victim’s accession through pri-
vate joinder can be submitted to the prosecution
authority or the police and — after an indictment
—to the criminal court.

During court proceedings, a criminal court may
award damages if:

* the perpetrator is found guilty;

« taking evidence regarding the private joinder
does not substantially delay the proceedings;
and

« the amount of the claim can easily be
assessed by the court.

In practice, this is a timely and cost-effective
way to seek redress. While a private joinder is
pending in criminal proceedings, civil claims will
not be time-barred if the civil lawsuit is swiftly (ie,
without delay) submitted to the civil court once
the criminal proceedings have been terminated
or where the court failed to award damages. If
suspicion of a criminal offence arises in ongoing
civil proceedings, the civil court may order an
interruption of the proceedings until the criminal
proceedings have been terminated (Section 191
Austrian Code of Civil Proceedings). However,
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this is subject to the prerequisite that the inves-
tigation and conclusion of the criminal proceed-
ings are likely to have a decisive influence on
the decision of the civil proceedings. Under case
law, the interruption of the civil proceedings is
regarded as an exception to the ordinary course
of conduct.

2.6 Judgment without Trial

Civil Proceedings

Default judgment

When a statement of claim is initially filed with an
Austrian court, the court will, if it has jurisdiction,
serve the statement of claim on the defendant
together with an order to respond within four
weeks (regional courts) or to attend the pre-
paratory hearing (district courts). If a defendant
fails to respond within the deadline or to attend
the hearing, the court must issue a default judg-
ment based on the allegations in the statement
of claim if requested by the plaintiff, provided
process was duly served on the defendant.

The defendant may file a challenge (Wider-
spruch) within two weeks, or an appeal within
four weeks of service of the default judgment.
Otherwise, the default judgment becomes fully
enforceable.

Default judgments can also be obtained through
failure of one of the parties to respond at a later
stage of the proceedings. This, however, is rare.

Failure of defendant to duly argue its case
Provided the defendant has, at a minimum, filed
a response to the statement of claim (regional
courts) or participated in the preparatory hearing
(district courts), the court may not award a claim
merely on the basis of the plaintiff’s allegations,
ie, without a trial. It must base the judgment on
the available evidence, applying its own legal
assessment.

Burden of proof

Substantive burdens of proof and allegations
govern which party — plaintiff or defendant -
must allege and prove which elements of the
relevant claim. The initial burden of proof is typi-
cally on the party wishing to rely on the fact it
seeks to establish.

Criminal Proceedings
A criminal judgment may be issued in the
absence of the defendant only if:

« the charge is a misdemeanour (threat of pun-
ishment not exceeding three years’ imprison-
ment);

« the defendant has been questioned on the
charge before trial, ie, in the course of the
criminal investigations; and

+ the defendant has been personally served
with the summons to the trial.

2.7 Rules for Pleading Fraud

Professional Ethics Rules for Filing Criminal
Complaints

Under Austrian professional ethics rules, lawyers
may not allege criminal acts or (threaten to) file
a criminal complaint without having conscien-
tiously reviewed the facts and legal aspects.
Accordingly, when informed by clients of a crimi-
nal act such as fraud, the lawyer is required to
review plausibility. It will often be necessary to
make certain simple queries. Additionally, crimi-
nal complaints may not be filed where to do so
would be disproportionate to the claims being
pursued.

Civil and Criminal Liability for Libel and
Defamation

Allegations of criminal acts such as fraud may
also trigger civil liability for libel or defamation of
business reputation. The injured party can also
request (interim) injunctive relief. If the statement
is made in public, the injured party can demand
that the allegation is publicly withdrawn.
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Moreover, defamation can trigger criminal liability
under various offences, depending on whether:

- the allegation qualifies as a false accusation,
where the injured party is at risk of official
prosecution (Section 297 Austrian Criminal
Code, up to five years’ imprisonment);

« the false allegation damages or jeopardises
the credit or professional life of the injured
party (damage to credit under Section 152
Austrian Criminal Code, up to six months’
imprisonment); or

+ the false allegation is made publicly and
degrades the other person in public opinion
(defamation under Section 111 Austrian Crim-
inal Code, up to six months’ imprisonment).

2.8 Claims against “Unknown”
Fraudsters

In civil proceedings it is not possible to file claims
against “unknown parties”.

Criminal complaints, on the other hand, can be
filed against “unknown” suspects.

2.9 Compelling Witnesses to Give
Evidence

Compelling Witness Testimony in Civil
Proceedings

Compelling appearance in court

Under Austrian civil procedural rules, parties
cannot be compelled to subject themselves to
an examination by the court. Their failure to do
so is, however, taken into consideration by the
court when weighing the evidence.

Witnesses domiciled in Austria are obliged to
respond to a witness summons. If a summons
has been duly served on a witness, but that wit-
ness fails to appear without an excuse, the court
must issue a further summons and impose a fine.
If the witness fails to appear at the next hear-
ing, the court must double the fine (maximum
EUR2,000), issue further summons for another

50

hearing and order that the withess be brought to
court by the police.

These consequences must already be specified
in the initial summons; the templates used by the
Austrian courts include this admonition.

The court may also order a witness to pay costs
incurred by their failure to appear (eg, if a further
hearing becomes necessary solely for that wit-
ness’ testimony). The witness is also liable under
civil law for damages incurred.

Compelling testimony

If the witness appears but refuses to respond
to questions without justification, the court can
issue a fine of up to EUR100,000 per order or
even imprisonment of up to six weeks.

The law defines a multi-step procedure before
issuing a fine in a hearing, in order to ensure
that the witness is entirely aware that they do
not have the right to refuse testimony and that
the witness has been duly heard. Imprisonment
is very rare.

Compelling Witness Testimony in Criminal
Proceedings

In criminal proceedings, the provisions concern-
ing witnesses are identical to those of civil pro-
ceedings, apart from (i) witnesses may be fined
up to EUR10,000 or face imprisonment for up to
six weeks for unjustified refusal to testify; and (ii)
the defendant may be placed on the alert list and
arrested to be brought before the court if they fail
to appear for questioning or for the trial.
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3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

Attribution of Knowledge and Unlawful Acts
to the Company under Civil Law

Unlawful and culpable acts undertaken by offic-
ers of a limited liability company or stock cor-
poration (managing directors, members of the
supervisory board and “representatives”) are
attributed to the company they represent, pro-
vided these acts were undertaken in the per-
formance of their duties to the company. An
objective connection suffices. Accordingly, any
fraudulent acts perpetrated by such officers and
representatives are attributable to the company.

Any knowledge of managing directors/members
of the management board is directly attributed to
the company, regardless of where such knowl-
edge was obtained and whether they have single
or collective powers of representation or deci-
sion. Only knowledge obtained by supervisory
board members and other “representatives” in
the context of their official function is attributed
to the company.

Attribution of Unlawful Acts to the Company
under Criminal Law

Austrian criminal law is historically based on the
general principle that only humans — and not
legal fictional persons — are capable of criminal
acts. Since 2006, the Act on the Responsibility
of Legal Entities (Verbandsverantwortlichkeitsge-
setz) has provided that legal entities are crimi-
nally liable if “decision makers” are guilty of a
criminal act:

« that was undertaken for the benefit of the
company; or

« that violated obligations incumbent on the
company.

“Decision makers” include:

* managing directors/members of the manage-
ment board;

« holders of powers of procura;

» members of the supervisory board; and

« other persons with a decisive influence on the
management of the company.

In comparison, the liability of other staff is much
reduced. In their case, the prosecution authority
must show, among other things, the absence of
a robust compliance system.

The public prosecutor must consider the con-
duct of the corporation before and after the
alleged offence. A robust compliance system
along with full co-operation of the legal entity
might provide sufficient reason for the prosecu-
tor to terminate the criminal proceedings with-
out imposing a fine. In addition, an employer’s
directives requiring employees to adhere to the
law are recognised as a mitigating factor for sen-
tencing purposes.

3.2 Claims against Ultimate Beneficial
Owners

The (direct or indirect) shareholders of a stock
corporation and of a company with limited liabil-
ity are generally not personally liable for the acts
or liabilities of the company.

Piercing the “Corporate Veil”

The “corporate veil” is, however, pierced in the
following — exceptional and rare — circumstanc-
es:

» material undercapitalisation — where a com-

pany is manifestly and clearly undercapi-
talised to the extent that the failure of the
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company is highly probable, the shareholders
may become liable for that company’s debts;

» where the personal assets of the
shareholder(s) and of the company are so
co-mingled that they cannot be separated
(generally only in cases with a single share-
holder);

» where a shareholder acts as a factual or
“shadow” director and decisively interferes
with the management of the company, espe-
cially if this causes insolvency; or

» where critical assets are withdrawn or busi-
ness opportunities are appropriated by share-
holders in such a way that insolvency results.

Accordingly, where a shareholder acts as a
“shadow” director of the company perpetrating
the fraud, for example, or where the company
was initially established (and materially underfi-
nanced) specifically in order to perpetrate fraud,
there is a possibility that the shareholders will
be held liable for victims’ claims under civil and
corporate law.

3.3 Shareholders’ Claims against
Fraudulent Directors

Derivative Actions for Damages

The general rule is that fraudulent directors are
liable for damages incurred by the company only
to the company itself, and not to shareholders.
This includes any damage in the value of the
company that results in “reflexive” damage to
the value of the shares in the company. Such
claims are pursued directly by the company.

Limited liability company

Shareholders of an Austrian company can bring
a specific form of derivative action: if a limited
liability company (GmbH) refuses to pursue
claims against the officers, shareholders hold-
ing a minority share of at least 10% or over
EUR700,000 can directly enforce such damages
claims themselves on behalf of the company. In
other words, the claimants must request pay-
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ment to the company and directly to the claim-
ants, themselves.

Stock corporations

There is no corresponding actio pro socio for
stock corporations (AG). Claims on behalf of the
stock corporation can only be brought by the
company itself, if enforcement of such claims
is decided with a simple majority in the general
assembly or is demanded by a minority of 5%
respective 10%.

Further minority rights

These rights are accompanied by further minority
rights, such as the right to demand appointment
of special auditors, the right to block waivers or
settlement of claims against directors and the
right to enforce dismissal of supervisory board
members or managing directors for cause.

Direct Harm to Shareholders

Where the directors harm the shareholders
directly — and not just by reducing the value of
their participation in the company - the share-
holders may directly hold the officers liable; the
case law on this is developing. Cases include
violation of “protective laws” (Schutzgesetze)
such as financial disclosure requirements,
embezzlement or fraud.

Recently, many such claims have been based on
money laundering. However, case law currently
gives no guidance defining the circumstances in
which money laundering creates a legal basis for
a civil damage claim by victims of the predicate
offence.
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4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

Civil Proceedings

General

In domestic cases, the jurisdiction of Austrian
courts is determined by the Law on Jurisdiction
(Jurisdiktionsnorm). In most international cases,
the jurisdiction of Austrian courts is determined
by Regulation (EU) No 1215/2012 (the recast
Brussels Regulation).

These provisions establish the jurisdiction of
all types of courts. Whether a specific court is
competent to hear a case may also depend on
other factors such as the type of dispute (eg,
to establish the competence of the commercial
courts to hear a case).

Establishing jurisdiction

The general rule is that Austrian courts have
jurisdiction if the defendant has its seat in Aus-
tria. In addition, numerous other factors are con-
sidered to establish the jurisdiction of Austrian
courts, including:

« whether Austria is the place of performance
of a contract;

« the place where the damage occurred; or

- if the dispute relates to real estate located in
Austria.

Directly after receiving the claim, the court must
determine and verify its jurisdiction a limine,
even before service of the claim on the defend-
ant. If the court lacks jurisdiction, the claim is
dismissed immediately. Following service of
the claim, the (overseas) defendant may bring
dispositive motions based, eg, on procedural
grounds such as failure of jurisdiction or improp-
er venue.

Service abroad

A party that is located outside Austria can be
served either in accordance with Regulation
(EC) No 1393/2007 on the service of judicial
and extrajudicial documents in civil or commer-
cial matters (within the European Union), or in
accordance with the Hague Convention for Ser-
vice of Process or bilateral treaties containing
provisions on the service of documents (outside
the European Union).

Austrian law also provides supplementary rules,
according to which, service of documents is
allowed by means of postal service in a number
of states. Otherwise, service is effected through
diplomatic channels (ie, embassies or consu-
lates).

Criminal Proceedings
Offences committed abroad are subject to Aus-
trian criminal law if:

« the offence is also punishable under the law
in the location of the offence;

- the offender is Austrian or is arrested in Aus-
tria and cannot be extradited; and

* none of the exceptions in Section 65 para-
graph 4 of the Austrian Criminal Code apply.

Austrian jurisdiction also applies for certain
offences of significant importance, regardless of
the criminal law in the location of the offence, eg,
corruption, economic espionage, terrorism and
particular other major crimes, criminal offences,
and offences against an Austrian government
official (Section 64 Austrian Criminal Code).

The power of the Austrian criminal authorities
ends at the Austrian border. Therefore, Austrian
authorities and courts rely heavily on interna-
tional co-operation for the enforcement of their
authority outside the country. In the area of co-
operation within the EU, for example, the Federal
Law on Judicial Co-operation in Criminal Matters
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with the Member States of the European Union
(EU-JZG) stipulates extensive possibilities for
cross-border enforcement and the execution of
orders freezing property or evidence.

5. ENFORCEMENT

5.1 Methods of Enforcement
Enforcement Proceedings

Austrian enforcement proceedings are bifur-
cated into two steps: (i) authorisation proceed-
ings (Exekutionsbewilligung), and (i) the actual
enforcement (Exekutionsvollzug). Both fall within
the competence of the enforcement court.

Once a creditor has obtained an enforceable
title, it can apply for enforcement at the compe-
tent district court (Bezirksgericht) at the debtor’s
domicile. If the debtor has no domicile in Austria,
the court where the asset that is the subject of
the enforcement has jurisdiction (in the case of
garnishment orders — at the third-party’s domi-
cile). The court where immovable property is reg-
istered always has jurisdiction for enforcement
pertaining to immovable property.

The application for enforcement is done by
means of official standard forms. The court
of enforcement will only examine the formal
requirements based upon the application and —
if it is satisfied that all formal requirements are
met — will authorise enforcement by means of a
court order.

In Austria, actual enforcement, ie, implemen-
tation of the enforcement measures, also falls
within the competence of the court and its offic-
ers. There is no private enforcement.

Enforcement Measures

Austrian law provides a number of enforcement
measures and allows the creditor to choose
which enforcement measures will be imple-
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mented. The creditor may also combine several
measures, if this is appropriate. The law provides
for certain bundles of enforcement measures
for monetary claims: a “small bundle” (movable
goods and securities, attachment of salary, affi-
davit), which applies unless the creditor opts
out, and an “extended bundle” (additionally all
further assets and any other receivables). If the
latter is chosen, an enforcement administrator —
similar to an insolvency receiver — is appointed,
whose function it is to enforce against all avail-
able assets until the creditor has achieved full
satisfaction. For higher-value claims, creditors
may choose to request an administrator.

Only those enforcement measures listed in the
Enforcement Act are available. Furthermore, cer-
tain enforcement measures are only available for
certain types of claims. The available enforce-
ment measures are categorised according to
whether they serve to enforce (i) the monetary
claims or (i) the specific actions of the debtor.

Enforcement of monetary claims

Monetary claims can be enforced by means of
measures directed against immovable property,
movable property, claims of the debtor against
third parties, or rights such as intellectual prop-
erty.

Immovable property is real estate, including the
buildings on it, unless these are non-permanent
structures. The predominant enforcement meas-
ures available are:

« establishment of lien;
« foreclosure; and
« administration.

Movable property refers to all objects that can
be moved from one place to another without

damage:

 attachment and auction; and
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« surrender of specific property.

The monetary claims of the debtor against
third parties are, in most cases, claims against
the banks holding accounts of the debtor and
attachment of earnings (salary or wages) of
the debtor. For these cases, the creditor is not
obliged to name a specific bank account or
name the employer, instead the court will order
the bank or request the social security agencies
to provide this information.

Attachment and collection
This measure consists of two orders:

« one, forbidding the third-party debtor to make
payment to the debtor (prohibition of pay-
ment); and

« another, forbidding the debtor to dispose of
their claim against the third-party debtor (pro-
hibition of disposal).

The collection (and then transfer to the creditor)
is generally effected by bank transfer.

Rights or intangible assets of the debtor may
also be the subject of enforcement proceedings.
The most common cases are intellectual prop-
erty or shares in companies.

Enforcement of non-monetary claims
Non-monetary claims are, in general, specific
actions that the debtor is obliged to undertake
(or cease and desist from).

+ Substitution — this measure obliges the
debtor to undertake an act within a specified
time. If the debtor fails to do so, the credi-
tor may have this act performed by another
person and request enforcement of the costs
incurred as a monetary claim.

+ Penalisation - if the act can only be per-
formed by the debtor or the debtor violates its
obligation to cease and desist, the court will

first threaten and can then impose penalties
in the form of fines or imprisonment.

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

Civil Proceedings

Oral testimony

In Austrian civil proceedings, the principle of
the privilege against self-incrimination is well
established. As a party to the proceedings, the
defendant cannot be forced to testify.

In so far as the defendant refuses to answer
questions without sufficient reason (eg, to pro-
tect themselves or family members from criminal
prosecution), the court may take this refusal into
account in its decision-making process, carefully
considering all the circumstances.

Document production in the proceedings

In civil proceedings, a party may be ordered by
the court to produce evidence at its disposal, if
the court considers such evidence material, on
the court’s own initiative (this rarely occurs) or
upon request by the other party.

The party ordered to produce a piece of evi-
dence is entitled to object to the order in order
to protect:

« family affairs;

« the party’s duty of preserving honour;

- itself or third parties from criminal prosecu-
tion;

* legal privilege; or

* business secrets.

However, the party may not refuse to produce
the requested evidence if:
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« it previously referred to the piece of evidence
(mostly documents) in the proceedings;

* substantive law requires the requested party
to produce the evidence (this also applies to
evidence in the possession of third parties); or

+ the evidence is in the form of a document
and may be considered to be of joint use with
respect to both parties (eg, a contract) - this
also applies to evidence in the possession of
third parties if the piece of evidence is of joint
use with respect to the third party and either
party to the litigation.

If a party does not comply with the court order to
produce, no enforcement is available. The court
will consider the refusal in its assessment of evi-
dence and adverse inferences may be drawn by
the court as finder-of-fact.

Criminal Proceedings

Accused individuals or companies have a right
to avoid self-incrimination. In the case of a cor-
poration, the managers (persons in charge) as
well as the employees suspected of having com-
mitted an offence are treated as if accused and
can rely on the right to avoid self-incrimination.

It is forbidden to use coercive measures (or
promises or misleading statements) to induce
the accused to make a statement (Section 7
paragraph 2 Austrian Code of Criminal Proceed-
ings). According to Section 166 of the Austrian
Code of Criminal Proceedings, forced testimony
is classed as prohibited evidence and is there-
fore deemed null and void.

6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

Civil Proceedings

Discovery

There are no (pre-trial) discovery proceedings.
Taking evidence is considered a sovereign task
of the court and is conducted exclusively by the

56

court at the request of the parties. A party may
be ordered by the court to produce evidence
at its disposal. The prerequisites for an order to
produce documents upon request are:

* the requesting party can present plausible
reasons for the allegation that the document
is in the possession of the other party;

« the requesting party either provides a copy of
the document it is requesting (to be pro-
duced in the original) or can accurately and
fully describe the content of the document
(it is not permissible to request a category of
documents); and

* the requesting party must state which facts
it expects to prove with the requested docu-
ment.

Legal privilege

Austria recognises the concept of legal privi-
lege. Members of legal professions — particular-
ly attorneys-at-law — must refuse to testify with
respect to any one of their mandates before any
authority unless released by their client. Neither
the party nor its counsel can be forced to pro-
duce client-attorney work product. At least in
theory, no adverse inferences may be drawn by
the court from such a refusal. Client-attorney
correspondence and attorney work product are
protected by legal privilege irrespective of where
such documents are located. In practice, par-
ties often feel compelled to waive their privilege,
to avoid the impression that there is something
being improperly hidden.

Criminal Proceedings

Attorney work product and attorney-client com-
munications are protected in several ways. Attor-
neys (and a small number of other professionals)
have a legal duty of confidentiality and a right
to refuse to give evidence (Section 157 Austrian
Code of Criminal Proceedings). The duty may
not be circumvented. This prohibits the seizure
of attorney documents and the information con-
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tained therein at the attorney’s premises and,
since 2016, also at the premises of clients under
suspicion, or accused, in criminal proceedings.
Attorney-client confidentiality only extends to (i)
the attorney’s work product, and (ii) attorney-
client communications created for the purpose
of defending the client; not to previously existing
evidence.

Concerning the seizure of attorney documents
at the attorney’s premises, any person subject
to or present during such action may object to
the implementation of the measure. In that case,
documents and data carriers must be sealed
and presented to a court, which must decide
promptly whether the evidence is protected by
attorney-client confidentiality (Section 112 Aus-
trian Code of Criminal Proceedings).

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

The concept of punitive damages is foreign to
Austrian law (as it is to many other continen-
tal European jurisdictions). Punitive damages, if
contained in a foreign judgment, may be consid-
ered to be against public policy and may there-
fore be unenforceable in Austria.

7.2 Laws to Protect “Banking Secrecy”
Banking Secrecy in Austria

The Austrian banking secrecy obligation is strict.
The statutory obligation contained in Section 38
of the Austrian Banking Act prohibits credit
institutions, their shareholders, members of the
credit institutions’ corporate bodies, employees
and all other individuals acting on behalf of the
credit institution from disclosing, or making use
of, secret information that has been entrusted
or made accessible to the institution solely due

to the institution’s business relationship with the
customer.

Consequently, persons subject to banking
secrecy are obliged not to disclose, or make use
of, secret information most specifically related
to customers’ names and account information
like balances or transactions. Once the obliga-
tion is established, it may only be disregarded
under certain conditions, particularly when there
is a specific legal justification for doing so or the
client provides express written consent prior to
any disclosure.

Exemptions

The obligation to maintain banking secrecy
does not apply, inter alia, if the bank’s customer
explicitly agrees in writing that certain confiden-
tial data may be disclosed, or if there is a legal
justification that requires disclosure. Such cus-
tomer’s waiver of the secrecy obligation requires
the explicit prior written consent of the client.
Thus, a general consent contained in the general
terms and conditions of the bank is not deemed
to be sufficient.

In addition, Section 38, paragraph 2 of the Aus-
trian Banking Act contains a list of exemptions
when otherwise-protected information can be
disclosed. Inter alia, this applies:

- vis-a-vis public prosecutors (with regard to
basic account information) and the criminal
courts (with regard to basic and extensive
account information) in connection with crimi-
nal proceedings; or by the fiscal authorities in
connection with initiated criminal proceedings
for intentional fiscal offences, excluding fiscal
misdemeanours;

« in the case of disclosure obligations in con-
nection with anti-money laundering provisions
(eg, according to Section 41 paragraphs 1, 2
Austrian Banking Act); and
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+ in the case of obligations to provide informa-
tion to the Austrian Financial Market Author-
ity pursuant to the provisions of the Austrian
Securities Supervision Act 2007 and the
Austrian Stock Exchange Act.

The list of exemptions in Section 38, paragraph 2
of the Austrian Banking Act is not exhaustive.
Additional exemptions to the banking secrecy
obligation may also be made exceptionally on a
case-by-case basis by considering and weigh-
ing the interests of the credit institution (or also,
of a third person) in disclosing the secret, against
the customer’s interests in keeping the secret.

7.3 Crypto-assets

The Austrian criminal law understands the con-
cept of property as the totality of all economi-
cally significant and arithmetically ascertainable
values. Crypto-assets are regarded as such val-
ues and, accordingly, are treated as property.
As a consequence, crypto-assets are potential
objects involved in criminal offences protecting
the property.

In the past, crypto-assets had faced some pro-

tection issues: some offences included in the
Austrian Criminal Code protect only physical
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things, an unlawful “taking away” of crypto-
assets as non-physical objects could not be
punished as theft (Section 127 Austrian Crimi-
nal Code). Moreover, the legal definition of “non-
cash means of payment” (Section 74 Austrian
Criminal Code) did not specifically encompass
crypto-assets as such. This issue has been
solved as of 2021, through the implementation
of the Directive (EU) 2019/713 on combating
fraud and counterfeiting of non-cash means of
payment: the definition of non-cash means of
payment (Section 74 Austrian Criminal Code)
has now been extended to include virtual curren-
cies. Since implementation, crypto-assets are
covered by the provision as non-cash means of
payment effective as of December 2021. Thus,
the taking away of crypto-assets is covered by
the offences utilising non-cash means of pay-
ment (Section 241a et seq Austrian Criminal
Code).

The Austrian criminal law understands crypto-
currencies as digital means of payment to which
the subject has access solely through the use
of electronic keys, thus cryptocurrencies are
regarded as data. According to Section 112 of
the Criminal Procedure Code, the public pros-
ecutor’s office is entitled to seize data.
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

As in English common law, while fraud is not
itself a tort, it may be a necessary ingredient in
other torts — eg, fraudulent misrepresentation or
unlawful means conspiracy. The term “fraud”
encompasses a variety of actions which must
each have the key element of dishonesty.

Proof of intent and dishonesty are key ingre-
dients to any fraud claim. The dishonesty test
applicable in the British Virgin Islands (BVI) is an
objective one. The defendant’s knowledge of the
transaction must have been such as to render
his participation contrary to normally acceptable
standards of honest conduct.

In the Privy Council decision of Barlow Clowes
International Limited v Eurotrust International Ltd
[2006] 1 WLR 1476, the court confirmed that the
test for dishonesty was objective. This case was
followed in the BVI decision of Akai Holdings v
Brimlow Investments (BVIHCV 2006/0134).

More recently, in the UK decision in Ivy v Gent-
ing Casinos (UK) Ltd [2017] UKSC 67, the court
clarified that the test is objective and confirmed
the end of any subjective test.

The common causes of action available for pur-
suance in instances of fraud are:

* deceit;
« receipt-based liability — personal claims:
(@) unjust enrichment;
(b) conversion;
(c) knowing receipt;
* receipt-based liability — proprietary claims:
(a) breach of fiduciary duty;
(b) constructive trust claims (for misappro-
priation of assets);
(c) conspiracy;
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(d) bribery;
« dishonest assistance;
« fraudulent misrepresentation.

Fraudulent Misrepresentation

An action for fraudulent misrepresentation in the
BVI has its roots in the English common law tort
of deceit. Therefore, for fraud to be established,
it is necessary to prove the absence of an hon-
est belief in the truth of the relevant representa-
tion, which in summary means that the maker of
the statement made it knowingly, recklessly or
without belief in its truth (Derry v Peek (1889) 14
App Cas 337).

The relevant elements for pleading fraudulent
misrepresentation are:

« the defendant made a false representation of
fact to the claimant;

« the defendant knew that the representation
was false, or alternatively, he was reckless as
to whether it was true or false;

« the defendant intended that the claimant
should act in reliance on the statement; and

« the claimant acted in reliance on the repre-
sentation and, as a consequence, suffered
loss.

Where a claim for fraudulent misrepresentation
has been made, the person against whom an
allegation of fraudulent misstatement is made
would be able to defeat such a claim if he is
able to prove that there was at all times from the
making of the statement an honest belief by him
that what he was saying was true.

Deceit

If the fraudulent misrepresentation was such that
a victim was induced to pay money or hand over
assets, then in addition to a claim for fraudulent
misrepresentation, a tortious claim for deceit
may also accrue. The victim will in these cir-
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cumstances be entitled to seek compensatory
damages.

Bribery

The tort of bribery is a long-recognised form of
malfeasance in BVl common law. A victim of
bribery will be able to bring a cause of action
against a fraudster where the fraudster pays
secret commissions to the victim’s (as principal)
agent and where the principal has no knowledge
of the payment. The victim of a bribe will not
be required to show that the payment actually
induced its agent to act in any particular way
which is not in the interests of the principal - this
inducement will be presumed.

Misappropriation of Assets

The cause of action of misappropriation of
assets is most commonly seen in the context of
directors of BVI companies. If, therefore, such a
director is shown to have misapplied company
assets, or has otherwise acted for an improper
purpose or not in the best interests of the com-
pany and/or dishonestly, that director will then
be in breach of his fiduciary duties, and this will
enable the company to pursue a claim against
the offending director.

Dishonest Assistance and Knowing Receipt
The key element of the tort of “knowing receipt”
is the presence of a fiduciary relationship. Once
such a relationship exists, if any person accepts
payment of money or receipt of assets in the
knowledge that the provision of those items was
done in breach of trust or in breach of a fiduciary
duty, then the recipient with knowledge of the
breach will be liable in “knowing receipt”.

Similarly, a person who knowingly assists in a
breach of trust or fiduciary duty could be liable
for “dishonest assistance”.

Conspiracy

This cause of action may be pursued where at
least two persons combine to cause loss to a
third party (the victim), and a claim in unlawful
means conspiracy may be pursued where the
combination involves unlawful activity which
was intended to injure and which causes loss
to the victim.

The statutory provisions which enable fraudulent
actions to be pursued are as follows.

* In relation to the conveyance of property
made with intent to defraud creditors, any
person who has been impacted by such a
conveyance will be able to commence pro-
ceedings to rescind that transaction pursuant
to Section 81 of the BVI Conveyancing and
Law of Property Act.

+ Additionally, under Section 155 of the BVI
Insolvency Act, a liquidator could bring an
action against the former directors of a BVI
company if he can show that the directors
continued to transact business when the
company was insolvent. This is referred to in
the BVI Insolvency Act as “fraudulent trad-

ing”.

Although not a cause of action, a proprietary
claim for breach of constructive trust often arises
in circumstances where there has been a breach
of fiduciary duty or some other form of receipt-
based liability. It is a flexible remedy, which
arises by operation of law and aims at retrieving
money which was wrongly taken from a victim.

1.2 Causes of Action after Receipt of a
Bribe

In summary, the BVI common law position is that
an agent who receives a bribe will hold the pro-
ceeds of the bribe as constructive trustee for its
principal, and the principal will be treated as the
true owner of the property in question.
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Depending on the circumstances of the case,
there are a number of causes of action that will
be available to a principal who has been the
victim of fraud perpetrated by its agent, who
accepted a bribe and/or a secret commission.
These include:

+ unlawful means conspiracy; and
« dishonest assistance.

The key elements of bribery are that the agent
receives a promise of payment or a payment
of commission or receives some other form of
inducement by a third party, and that “transac-
tion” is not disclosed to the agent’s principal.

A principal who intends to rely on a bribe in
bringing an action against an agent will there-
fore only need to show that his agent received a
payment in his capacity as agent of the principal
and that that payment or other inducement was
not disclosed to him, the principal. The victim of
the bribe will also need to demonstrate that he
has suffered some loss for which damages are
payable, as a result of the bribe.

There is no requirement as a matter of BVI law
to show that the persons involved in the brib-
ery scheme believed what they were doing was
wrong, nor is it a requirement to show that the
agent was influenced by the bribe. There is also
no requirement to show that the third party was
making the payments in order to induce the
agent to act in a particular manner.

Where an agent receives a bribe, the receipt of
that bribe will more likely than not engage the
agent’s fiduciary duties which it owes to its prin-
cipal, and the mere fact of receipt of the bribe
will inevitably mean that there has been a breach
of those duties.

Such a breach would entitle the principal to
damages, equitable compensation, an account
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of profits, and a constructive trust over the bribe,
as well as over any yields from the bribe.

If damages are to be claimed, the principal would
need to show that it has suffered loss.

As regards a claim for unlawful means conspir-
acy, in order for the principal to be able to file
such a claim, the following key ingredients would
need to be present:

« there must have been a combination of or
agreement between the agent and the bribing
third party;

« there must have been an intention of the
agent to injure the principal;

« the unlawful acts carried out pursuant to the
combination or agreement was a means of
injuring the principal;

« the unlawful acts caused the principal to suf-
fer loss.

If a claim for dishonest assistance is to be pur-
sued, the principal would need to establish:

« that there has been a breach of trust or fiduci-
ary duty;

« procurement of or assistance in that breach
by the agent; and

« dishonesty on the part of the agent.

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

Parties who assist or facilitate fraudulent acts
may face claims for dishonest assistance, know-
ing receipt and a claim for conspiracy by unlaw-
ful means.

In order to make out a case of dishonest assis-
tance, one has to demonstrate that:

« there has been a removal of the claimant’s
assets in breach of trust or fiduciary duty;
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« the defendant assisted in that breach of trust
or breach of fiduciary duty;

- the defendant was dishonest; and

« there has been resulting loss to the claimant.

The test for “dishonesty” in this context is also
objective: “Was the conduct of the defendant
dishonest by the standards of an ordinary honest
person in his or her position?”

Ordinarily, to make out a claim for knowing
receipt, the claimant must demonstrate that:

« the assets were disposed of in breach of trust
or fiduciary duty;

« the recipient beneficially received the assets
which are traceable as representing the
claimant’s own assets; and

« the recipient’s state of knowledge at the time
of receipt was such that it is unconscion-
able for him to retain the benefit, ie, that the
defendant knows that the assets are trace-
able to a breach of trust or breach of fiduciary
duty.

Although the cause of action is based on the
defendant having received the funds, the claim
is not defeated if the defendant has not retained
the funds. If he has not retained the funds, not
only are the proceeds of the funds traceable, but
the claimant has a personal remedy against that
knowing recipient.

To make out a conspiracy claim, one must dem-
onstrate the following.

* There was an agreement between two or
more parties to injure another. It is important
to note that a company can conspire with its
directors.

» The parties acted in concert pursuant to the
agreement. The courts have held that con-
certed action can be passive or active but
must be more than just facilitation.

* The claimant suffered loss as a result of the
actions of the defendants.

In unlawful means conspiracy, the claimant does
not need to demonstrate that the conspirators’
sole or predominant purpose was to injure
another person. It is sufficient to show merely
that they had an intention to do so, that is, it was
one of the defendant’s purposes. The intention
to cause injury will be satisfied where conspiracy
is aimed or directed at another person, or it can
be reasonably foreseen that the conspiracy may
injure that person.

Dishonest assistance, knowing receipt and
unlawful means conspiracy claims may arise in
circumstances where:

* BVI companies are used as conduits to
receive money as part of an international
fraud;

* public bodies receive bribes to award com-
mercial contracts; and

« third parties receive misappropriated com-
pany funds with knowledge that these funds
were transferred in breach of fiduciary duty.

1.4 Limitation Periods

The limitation period in fraud claims begins to
run from the date of the knowledge of the victim.
The key provisions are contained in the Limita-
tion Act of the BVI, and this Act prescribes the
limitation period on different classes of actions.

Where fraud is alleged, the limitation of the par-
ticular class of action as prescribed in the Act
applies, save that the period of limitation runs
from the date on which the fraud was discov-
ered.

There are a few exceptions to this general prin-
ciple.
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« Section 19(1)(a) — which provides that no
period of limitation shall apply to an action by
a beneficiary under a trust, being an action in
respect of any fraud or fraudulent breach of
trust to which the trustee was a party, or privy
to recover from the trustee trust property or
the proceeds thereof in the possession of the
trustee or previously received by the trustee
and converted to his use.

« Section 19(2) — which provides that an action
by a beneficiary to recover trust property, or
in respect of any breach of trust, shall not be
brought after six years from the date on which
the right of action accrued.

+ Section 25 — which provides that no action
shall be brought to recover or enforce any
charge against or set aside any transaction
affecting any property which in the case of
fraud was purchased for valuable considera-
tion by a person who was not a party to the
fraud, and did not at the time of the purchase
know or have reason to believe that any fraud
had been committed, where the action is
based upon the fraud of the defendant or his
agent. The period of limitation shall not begin
to run until the plaintiff has discovered the
fraud or could with reasonable due diligence
have discovered it.

1.5 Proprietary Claims against Property
The equitable principle of constructive trustee-
ship would enable the victim of fraud to assert
rights against property that represents converted
proceeds of fraud. These proceeds would also
be “ring-fenced” from the wrongdoer’s personal
assets available to satisfy its unsecured credi-
tors in an insolvent liquidation procedure.

As a matter of BVI law, it is possible to recover
funds that represent proceeds of fraud that have
been mixed with other funds. The BVI position is
the same as the position in England and Wales
where, if the victim’s money is money which has
been mixed with money of other innocents, the
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innocents will be ranked pari passu,and they will
each receive a distribution equivalent to the pro-
portion of their contribution.

However, where the victim’s funds are mixed
with the funds of the fraudster, it will be for the
fraudster to distinguish his funds from the vic-
tim’s funds. If he fails to do so, then the victim of
the fraud will be able to rely on whichever of the
following presumptions is more advantageous,
depending on the circumstances of the case.
This approach was established in the case of Re
Tilley’s Will Trust [1967] Ch 1179.

The alternative presumptions available to the
victim are as follows.

* Where withdrawals from the mixed fund
have been dissipated, it is presumed that the
wrongdoer spent their own money first and
that the withdrawals were from the wrong-
doer’s share of the mixed fund (Re Hallett’s
Estate (1880) 13 Ch D 696). Although this is
the usual presumption, there is some flex-
ibility here since this presumption could be
disadvantageous to the victim.

* Where some withdrawals from the mixed fund
were not dissipated but, were, for instance,
used to purchase an asset, and the remainder
of the fund which would have been sufficient
to meet the victim’s claim was subsequently
dissipated, it will be presumed that the fraud-
ster spent the claimant’s money first, so that
the claimant can trace into the purchased
asset (Re Oatway [1903] 2 Ch 356).

The case of Foskett v Mckeown [2001] 1 AC
102 is instructive regarding how the BVI courts
will treat misappropriated assets which are later
successfully invested before the recovery by the
victim. In summary, in that case, the beneficiar-
ies of misappropriated trust funds were able to
trace their trust property through a mixed fund
of money and into assets acquired from it, being
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an insurance policy. From there, they were able
to trace into the proceeds of the policy such that
the payout on the policy to its beneficiaries (the
children of the deceased fraudster) entitled the
victims to a portion of the payout.

1.6 Rules of Pre-action Conduct

There are no pre-action protocols applicable in
the BVI as obtain in other jurisdictions, such as
the United Kingdom.

1.7 Prevention of Defendants
Dissipating or Secreting Assets

The most common relief for an applicant who
seeks to prevent a response from dissipat-
ing assets, with a view to avoiding the conse-
quences of a judgment, is to secure a freezing
injunction.

In order to succeed in an application for a freez-
ing injunction, the applicant will need to show:

« that there is a good arguable case against the
respondent;

« that the refusal of an injunction would involve
a real risk that a judgment or award in favour
of the plaintiffs would remain unsatisfied; and

« that it is just and convenient for the injunction
to be granted.

If it is determined that the freezing injunction
would not provide the level of protection intend-
ed, then a receiver may be appointed to “hold
the ring” and preserve the assets which are at
stake pending trial.

It is important to note however that if there is no
danger to property or assets and no fact is in
evidence which shows the necessity or expedi-
ency of appointing a receiver, then a receiver will
not be appointed.

In order to satisfy the court that a receiver should
be appointed, the applicant must at least meet

the threshold which is required for obtaining a
freezing injunction.

The grant of a freezing injunction would operate
in rem such that all persons with notice of the
injunction would be prohibited from facilitating
its breach.

The court-filing fees payable on an applica-
tion for a freezing injunction would not exceed
USD1,500. If a transcript of the proceedings
is required, depending on the complexity of
the application and therefore the length of the
hearing, the cost of the transcript could range
between USD250 and USD1,750.

All freezing injunctions are granted under cov-
er of a penal notice, and a respondent or any
other person with knowledge of the injunction
who does anything which assists or permits the
respondents to the application to breach the
terms of the injunction may be held in contempt
of court, imprisoned, fined or have their assets
seized.

An applicant for a freezing injunction will be
required to provide a standard undertaking to
compensate the respondent for any loss which
is later determined to have been wrongfully suf-
fered as a result of the order.

If a respondent to an injunction wishes for the
undertaking given by the applicant to be forti-
fied, then that respondent must place evidence
before the court as to the worthlessness of the
undertaking if it is not fortified.

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets
CPR Rule 17 gives the court jurisdiction to order
the disclosure, by a party who is the subject of a
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freezing order, details about the location of rel-
evant property and assets which are or may be
the subject of the freezing order.

In practice, the freezing order would be granted
ex parte, and would contain an order for ancillary
disclosure. The respondent will be required to
provide this disclosure within a specified period
of being served with the order.

Since this disclosure is ordered within the freez-
ing order and since all freezing injunctions are
granted under cover of a penal notice, each
respondent, or any other person over whom the
court has jurisdiction, who is made aware of the
injunction is bound by its terms. If any such per-
son therefore facilitates the breach of the injunc-
tion, then that person may be held in contempt
of court, imprisoned, fined or have their assets
seized.

An applicant will be required to give an undertak-
ing to compensate the respondent in damages
if that respondent later suffers loss as a result of
the grant of the injunction and the provision of
the ancillary disclosure.

2.2 Preserving Evidence

CPR Rule 17(1)(c) and (h) outlines the court’s
powers and procedures in relation to the pres-
ervation of evidence.

The court has jurisdiction to grant an interim
order authorising a person to enter any land or
building in the possession of a party to the pro-
ceedings for the purposes of detention, custody
or preservation of relevant property.

Separately, CPR Rule 28 details the duties of
disclosure and inspection of documents, and
requires that any document which is relevant to
the issues in a claim must be disclosed to the
adverse party in the claim, whether or not that
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document is helpful or harmful to the disclosing
party’s case.

Where a document to be disclosed is withheld
without cause, the disclosing party will not be
able to rely on that document at trial, and the
adversely affected party could use that non-
disclosure to seek the strike-out of a particular
aspect of the disclosing party’s case.

A party to whom documents have been dis-
closed pursuant to CPR Rule 28 may also
request physical inspection of any such docu-
ment. Such a request must be in writing, and the
party to whom the request is made must arrange
for the requested documents to be available for
inspection not more than seven days after the
request for inspection has been received.

There is no requirement in this context for a
cross-undertaking in damages to be given.

2.3 Obtaining Disclosure of Documents

and Evidence from Third Parties

Norwich Pharmacal disclosure orders are avail-
able in the BVI to an applicant who considers
that there might be a claim against an intended
respondent, but the claim cannot be sufficiently
particularised without first obtaining some infor-
mation.

The BVI courts’ jurisdiction to order Norwich
Pharmacal disclosure is grounded in common
law and is a process by which an innocent third
party who has become innocently mixed up in
some wrongdoing, through no fault of its own,
is ordered to give disclosure.

In the BVI, these orders are most commonly
sought against third-party registered agents.
Under BVI law, all BVI companies are required
to have licensed registered agents who are
responsible for maintaining certain records and
for facilitating the statutory filings of such com-
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panies. They are also the local means through
which BVI companies are served at a physical
location.

An applicant for a Norwich Pharmacal disclo-
sure order must establish that a wrong has been
committed against it; that the respondent (ie,
the registered agent) has become mixed up in
the wrongdoing; and that the registered agent
is likely to have information and/or documents
which would be of assistance to the applicant.

Once these threshold requirements are met, it is
still at the discretion of the court whether to grant
the relief sought. The court will be reluctant to
grant the relief sought if there is another means
by which the information could be obtained
without prejudicing any impending claim to be
brought by the applicant.

The rationale for seeking this form of relief is to
enable the applicant to gather sufficient informa-
tion to enable it to formulate a claim against the
ultimate wrongdoers.

These types of applications are typically brought
on an ex parte basis and under seal and gag.
This means that the respondent registered agent
is, at the time of the application, prohibited from
notifying any person (save for their lawyers) of
the existence of the application. The parties to
the claim are also typically anonymised to pre-
vent any tipping off. In addition, the documents
disclosed are to be used for the limited purpose
of assisting an applicant with identifying the
wrongdoers and the formulation of a claim. If the
documents are to be used for ancillary purposes,
then the court would need to give permission
for this.

2.4 Procedural Orders

A litigant can seek ex parte protective relief from
the BVI court, based on the common law princi-
ples that govern the grant of the relief and/or the

relevant civil procedure rules of the BVI. Typical-
ly, relief such as a Norwich Pharmacal order, or
a freezing order or other injunction, are granted
ex parte. Further, Part 17 of the Eastern Carib-
bean Supreme Court Civil Procedure Rules 2000
(CPR) lists the types of protective relief that are
available, and gives the court discretion to grant
them ex parte. The court will, however, need to
be satisfied that there are good reasons for not
giving notice.

Generally, where a party obtains relief ex parte,
he will be required to provide the court will full
and frank disclosure and provide an undertaking
in damages.

2.5 Criminal Redress

Unless a perpetrator is present in the jurisdic-
tion, victims of a fraud will seldom seek redress
via the criminal process. This is largely due to
the offshore nature of the jurisdiction and the
potential jurisdictional challenges that would
arise from a criminal claim. The BVI Criminal
Code, Part X1V lists a number of offences relat-
ing to property that may be helpful to a victim of
fraud. They include false accounting and false
statements by company directors. There is also
provision for officers of a company to be liable
for certain offences committed by the company.

The commencement of criminal proceedings
does not impact the ability to commence civil
proceedings. However, any remedies obtained
in criminal proceedings will impact any remedies
that can be pursued in civil proceedings.

2.6 Judgment without Trial

In the BVI, there are two avenues by which a
judgment can be obtained without the need for a
full trial. The first is to obtain judgment in default
and the second is to obtain summary judgment.
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Default Judgment

CPR Rule 12 governs the procedure for obtain-
ing judgments in default and the category of
cases in which this redress is available. The pre-
requisites to obtaining judgment in default are:

« the defendant must have failed to file an
acknowledgment of services within the pre-
scribed period in which they fail to give notice
of an intention to defend the claim brought
against them; or

+ the defendant must have failed to file a
defence within the period prescribed in the
CPR.

There are a few categories of claims in respect
of which default judgment cannot be obtained.
These are:

« claims in probate proceedings;

« claims brought by way of a fixed-date claim
form; or

* admiralty claims in rem.

Permission to seek to obtain judgment in default
is required in the following instances:

» where the claim is contemplated against
a minor or patient, being a person who by
reason of mental disorder within the meaning
of the relevant mental health legislation in the
BVI is incapable of managing his or her own
affairs;

» where the claim is contemplated against the
State, insofar as issues of state immunity
arise; and

» where the claim is contemplated against a
diplomat who failed to acknowledge service,
and where that diplomat enjoys immunity
from civil jurisdiction.

The procedure for obtaining such default judg-

ment is that a request for entry of judgment in
default must be filed in the form prescribed by
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the CPR. Once the request is made, it must be
served on the defendant. The request, once
made, must also include interest for the period
claimed and fixed costs unless the court assess-
es the costs. Any application for the assessment
of costs must be on notice to the defendant.

Once a claimant obtains judgment in default,
unless the defendant then applies for and is suc-
cessful in setting aside the default judgment, the
only matters on which a defendant may be heard
are:

« the assessment of damages, once specific
requirements are met;

« an application concerning a default judgment
where the remedy ordered is not money or
the delivery of goods;

* costs;

+ enforcement of the judgment; and

+ the time of payment of the judgment debt.

Summary Judgment
CPR 15 sets out the requirements and governs
the procedure for obtaining summary judgment.

A defendant can seek summary judgment
against a claimant where the claimant has no
real prospect of succeeding with the claim or the
issue, and a claimant can seek summary judge-
ment against a defendant where the defendant
has no real prospect of successfully defending
the claim or issue.

As in the case of requests for entry of default
judgment, summary judgment is not available
in specific categories of claims. These are as
follows.

* Admiralty proceedings in rem.

* Probate proceedings.

 Proceedings by way of a fixed-date claim
form.

* Proceedings for:
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(a) claims against the Crown;

(b) defamation;

(c) false imprisonment;

(d) malicious imprisonment; and
(e) redress under the Constitution.

Notice of an application for summary judgment
must be served on the respondent to that appli-
cation not less than 14 days before the hearing
of the application, and the notice must identify
the issues which the court would be asked to
address at the hearing.

Affidavit evidence must be filed in support of
a summary judgment application, and this evi-
dence and the application must be served on all
respondents to the application, not less than 14
days before the hearing of the application.

If a respondent to the application intends to
challenge the application and rely on evidence
in support of their challenge, then that evidence
must be filed and copies served on the applicant
and any other respondent to the application, at
least seven days before the hearing.

If the result of the summary judgment applica-
tion is that the proceedings are not brought to
an end, that hearing must be treated as a case
management conference.

2.7 Rules for Pleading Fraud

There are no special rules in the Eastern Carib-
bean Supreme Court Civil Procedure Rules for
pleading fraud. Nonetheless, the BVI courts fol-
low the principle in Derry v Peak (1889) 14 App
Cas 337 that any party seeking to avail itself of
the provision will need to plead and prove fraud.
The courts will need cogent evidence to be satis-
fied that the fraud has been made out. In AO Alfa
Bank v Kipford Venture Ltd BVIHCOM2020/0219,
14 December 2021, the BVI court adopted the
guiding principles when pleading fraud as set

out in Bullen & Leake & Jacobs’ Precedents of
Pleading as applicable to the BVI, as follows.

« It is the duty of counsel not to put a plea of
fraud on the record unless he has clear and
sufficient evidence to support it.

* A claimant is required specifically to set out in
his particulars of claim any allegation of fraud,
details of any misrepresentation, details of all
breaches of trust and notice or knowledge of
facts.

* The facts must be so stated as to show
distinctly that fraud is charged. Where any
inference of fraud or dishonesty is alleged,
the party must list the facts based on which
the inference is alleged, and the question is
whether, based on the primary facts pleaded,
an inference of dishonesty is more likely than
one of innocence or negligence.

2.8 Claims against “Unknown”
Fraudsters

It is possible to bring claims against persons
unknown in the BVI. However, the claimant will
be required to describe the alleged wrongdoer
with sufficient specificity to allow the defend-
ant to be identified and served. Claimants are
expected to provide information such as email
addresses, wallet address in the cryptocurrency
context, profile or user names on particular plat-
forms, or other means of similar identification.

2.9 Compelling Witnesses to Give
Evidence

CPR Rule 33 outlines the circumstances and
procedure by which a witness may be compelled
to give evidence. This rule requires the issuance
of a witness summons, which is a document
issued by the court which requires the witness
to attend court to give evidence or to produce
documents to the court.

The witness summons must be in a prescribed
form, and where there are multiple witnesses
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being summoned, each withess must be inde-
pendently summoned. Once the witness sum-
mons is prepared, it may require that the witness
being summoned produces documents to the
court on either the date of the trial of the pro-
ceedings or on any date on which an application
in the proceedings is being heard. The court may
also direct the production of the documents on
a separate date.

The witness summons is issued on the date
entered on the summons by the court, and the
person in whose favour the witness summons is
issued must obtain the permission of the court if
the witness summons is requested to be issued
less than 21 days before the date of the hearing
at which the documents or evidence by the wit-
ness is to be produced.

Permission must also be sought where the wit-
ness is required to attend court to give evidence
or produce documents on a date other than the
date fixed for the trial or the date of any applica-
tion in the proceedings.

A witness summons is binding only if it is served
at least 14 days before the date on which the
witness is required to attend to give his/her evi-
dence before the court. Notwithstanding this
minimum service requirement, the court may
direct that the witness summons is binding even
if it is served on a date that is less than 14 days
before the date on which the witness is to attend
to give his/her evidence.

Importantly, at the time that a witness is served
with a witness summons, he/she must be offered
or paid a sum reasonably sufficient to cover his/
her subsistence and expenses for travelling to
and from the court, and a sum which compen-
sates for loss of time.
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3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

Whereas it is accepted as a matter of BVI law that
the decisions and actions of directors would, as
a matter of course, bind any company in respect
of which they act as directors, by virtue of their
ostensible authority, a director is not likely to be
able to escape personal liability if his actions
against the company are fraudulent in nature.

BVI courts have adopted the well-known legal
maxim which has its origins in the UK decision
in Lazarus Estates v Beasley [1956] 1 QB 702,
where at 712 it is stated that “no court in this
land will allow a person to keep an advantage
which has been obtained by fraud... fraud unrav-
els everything”.

This position is supported by the words of Lord
Hoffman in Standard Chartered Bank v Paki-
stan National Shipping Corp (No 2) [2002] UKHL
43,where at paragraph 22 he stated “no one can
escape liability for his fraud by saying ‘I wish
to make it clear that | am committing this fraud
on behalf of someone else and | am not to be
personally liable.””

The English court’s attitude in relation to the
fraudulent conduct of directors was further
highlighted in the decision in Jetivia SA v Bilta
(UK) Ltd [2015] UKSC 23 (“Jetivia”), where the
position on the attribution of a fraudulent direc-
tor’s conduct to a company was settled. In that
case, the court highlighted the inappropriate-
ness in attributing the acts of a director to the
company where the company is itself the victim
of the director’s acts. In summary, in Jetivia, the
company itself was a victim of a fraud which had
been perpetrated by a number of its directors.
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Lord Neuberger at paragraph 7 of the judgment
stated that “[w]here a company has been the
victim of wrongdoing by its directors, or of which
its directors had notice, then the wrongdoing,
or knowledge, of the directors cannot be attrib-
uted to the company as a defence to a claim
brought against the directors by the company’s
liquidator, in the name of the company and/or
on behalf of its creditors, for the loss suffered by
the company as a result of the wrongdoing, even
where the directors were the only directors and
shareholders of the company, and even though
the wrongdoing or knowledge of the directors
may be attributed to the company in many other
types of proceedings.”

This case is the latest judicial precedent on this
subject matter in the BVI, and will therefore be
followed by the courts in the BVI.

3.2 Claims against Ultimate Beneficial
Owners

In the UK case of Prest v Petrodel Resources
Ltd [2013] UKSC 34, the Supreme Court clarified
that where a person controls a company, that
person may be liable separately or together with
the company for its acts as agent of the com-
pany. In that case, the court confirmed that there
may be justification in a court piercing the cor-
porate veil where the company’s separate legal
personality is being exploited so as to protect an
ultimate wrongdoer.

The wrongdoing complained of must meet a
certain threshold which the court has distilled
down into two categories. The first, wrongdo-
ing for the purpose of concealment; and the
second, wrongdoing for the purpose of evasion
— the “concealment principle” and the “evasion
principle”.

The court expressed that there is no piercing of
the corporate veil when dealing with the conceal-
ment principle. In instances where this principle

is engaged, the job of the court is to ascertain
what is being concealed. In doing this, the court
will look behind the corporate structure.

According to Prest v Petrodel, in the case of the
evasion principle, “the court may disregard the
corporate veil if there is a legal right against the
person in control of it which exists independently
of the company’s involvement, and a company is
interposed so that the separate legal personality
of the company will defeat the right or frustrate
its enforcement” — (see paragraph 28 of the judg-
ment).

The principles confirmed in Prest v Petrodel
apply in the BVI.

3.3 Shareholders’ Claims against
Fraudulent Directors

There are a number of statutory duties which
directors are required to adhere to in the con-
duct of their services to BVI companies. Where
a director is in breach of any of these duties,
a shareholder may institute a claim against the
director based on breaches of those statutory
duties.

As a shareholder, that individual will first need
the permission of the court before it can bring
a claim on behalf of the relevant BVI company.
Section 184C of the BVI Business Companies
Act, 2004 (as amended), which governs the
bringing of derivative claims by members on
behalf of BVI companies, also provides that the
court, before granting permission to a member
to bring a claim on behalf of a BVI company, will
consider:

» whether the member is acting in good faith;

» whether the derivative action is in the inter-
ests of the company taking account of the
views of the company’s directors on commer-
cial matters;
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» whether the proceedings are likely to suc-
ceed;

« the costs of the proceedings in relation to the
relief likely to be obtained; and

« whether an alternative remedy to the deriva-
tive claim is available.

4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

The only mechanism for the addition and sub-
stitution of parties to a claim is as provided in
CPR 19.

Under this rule, a claimant has the power to add
additional defendants to a claim without the per-
mission of the court at any time before the first
case management conference of the claim. If the
addition is contemplated for a date after the first
case management conference, then the permis-
sion of the court will be required.

As in all claims, any claim against a foreign
defendant must be served out of the jurisdic-
tion on that defendant. Permission to serve
such a defendant must first be obtained by the
court. The court’s jurisdiction over that particular
defendant will only be engaged when service on
that defendant has occurred in accordance with
the rules for service prescribed in the jurisdic-
tion where the service is being effected. Proof of
service will be required by the BVI court, and this
must be by way of affidavit evidence.

If, after being served, a foreign defendant does
not engage in the judicial process, then a request
for default judgment can be made. If the default
judgment is entered, the claimant will be able to
pursue enforcement of the judgment in the BVI.
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5. ENFORCEMENT

5.1 Methods of Enforcement

The principal legislation on the enforcement
of judgments in the BVI is the Judgments Act
1907, and various other enforcement processes
are governed by the provisions of the Eastern
Caribbean Supreme Court Civil Procedure Rules
2000.

Where a judgment or order is granted for the
payment of money, and that money is not money
which is required to be paid into court, payment
may be enforced in the following ways:

* by way of a charging order (CPR Rule 48);

by way of a garnishee order (CPR Rule 50);

* by way of a judgment summons (CPR Rule
52);

* by way of an order for the sale or seizure of
goods (CPR Rule 46);

by way of the appointment of a receiver (CPR
Rule 51).

Enforcement of judgments pursuant to CPR Rule
46 relates to writs of execution and, in addition
to the aforementioned examples, includes:

« orders for the sequestration of assets;
« writs of delivery; and
« writs of possession.

There are certain instances where permis-
sion to enforce pursuant to CPR Rule 46 may
be required. These instances include where
the judgment sought to be enforced has been
entered for a period greater than six years, or
where the judgment debtor has died and the
enforcement sought is against his/her estate.

Where charging orders are granted, these are
commonly sought to be enforced against the
BVI shares of the judgment debtor. Once those
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shares stand charged, an order for sale is the
next step.

Securing a final charging order is a two-stage
process whereby the judgment creditor must
first obtain a provisional charging order and then
the final order. A provisional charging order is
made on a “without-notice” basis and is con-
sidered “on the papers” without a hearing. The
hearing of the final charging order application
is made once notice of the provisional charging
order is given to the judgment debtor and the
order is granted, if the application is successful,
within 14 days of the hearing.

The CPR Rule 50 attachment of debts proce-
dure enables a judgment creditor to obtain the
payment of the judgment debt from a person
who owes the judgment creditor money. This
garnishee remedy can however only be sought
against someone resident in the BVI.

There is also scope for the enforcement of for-
eign judgments in the BVI pursuant to the Recip-
rocal Enforcement of Judgments Act. In order
to enforce pursuant to this statute, however, the
judgment must be a money judgment, and the
country from which the judgment is sought to be
enforced must be in the list of prescribed coun-
tries in the statute. If the country is not in the
list of prescribed countries, then enforcement
will only result if a new claim is filed in the BVI
for the money judgment (the effect of which is
to localise the judgment) and, once the claim is
filed, a summary judgment application is made
on the basis that there is no realistic prospect of
the defendant successfully defending the claim.

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

The rules of privilege are governed by Part XIX of
the Evidence Act, 2006in three broad categories:

* legal professional privilege;

* loss of legal professional privilege; and

« privilege in respect of self-incrimination in
other proceedings.

The underlying requirement for the protection
of legal professional privilege pursuant to Sec-
tion 114 of the Act is that the confidential com-
munication must be made or prepared for the
dominant purpose of providing or receiving legal
services, whether it is for the purpose of legal
advice generally or for the purpose of antici-
pated or pending legal proceedings. However,
there are a number of specific factors which can
result in the loss of legal professional privilege
including the client’s consent to disclosure of
the confidential communication, instances were
non-disclosure would prevent the court from
enforcing an order of the court, special circum-
stances surrounding criminal proceedings, and
a number of other instances.

Privilege in respect of self-incrimination in Sec-
tion 116 of the Evidence Act codifies a wit-
ness’ right to object to providing evidence on
the ground that he or she could be incriminated
for either committing a criminal offence, or be
made subject to civil liability. Pursuant to Section
116, if the witness raises this objection, and if
the court upholds the objection and determines
that the witness has a reasonable basis for
making the objection, the court will inform the
witness that: (a) he need not give the evidence
but that, if he does give evidence the court will
give a certificate under this Section; and (b) the
court will explain the effect of the certificate. If
the objection is upheld by the court and the wit-
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ness refuses to give evidence, the court shall not
require the witness to give evidence.

However, pursuant to Section 116(5), if the court
rejects and overrules the objection and the wit-
ness is compelled to give evidence, but the court
finds that there were reasonable grounds for
the objection, the court shall give the witness a
certificate in respect of the evidence. Evidence
which has been subject to a certificate under
this section is not admissible against the per-
son to whom the certificate was given in any
legal or administrative proceedings, not being
criminal proceedings in respect of the falsity of
the evidence. Subsection 5 expressly excludes
evidence in criminal proceedings in relation to
whether an accused performed an act the doing
of which is a fact in issue; or evidence in rela-
tion to a state of mind the existence of which is
a fact in issue.

This is consistent with the BVI Police Evidence
Act, 2019 which codifies the accused’s right to
remain silent in Section 186 — since all accused
persons must be cautioned by an interviewing
police officer that they have the right to remain
silent and that if he or she exercises his or her
right to remain silent, inferences may be drawn
from their silence.

6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

As stated, professional privilege between a law-
yer and client is governed by Section 114 of the
Evidence Act 2006. However, under Section
114(6), where a client or party has voluntarily
disclosed the substance of evidence, not being
a disclosure made (a) in the course of making
of the confidential communication or the prepa-
ration of the confidential document, or (b) as a
result of duress or deception, Section 114 does
not prevent the adducing of the evidence.
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Additionally, subject to specific provisos Section
114 does not prevent the adducing of evidence
of a communication made or a document pre-
pared in furtherance of the commission of (i) an
offence or (ii) an act that renders a person liable
to a civil penalty; or a communication or a docu-
ment that the client ought reasonably to have
known was made or prepared in the furtherance
of a deliberate abuse of a statutory power.

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

In common law jurisdictions like the BVI, dam-
ages are compensatory in nature and designed
to put the claimant in the position he would have
been, had the alleged breach not occurred.

The relevant approach to punitive or exemplary
damages in this jurisdiction is as follows.

+ Punitive damages are generally not available,
unless expressly provided for by statute as
seen in Section 86 of the Labour Code 2010.

* At common law a claimant can pursue a
claim for aggravated or exemplary damages,
but to do so, it must be explicitly pleaded:
Dominica Agricultural and Industrial Devel-
opment Bank v Mavis Williams (supra); and
Clayton James v The Public Service Board
of Appeal, The Commissioner of Police, The
Attorney General of St. Vincent & the Grena-
dies SVGHCV2004/0333 (unreported).

If aggravated or exemplary damages are plead-
ed, in order to succeed, the guiding principles
that the court will apply are set out in Rookes v
Bernard [1964] AC 1129.
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7.2 Laws to Protect “Banking Secrecy”
Although there are no special laws which exist
in the BVI relating to banking secrecy, a bank’s
duty of confidentiality may arise under the com-
mon law in specific circumstances or by con-
tractual agreement. There is no criminal sanction
for breach of a duty of confidence, although a
bank may find itself liable to pay damages if an
affected customer is able to prove that it suf-
fered loss as a result of the bank’s breach of
confidentiality.

Where there is no statutory regime governing a
bank’s confidentiality to its customers, it will owe
a customer a common law duty of confidentiality
relating to any information that is held in respect
of that customer’s affairs. It is not uncommon for
such common law duties to be strengthened by
contractual duties of confidentiality.

All banks in the BVI are regulated by the BVI
Financial Services Commission, which has wide
powers to visit the premises of any bank to seek
information and examine and take copies of doc-
uments. The relevant legislation also empow-
ers the Commission to co-operate and share
information with foreign regulatory authorities in
order to detect and prevent financial crime, the
financing of terrorism, misconduct or abuse of
financial markets and offences involving fraud
and dishonesty.

Even if a bank sought to argue that any duty
to disclose confidential information was limited
to providing such information to local regula-
tory bodies, the decision in Pharaon v BCCI SA
[1998] 4 All ER 455 makes it clear that the duty of
confidentiality could be overridden by the great-
er public interest in preventing and uncovering
fraud, and that this could justify the provision
of confidential documents to foreign regulatory
authorities directly.

There is no statutory duty of confidence under
BVI law, but a duty of confidentiality may arise
under the common law in specific circumstances
or by contractual agreement. There is no crimi-
nal sanction for breach of a duty of confidence,
although it may sound in damages subject to
proof of loss, and may be restrained by injunc-
tion if threatened.

However, banks could be compelled to disclose
client information by order of the court in specific
forms of civil proceedings including proceed-
ings for Norwich Pharmacal or Bankers Trust
orders. Additionally, there are various statutes
in the jurisdiction which may permit or compel
a bank to disclose information relating to a cus-
tomer including but not limited to the Proceeds
of Criminal Conduct Act, 1997; Drug Trafficking
Offences Act 1992; Terrorism (United Nations
Measures) (Overseas Territories) Order 2001;
Criminal Justice (International Co-operation) Act
1993; Mutual Legal Assistance (United States of
America) Act 1990; Banks and Trust Companies
Act 1990; Financial Services Commission Act
2001; Financial Investigation Agency Act 2003;
and the Proliferation Financing (Prohibition) Act
2009.

7.3 Crypto-assets

In the BVI, crypto-assets are recognised as
property and it is possible to obtain freezing
injunctive relief in relation to such assets. There
is an ongoing action in the BVI in relation to
injunctive relief that was granted by an applicant
against unknown hackers. In this case, the ques-
tion arose regarding the necessary ingredients
to applications against persons unknown. The
court provided useful guidance on this point and
made clear that in making an application against
unknown respondents, the applicant needs to
be able to define the fraudsters by reference to
specific characteristics, ie, email addresses, and
that this definition must be such that the fraud-
sters are capable of being served.
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Cryptocurrency, Blockchain and Digital
Assets

Overview

The global economy has been transformed by
the emergence of the digital assets sector.

The British Virgin Islands (BVI) has long been a
popular jurisdiction for individuals and entities
looking to operate in the digital asset market.

The boom in digital asset ownership, and the
popularity of this jurisdiction with entities and
projects operating in this area, has led to an
inevitable surge in cases where digital assets
have been misappropriated from and/or dissi-
pated through channels connected to the BVI.
In turn, the BVI has adapted its traditional tools
and embraced new ones to combat fraud and
enhance asset tracing in this rapidly growing
area.

The jurisdiction has attracted a large number of
cryptocurrency exchanges, token issuers, cryp-
to-funds and other entities providing blockchain
services by virtue of its offering a friendly regula-
tory framework, coupled with a support network
of experienced lawyers and accountants with
extensive knowledge of blockchain technology
and digital assets.

The frenzied activity in the industry is generating
a rapidly increasing number of cases concerning
fraud, the misappropriation of digital assets, and
digital asset tracing.
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Recent trends in digital fraud and asset
tracing in the BVI

The BVI fraud and asset tracing market has seen
an increase in activity related to digital assets.
Examples include:

« individuals seeking to recover digital assets
being withheld by exchanges registered in the
jurisdiction;

« victims of wrongdoing seeking to freeze digi-
tal assets traced to BVI-registered centralised
exchanges; and

« companies incorporated in the BVI pursu-
ing claims for economic torts and seeking
injunctions and disclosure orders from the
BVI courts.

Where these cases have made their way to liti-
gation, the BVI courts have demonstrated their
ability to adapt traditional fraud and asset-trac-
ing remedies to the new challenges posed by
these technological advances. In doing so, the
BVI courts have, on numerous occasions, been
persuaded to follow the rapidly growing body of
jurisprudence in England and Wales concern-
ing digital asset fraud. For example, BVI courts
have:

* held that digital assets can be considered
property for the purposes of an interlocutory
application for injunctive relief; and

* been willing to grant relief against “persons
unknown” — an issue that is often prevalent in
fraud cases concerning digital assets.

In addition to the proactive approach of the civil
courts, law enforcement agencies in the BVI are
also rapidly familiarising themselves with the
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nature of digital asset fraud in this jurisdiction,
and the tools available to them (including cross-
border avenues), to tackle such wrongdoing.

A recent case study

A recent decision of the BVI courts demon-
strates the jurisdiction’s ability to deal with the
challenges posed by digital asset fraud and
asset tracing.

In this case, a BVI company provided cross-
chain bridges to enable digital tokens to be
transferred between blockchains. Hackers were
able to exploit the software to (i) steal tokens
from private user wallets that were authorised to
interact with the bridge and (ii) mint new tokens
from projects that operated on the bridge.

The BVI company consequently made various
compensation payments to the affected users,
thereby incurring loss.

The hackers exchanged large quantities of the
stolen tokens for stablecoins (cryptocurrencies
pegged at a fixed rate to a fiat currency) some
of which were then transferred through a mixer
fund, which intends to obfuscate the origin of
any tokens that pass through it.

The applicant obtained expert digital asset trac-
ing advice from a firm in the BVI, which con-
cluded, on the balance of probabilities, that it
had been able to trace the stolen tokens through
the mixer fund. Subsequent tracing and enquir-
ies with exchanges suggested that a portion of
the stablecoins was then traced to a centralised
exchange located in Croatia. That exchange was
understood to hold know-your-customer infor-
mation which would disclose the identity of the
owner of a digital wallet believed to be under the
control of the hackers.

The applicant filed a claim against the hackers
for (i) damages arising from certain economic

torts and/or (i) a restitutionary remedy in unjust
enrichment. The applicant also sought the fol-
lowing urgent ex parte relief:

« an interim worldwide freezing order against
the hacker;

* permission to serve the hacker out of the
jurisdiction by alternative methods, includ-
ing via an email address identified during the
asset tracing exercise and via the Croatian
exchange believed to have contact details for
the hacker (or his associate); and

- that the BVI court issue a letter of request to
the Croatian authorities seeking assistance
in obtaining evidence from the Croatian
exchange that should confirm the identity of
the hacker along with other information, such
as any bank accounts to which fiat currency
was paid pursuant to a sale of digital tokens.

All ex parte relief sought was granted and the
freezing order was continued at a notice hearing
on 15 March 2022, which the respondents did
not attend.

Steps were also taken by the BVI Financial
Investigation Agency (FIA) to obtain the identity
of the hacker from the Croatian exchange, via
the Croatian authorities.

Acknowledging that their identity was about to
be revealed, the hacker approached the BVI
company and settled the claim against it.

Developments into the future

The BVI courts have demonstrated their abil-
ity to move quickly to secure assets in cases of
digital asset fraud and their willingness to assert
jurisdiction over claims where there is a suffi-
cient nexus to the jurisdiction. As such cases
become more commonplace, the courts and law
enforcement agencies in the BVI will continue to
provide pragmatic and, where necessary, novel
solutions. In particular, one of the challenges will
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be in addressing how unknown persons can be
served with documents if all that is known about
them is their ownership of certain digital wallets.

When considering the fraud and asset recovery
toolkit available in the BVI, one of the most com-
monly used forms of relief is the Norwich Phar-
macal Order (NPO).

The prevalence of cryptocurrency exchanges
registered in the BVI suggests that they may
now also be a prime target for NPOs in circum-
stances where hackers have used exchanges
to transfer their ill-gotten gains. In addition, or
alternatively, the BVI may see an increase in the
use of “double-barrelled” freezing and disclo-
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sure orders sought against unknown persons
(eg, hackers) as well as against any centralised
exchanges that they have used to hold or dis-
sipate stolen tokens.

We expect to see a shift towards this type of
application becoming more common, in light
of the relatively comprehensive Customer Due
Diligence (CDD) that reputable centralised
exchanges will keep on their users (at least those
that trade between fiat and cryptocurrencies).

Government agencies are becoming increasing-
ly collaborative across borders, and access to
vital information that they hold will be paramount
in combatting fraud and tracking digital assets.
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

In Canada, various criminal and civil remedies
are available for victims of fraud. The claims arise
under statute, at common law and in equity and
include personal and proprietary claims which
may result in asset tracing. Canadian courts also
assist in enforcing foreign judgments or awards
where the judgment is from a court of competent
jurisdiction, is final and is not for a penalty, taxes,
a fine or enforcement of a foreign public law.

Fraud under the Criminal Code

In the criminal context, a criminal fraud offence
must be proven beyond a reasonable doubt.
Under the federal Criminal Code, the general
fraud offence permits the police to investigate
and the Crown counsel to prosecute allegations
of fraud of any kind (Section 380) and in rela-
tion to private sector parties or public officials.
Canadian courts have interpreted the criminal
fraud offence broadly. This Section encom-
passes conduct that is objectively dishonest and
results in deprivation or risk of deprivation to the
victim. Criminal intent is a required element to
establish liability. Besides the general offence of
fraud, the Criminal Code, as well as other stat-
utes, stipulate more specific fraud-related activi-
ties as offences, such as falsifying employment
records (Section 398), disposal of property to
defraud creditors (Section 392), fraudulent sale
of real property (Section 387) and insider trad-
ing (Section 382.1(1)). Sanctions include incar-
ceration, restitutionary payments to the victim
or disgorgement of the proceeds of the offence.

Bribery and Anti-Corruption

The Criminal Code includes provisions related
to fraud on the government, including the giving
or receipt of any benefit and bribery of Cana-
dian public officials (Sections 119-125) and
secret commissions (Section 426). Canada has
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also extended its scope to cover such criminal
actions when conducted outside its boundaries.
Pursuant to its obligations under the Convention
on the Organisation for Economic Co-operation
and Development, Canada enacted the fed-
eral Corruption of Foreign Public Officials Act
(CFPOA) to criminalise bribery of foreign public
officials. In addition, Québec is the only province
in Canada with its own anti-corruption legisla-
tion (the Anti-Corruption Act). The purpose of
this legislation is to strengthen actions to pre-
vent and fight corruption in the public sector,
including in contractual matters. To achieve that,
it established the office of the Anti-Corruption
Commissioner as well as a procedure to facili-
tate the disclosure of wrongdoings.

Criminal Conspiracy and Misappropriation
The offence of conspiracy under the Criminal
Code makes it an offence for everyone who
conspires with anyone to commit an indictable
offence (Section 465(1)(c)).

Misappropriation of property and money are
crimes under the Criminal Code (Sections 330,
331 and 332). A person may be convicted of theft,
notwithstanding that anything that is alleged to
have been stolen was stolen by the representa-
tives of an organisation from the organisation
(Section 328(e)). Moreover, a person who is a
trustee can be convicted of a criminal breach
of trust if the person abuses their position as a
trustee and commits an unauthorized act (Sec-
tion 336), for example, distribution of trust assets
to entities not entitled to receive them under the
trust documents. Finally, a person who for a
fraudulent purpose, takes, obtains, removes or
conceals anything can be convicted of fraudu-
lent concealment (Section 341).

Fraud under Civil Law

In the civil context, the fraud-based causes of
action must be proven on the standard of the
balance of probabilities. There are numerous
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fraud-based causes of action, and correspond-
ing remedies available to civil claimants. Claims
of civil fraud are often based on a fraudulent
misrepresentation, which is also referred to as
the tort of deceit in common law provinces.
Fraudulent misrepresentation occurs where a
false statement is made, knowingly or recklessly,
with the intent that it be relied upon and where
the victim relies on that false statement.

A fraudulent act can also give rise to breaches
of trust, fiduciary duty or a duty of care where
the act is carried out by directors or officers of a
company, or other persons in positions of trust.
Victims can seek an accounting of and disgorge-
ment of corresponding gains by the defendant,
and also plead unjust enrichment where the
wrongdoer has benefited and caused a corre-
sponding deprivation to the plaintiff without a
juristic reason.

A conversion claim and, possibly, a claim for an
interest in certain assets or real property, may
be available where a wrongdoer fraudulently
interferes with a party’s personal or real property
rights. A claimant may also assert a fraudulent
conveyance or preference when a defendant,
with the intent to defeat creditors or other such
parties, or facing contemplated claims, conveys
assets or real property in order to insulate them
from judgment.

Aside from the criminal offence for conspiracy
referred to above, a claimant may also proceed
with a civil action on the basis of conspiracy to
defraud. The elements of this tort include an
agreement between two or more parties to act,
using either lawful or unlawful means, for the
predominant purpose of causing injury to the
claimant, with the result of the claimant suffer-
ing actual damage.

McMillan LLP

1.2 Causes of Action after Receipt of a
Bribe

The Criminal Code makes it an offence to accept
secret commissions (Section 426). The three
actus reus elements of the offence include:

« the existence of an agency relationship;

« the accepting by an agent of a benefit as
consideration for doing or forbearing to do
any act in relation to the affairs of the agent’s
principal; and

« the source, amount and nature of the benefit.

The mens rea requirement for each of the actus
reus must also be established, ie, the accused
person:

» must be aware of the agency relationship;

» must knowingly accept the benefit as consid-
eration for an act to be undertaken in relation
to the affairs of the principal; and

» must be aware of the extent of the disclosure
to the principal or lack thereof.

Under Section 426, “agent” includes an employ-
ee. The text of the offence refers to the person
“corruptly” giving the commission to induce an
agent. This is the “secret” element of the offence
where a commission is received without the
knowledge of the principal or the employer.

A claimant whose agent has received a bribe can
sue the agent in a civil proceeding for damages
caused by the agent’s actions.

Where officers or directors breach their duty to
act in the company’s best interest by, for exam-
ple, accepting payment for favouritism, the
company could sue them for breach of fiduciary
duty, breach of trust or breach of confidence.
Depending on the context, this could also be
construed as conversion of company property
(or detinue), breach of contract, breach of duty of
good faith, deceit or conspiracy and interference
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with economic interests. In these circumstances,
the company could sue the officers or directors
for breaches of their obligations.

In addition to civil remedies, the claimant may,
where the agent is an employee, terminate their
employment.

Provinces and territories also have their own
rules for a claimant to sue their agent, which
vary depending on the relationships with the
agent. For example, in Québec, where there is
fraud against a company, an interested person,
such as a shareholder, may, in the name of the
company, institute a derivative action against
the founders, directors, other senior officers or
members of the company who have participat-
ed in the alleged act or derived personal profit.
Moreover, when the agent is the mandatary of
the claimant (ie, a person who has been mandat-
ed by the company to represent it to do certain
acts), where the mandatary uses for their benefit
any information they obtain or any property they
are charged with receiving or administering, the
claimant can sue the mandatary for the damage
suffered. In the case of information, the man-
datory can be sued for an amount equal to the
enrichment they obtain or, in the case of prop-
erty, appropriate rent or the interest on the sums
used. A mandatary can also be held personally
liable to a third party for acts that exceed his or
her mandate. Finally, the claimant can, if they
suffer damage, repudiate the acts of the person
appointed by the mandatary as their substitute
where the substitution was made without the
claimant’s authorisation or where the claimant’s
interest or the circumstances did not warrant the
substitution.

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

Facilitation of Fraud under Criminal Law
Section 121(1)(d) of the Criminal Code prohibits
selling of influence in connection with any mat-
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ter of business relating to the government. The
existence of an actual connection with govern-
ment business must be established.

A party who aids or abets the commission of
a fraudulent act can be charged as a party to
the act committed by another person (Criminal
Code, Section 21) or be charged with conspira-
cy to commit the fraudulent act (Criminal Code,
Section 465(1)(c)). This requires that the assist-
ing party knew, whether by act or omission, the
intention to commit fraud by the other party.

Counselling another person to commit an
offence, such as an intermediary or a party
enlisting an intermediary, is an offence (Criminal
Code, Sections 22 and 464). It is also an offence
to be in possession of any property, thing or pro-
ceeds of any property or thing obtained directly
or indirectly by crime (Criminal Code, Section
354) and to launder the proceeds of crime (Crim-
inal Code, Section 462.31). This requires that
the assisting party knew that the property was
obtained by crime.

Facilitation of Fraud under Civil Law

Under civil law, the plaintiff can use allegations
of knowing receipt and knowing assistance to
trace and seek remedies down the chain of the
fraud, to parties other than the fraudster. These
remedies are based on constructive trusts, equi-
table remedies through which defalcated funds
can be recovered.

Certain complaints may be made against a
party receiving trust property. The tort of know-
ing receipt happens when strangers to the trust
receive or apply trust property for their own use
and benefit. This tort requires that the trust prop-
erty is received in the recipient’s personal capac-
ity. Constructive knowledge about the breach
of trust is a sufficient basis for imposing liability
under “knowing receipt” cases.
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For the tort of knowing assistance in breach of
fiduciary duty, or “accessory liability”, the con-
stituent elements include the following:

« a fiduciary duty between the fraudster and
the victim;

« the fiduciary duty must have breached that
duty fraudulently and dishonestly;

« the stranger to the fiduciary relationship must
have had actual knowledge of both the fiduci-
ary relationship and the fiduciary’s fraudulent
and dishonest conduct; and

« the stranger must have participated in or
assisted the fiduciary’s fraudulent and dis-
honest conduct.

1.4 Limitation Periods

Under Canada’s criminal law, the general offence
of fraud under Section 380 of the Criminal Code
is a hybrid offence (ie, a fraud over CAD5,000
is an indictable offence, but a fraud under
CADS5,000 can be prosecuted either by way of
summary conviction or by an indictable offence).
In Canada, there is no statute of limitations for
indictable offences. For summary offences, the
proceedings must be instituted within six months
of the offence (Criminal Code, Section 786(2)).

For civil claims, limitation periods vary from
province to province. Provincial statutes govern
the limitation periods and range from two to six
years. For example, Alberta and Ontario both
have a general two-year limitation period. Limi-
tation periods start when the claimant discov-
ers, or could have reasonably discovered, the
claim. In Ontario, the claimant is presumed to
have discovered the claim on the day the fraudu-
lent activity takes place. In Québec, a civil claim
must be brought within three years. Where the
damages appear gradually, the period runs from
the day the damages appear for the first time.
Regardless of the claim’s discovery, most prov-
inces have enacted “ultimate” limitation periods
that run from 10 to 20 years from the date the
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cause of action arises. In Ontario, the ultimate
limitation period does not run during the time
the wrongdoer wilfully conceals from the per-
son with the claim the fact that damage has
occurred, or wilfully misleads the person as to
the appropriateness of a proceeding.

The equitable doctrine of fraudulent conceal-
ment tolls the applicable limitation period until
the claimant is reasonably able to discover the
claim. It exists to ensure that a limitation period
does not operate as an instrument of injustice.
The doctrine is applicable where the parties
have a special relationship, the wrongdoer’s
conduct amounts to an unconscionable act and
the wrongdoer conceals the claimant’s right of
action. Recent court commentary suggests that
the requirement to establish the existence of a
special relationship has been relaxed.

In practice, limitations periods with civil fraud
cases are notable because, by their nature, many
frauds are difficult to detect, making the date of
discovery of particular significance. It is prudent
for parties who have cause to believe a fraud has
been committed to conduct all necessary inves-
tigations, to avoid a later argument that they did
not act with the same vigilance as a reasonable
person would have acted in identifying the sub-
ject conduct or loss in the circumstances.

1.5 Proprietary Claims against Property
The federal Criminal Code contains provisions
for the Attorney General to seize or forfeit prop-
erty that is bought with the proceeds of crime.
The owner of property that has been seized,
restrained or confiscated can apply to the Court
for restitution (Criminal Code, Sections 462.333,
462.34(4), 462.42, 490 (7) and 490 (10).

In respect of civil remedies, victims of fraud
may seek tracing orders from the court to iden-
tify recoverable assets which have been mixed
with other funds. A court may entitle success-
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ful claimants to a restitutionary claim upon lost
assets. This allows victims to trace the assets to
third parties and maintain a right to any increase
in value that the property has sustained.

Victims of fraud also have available equitable
remedies, such as a constructive trust over
property which represents converted proceeds.
The victim has an equitable right over the prop-
erty which persists unless the goods are sold to
a bona fide purchaser for value without notice.
If the fraudster goes bankrupt, any property
impressed with a constructive trust does not
form part of the bankrupt’s estate.

1.6 Rules of Pre-action Conduct

Some provinces in Canada allow parties to pro-
ceed with an injunction before the institution of
proceedings. For example, in Ontario, Rule 40.01
of the Rules of Civil Procedure permits a party
to bring a motion for injunctive relief (including a
Mareva injunction to freeze a defendant’s assets)
pending an intended proceeding. These motions
can, under the right circumstances, be brought
without notice to the defendant. A claimant can,
therefore, seek an injunction to protect its inter-
ests if it undertakes to issue a claim and com-
mence an action shortly after the determination
of the injunction. The court will, however, inquire
as to whether the merits of the claim and in the
injunction are sufficiently clear without the claim.
The claimant cannot delay in commencing the
action after the hearing of the injunction.

Similarly, in Québec law, a party may ask for an
interlocutory injunction before the filing of the
proceedings if the latter cannot be filed in a time-
ly manner. In an urgent case, the court may grant
a provisional injunction, even before service of
the interlocutory injunction to the other party. A
provisional injunction cannot be granted for a
period exceeding ten days without the parties’
consent (Civil Code of Procedure, Section 510).
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1.7 Prevention of Defendants
Dissipating or Secreting Assets

Victims of fraud have a number of options to stop
a defendant from dissipating their assets pre-
judgment. Many of these options are designed
as urgent tools for the court to protect the sta-
tus quo, pending a final decision on the mer-
its. Urgent mandatory or prohibitory injunctive
relief can be sought to compel or prevent certain
interim steps from being taken that might serve
the purpose of rendering a defendant judgment-
proof or dispose of the subject matter of the
litigation. A claimant can also move to appoint
a monitor or receiver to manage the business
operations, revenue and assets, to avoid ongo-
ing harm to the business and prejudice to the
claimant’s alleged interest.

With respect to claimed interests in property, a
certificate of pending litigation can be sought ex
parte, to register a notice on title to real property
and prevent its disposition involving unsuspect-
ing third parties.

The most typical court tool to prevent the dis-
sipation of assets pre-judgment is a Mareva
injunction, or freezing order. A claimant can
seek a Mareva injunction on an interim basis to
stop the defendant from dissipating their assets
before the disposition of the case. Victims could
also request a writ of seizure from the court, an
interim pre-judgment attachment order or seize
and preserve assets of an absconding debtor
under certain legislation or preservation orders.
Typically, the Mareva orders are limited to assets
within the jurisdictions of the court. However,
“worldwide” Mareva injunctions are becoming
increasingly common due to the freer movement
of funds throughout the global economy, and the
need to show greater flexibility and extend the
court’s reach. Such worldwide injunctions can
cover assets outside the jurisdiction of the court.
As such, when granted, this order will have the
effect of restraining a defendant from dealing or
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transferring assets, wherever those assets are
located, notwithstanding enforcement and local
legal issues that may arise in the foreign jurisdic-
tion where the assets are situated.

Mareva Injunctions

A Mareva injunction is an in personam remedy
as opposed to an in rem remedy, ie, this remedy
compels the defendant to act in a particular way
and does not give the applicant a proprietary
interest over the defendant’s assets. The courts
have held that, in order to assert the in personam
jurisdiction, the subject assets need not be in
Ontario to demonstrate a risk of dissipation and
have granted a “worldwide” Mareva.

The courts consider a Mareva injunction an
extraordinary remedy. It prevents a defendant
from disposing of their assets, dealing with them,
or removing them from the jurisdiction. The pur-
pose of a Mareva is to ensure that defendants do
not make themselves judgment-proof. Mareva
injunctions can be brought before, during, or
after a trial (in aid of enforcement). A party may
also bring a Mareva injunction motion before
commencing its litigation, on an undertaking to
commence the action shortly after the motion
is decided.

A Mareva order is typically ex parte (without
notice) and is for a fixed period of time, ordinar-
ily lasting until the defendant has been provided
notice and has had an opportunity to prepare
responding material to challenge the ex parte
order. When the application is made ex parte,
the applicant must make full and frank disclo-
sure of all material facts within their knowledge,
particularly if it is harmful to the relief sought.
After the initial determination, the court hears a
with notice motion on whether the ex parte order
should be extended or set aside.

In most common law provinces, to obtain a
Mareva injunction, the applicant must:
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« establish a strong prima facie case;

* show some grounds for believing the defend-
ant has assets within the court’s jurisdiction;
 zureshow some grounds for believing there is
a risk of the assets being removed or dissi-

pated before is satisfied;

« satisfy the court that it will suffer irreparable
harm if the relief is not granted; and

* give an undertaking in damages, supported
by a bond or security in certain cases.

In Ontario, courts have indicated that the require-
ment there be a risk of removal or dissipation can
be established by inference and that inference
can arise from the circumstances of the fraud
itself, taken in the context of all the surrounding
circumstances.

The British Columbia courts have adopted a
more flexible two-step approach to Mareva
injunctions, requiring a strong prima facie case
and then a balancing of interests between the
parties, having regard to all the relevant factors.

Mareva injunctions do not call for the assets to
be physically seized by the court, although there
are other court remedies available to do so. Con-
sequently, there are no added fees associated
with obtaining such an injunction. However, the
requirement that the applicant give an undertak-
ing in damages plays a critical role in establish-
ing a basis for a Mareva injunction to be granted.
This is not a mere formality but rather an impor-
tant undertaking that must have substance and
be reliable, to protect the defendant’s interests
if the freezing order is deemed to have been
improperly ordered.

Mareva injunctions can also apply to third par-
ties and, in practice, are frequently applied to
banks. The fact that an innocent third party may
be materially and adversely affected will not nec-
essarily prevent a court from granting a Mareva
order. It is however another consideration for the
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courts, and the expected practice is for these
third parties to be provided notice whenever
possible, when not detrimental to the remedy
being sought.

If a party fails to abide by a Mareva order, they
may be held in contempt of court and possibly
face imprisonment or fines, or have their assets
seized.

Mareva injunctions are also available in Québec,
however the test applied by Québec courts is
slightly different from the common law provinc-
es. In Québec, the Mareva injunction is treated
like any other injunction. Thus, the criteria that
must be met in order to obtain a Mareva injunc-
tion are the same as those for an interlocutory
injunction, namely:

« the appearance of right;
« serious and irreparable harm; and
« the balance of convenience.

That being said, a prima facie case of a clear right
relieves the claimant from having to demonstrate
the balance of convenience test. In addition to
these criteria, urgency is required in the case
of an injunctive application of an interim nature.
In practice, although the criteria to be applied
are slightly different in Québec, as in the com-
mon law provinces, the Mareva injunction will be
granted if there is a real risk that assets will dis-
appear and if there is a reasonable fear that the
defendant will seek to thwart the enforcement
of a potential judgment by concealing assets,
thereby causing irreparable harm to the claim-
ant. In fact, the test for irreparable harm is similar
to the “objective fear” test applicable in seizure
before judgment cases, the criteria for which are
set out in the next section.

Also, in Québec, where the application for a

Mareva injunction is made ex parte, the claim-
ant is subject to an obligation of full and frank
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disclosure, as is the case in the common law
provinces.

Finally, in Québec, a Mareva injunction can be
admitted to the publication of rights, thus mak-
ing these rights opposable to third parties. In
fact, a right registered on a property is presumed
known to any person acquiring or publishing a
right in the same property.

Seizure before Judgment

The more commonly used remedy in Québec is
a seizure before judgment (Sections 517-518
of the Code of Civil Procedure). There are two
types of seizure before judgment.

The first allows the creditor to seize movable
property in which the creditor claims to have
rights (whether as owner or otherwise) and does
not require the prior authorisation of the court,
unless the seizure concerns a technological
medium or a document stored on such a medi-
um. The creditor needs only to allege under oath
the facts demonstrating the creditor’s interest in
the movable property.

The second type allows a creditor to seize
assets when it is feared that the collection of a
debt is in jeopardy because of questionable or
unfair conduct on the part of the debtor. This
type of seizure requires the authorisation of the
court, which will only grant it if the claimant dem-
onstrates the questionable or unfair conduct, if
there is a valid and existing claim and if there
is an objective fear of such jeopardy. A seizure
before judgment is carried out under a notice of
execution and supported by an affidavit in which
the seizor affirms the existence of the claim as
well as the facts justifying it and specifying, if
applicable, the source of the information relied
on. The bailiff serves the notice of execution on
the defendant along with the seizor’s affidavit at
the moment of the seizure. Generally speaking, a
third person is given custody of the seized prop-
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erty, unless the seizor authorises the bailiff to
leave the property in the hands of the defendant.

For all types of seizures before judgment, the
creditor must institute a proceeding shortly after
the seizure. The creditor will have to pay the
costs for the seizure but will be able to claim
them as legal costs if the proceeding is success-
ful.

Other Remedies

In some common law provinces, other remedies
include seeking an interim pre-judgment attach-
ment order. An attachment order targets specific
property that the defendant owns and can take
various forms, including garnishment or seizure
of assets. In Alberta, a court can exercise its
jurisdiction to grant a claimant a pre-judgment
attachment order under the Civil Enforcement
Act, RSA 2000, ¢ C-15 where: (1) there is a rea-
sonable likelihood that the claim will be estab-
lished; and (2) there are reasonable grounds for
believing that the defendant is dealing with, or
is likely to deal with, its exigible property outside
of the ordinary course and in a way that would
harm the claimant’s enforcement (Section 17(2)).

In some jurisdictions, there are provincial stat-
utes that provide remedies for the seizure and
preservation of assets against a debtor abscond-
ing from the jurisdiction to avoid creditors. The
Ontario Absconding Debtors Act, RSO, 1990,
c. A.2, is one such example. The “absconding
debtor” under this act is a person resident in
Ontario who departs from Ontario with intent
to defraud the their creditors. The absconding
debtor’s property may be seized and taken by
an order of attachment for the satisfaction of the
person’s debts.

A victim of fraud may also seek interim pres-
ervation orders under Rules of Court to ensure
that the defendant does not dispose of disputed
property prior to judgment. In Ontario, Rule 45
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of the Rules of Civil Procedure permits the court
to make an interim order for preservation of any
property in question in a proceeding or relevant
to an issue in a proceeding, and for that pur-
pose may authorise entry on or into any property.
Ordinarily, with motions brought under Rule 45,
a party must demonstrate that:

« the assets sought to be preserved constitute
the very subject matter of the dispute;

« there is a serious issue to be tried regarding
the claim to the asset; and

- the balance of convenience favours granting
the relief sought by the moving party.

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets

A claimant can make use of certain publicly
available sources which can provide information
about a party’s assets. Some of these sources
include the land property offices which hold
records of real property ownership, personal
property security registration systems and finan-
cial statements filed for public companies, which
disclose information about the party’s assets
information.

Pending a judgment, a claimant may also seek
certain court orders, such as a Mareva injunc-
tion or Anton Piller order, as a means to obtain
financial disclosure from a defendant. A Mareva
injunction, as described in more detail in 1.7 Pre-
vention of Defendants Dissipating or Secret-
ing Assets prevents a party from disposing of
or dealing with its assets pending the outcome
of the claim or some interim step, as ordered
by the court. In the process of seeking such an
order, the claimant can seek information with
respect to the defendant’s assets as part of the
examination process. In some jurisdictions, the
claimant may seek ancillary orders requiring the
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defendant or a third party to disclose information
with respect to the subject assets. A party seek-
ing such relief is typically required to provide an
undertaking with respect to damages.

A claimant may also look to seek disclosure pre-
action, including by way of seeking to compel
examinations within an urgent injunction brought
before issuing their claim. As described above,
this can result in disclosure through the exami-
nation process in the motion. Discovery mecha-
nisms against third parties are described in 2.3
Obtaining Disclosure of Documents and Evi-
dence from Third Parties.

2.2 Preserving Evidence

In Canada, victims of fraud may seek to pre-
serve evidence through an Anton Piller order. An
Anton Piller order permits a party to enter the
premises of the defendants to seize and pre-
serve evidence. Along with the Mareva, it is one
of the most powerful anti-fraud tools available to
claimants. There is considerable hesitancy in the
Canadian courts in granting this remedy, given
the extraordinary power it gives to the claimant
and their lawyers, and the risk of its abuse, espe-
cially with respect to confidential and privileged
records that may be seized.

This ex parte order is in essence a civil search
order and is only granted in the clearest of cases.
As part of implementing such an order, informa-
tion about the defendant’s assets may come to
light.

The moving party has to meet the following test
to obtain an Anton Piller order:

« a strong prima facie case;

« the damage to the plaintiff of the defendant’s
alleged misconduct, potential or actual, must
be very serious;
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« there is convincing evidence to show that the
defendant has in their possession incriminat-
ing documents or things; and

« there is a real possibility that the defendant
may destroy or otherwise dispose of such
material before the discovery process.

Interim preservation orders under the Rules of
Court of most Canadian Provinces are also avail-
able where it is feared that important evidence
may be destroyed, altered or suppressed. For
example, as discussed in 1.7 Prevention of
Defendants Dissipating or Secreting Assets,
Rule 45 of the Ontario Rules give jurisdiction to
the court to make interim preservation orders.

2.3 Obtaining Disclosure of Documents
and Evidence from Third Parties

In cases where fraud is suspected, a party can
seek disclosure of information about a defend-
ant (usually with respect to its assets) from a
third party by way of a Norwich Pharmacal order.
This order is used to compel third parties to pro-
vide information where the claimant believes it
has been wronged and needs the third party’s
information and/or documents to determine the
circumstances of the wrongdoing or the location
of funds. This type of order is frequently used to
confirm the existence of debtor’s bank accounts,
trace account transfers or to track the defend-
ant’s online actions through internet service
providers. Courts have the discretion to impose
restrictions on how the information granted by a
Norwich order is used.

The moving party must establish the following
elements for a court to grant a Norwich order:

+ a bona fide claim against the wrongdoer;

« the third party from who discovery is sought
must have a connection to the wrong beyond
being a witness to it;

« the third party must be the only practicable
source of the information needed;
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« the third party must be reasonably compen-
sated for expenses arising out of compliance
with the discovery order in addition to legal
costs; and

« the public interest in favour of disclosure out-
weighs any legitimate privacy concerns.

In some Canadian jurisdictions, procedural court
rules also permit a court to grant production
orders from third parties within an existing court
proceeding. A party may also seek an order of
inspection of documents that are in the posses-
sion, control or power of a third party where the
court is satisfied that the documents are relevant
to a material issue in the action and it would be
unfair to require the moving party to proceed to
trial without having discovery of the document
(see Rule 30.10 (1) of the Ontario Rules).

In Québec, a third party in possession of real
evidence may be ordered to present it to the
other parties, submit it to an expert or to pre-
serve it until the end of the trial. Similar orders
may also be invoked prior to the proceeding
commencing. Effectively, in anticipation of liti-
gation, a party apprehending that some neces-
sary evidence might be lost or become difficult
to produce, may examine witnesses, or have a
thing or property inspected with the consent of
the prospective party or the authorisation of the
court. If the application is granted, the parties
agree on where and when the witnesses will be
heard or the property will be inspected. The dis-
covery costs are borne by the applicant. How-
ever, if the evidence is subsequently used in a
proceeding, the cost of the authorised deposi-
tions and expert reports forms part of the legal
costs.

2.4 Procedural Orders

Under Canadian law, it is possible for a party to
seize or freeze a debtor’s assets without notifying
the debtor. As described in in 1.7 Prevention of
Defendants Dissipating or Secreting Assets,
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a claimant can obtain a Mareva injunction that
freezes the assets of a party and prevents the
party from dealing with them. A Mareva injunc-
tion can be made ex parte without giving notice
to the defendant. Due to the ex parte nature, the
claimant has an additional burden to make full
and frank disclosure of all material facts within
their knowledge and must fairly raise the evi-
dence against their case.

Anton Piller orders, which are aimed at seizing
and preserving evidence that might otherwise
be removed or destroyed, must by their nature
be made ex parte. To be granted, there must be
clear evidence that the defendant has the evi-
dence sought and that there is a serious possi-
bility of destruction of evidence by the defendant
if the defendant were to be notified. As is the
case with Mareva injunctions, the courts apply
a heavy onus on the party applying for such an
order to make full and frank disclosure because
of the ex parte element.

Like Mareva and Anton Piller orders, Norwich
orders can be made without notice to obtain
information and documents from third parties
before reaching the discovery stage of an action.
This remedy is also considered extraordinary and
exceptional with a heavy onus for the claimant.

In Québec, a creditor can seize the debtor’s (or a
third party’s) assets and place them under judi-
cial custody prior to judgment, without notify-
ing the debtor. The debtor will only be informed
when the bailiff proceeds with the seizure. A
creditor can seize the debtor’s assets when it is
feared that the collection of a debt is in jeopardy
because of questionable or unfair conduct on
the part of the debtor. This seizure requires the
authorisation of the court and the creditor must
demonstrate the questionable or unfair conduct
on the part of the debtor. The creditor can also
seize the movable property in which the credi-
tor claims to have rights (whether as owner or
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otherwise). This seizure does not require the pri-
or authorisation of the court unless the seizure
concerns a technological medium or a docu-
ment stored on such a medium. For this type of
seizure, the creditor needs only to allege under
oath the facts demonstrating the creditor’s inter-
est in the movable property. Since this request is
made ex parte, the creditor has an obligation of
full and frank disclosure. However, for all types
of seizures before judgment, the creditor must
institute a proceeding shortly after the seizure.

2.5 Criminal Redress

Victims of criminal offences can apply to the
sentencing judge pursuant to Section 737.1 of
the Criminal Code to obtain restitution for their
loss and damages, the amount of which must
be readily ascertainable. A restitution order is a
discretionary order that forms part of the criminal
sentence.

In Canada, criminal prosecution and civil claims
are two separate processes. Since they have
their own rules of evidence and burden of proof,
the hearing of one proceeding does not auto-
matically delay or impede the progression of the
other. The two processes can proceed in paral-
lel.

In fact, civil remedies are not suspended due
to the fact that the act in question is a criminal
offence (Criminal Code, Section 11). In order to
obtain a stay of proceedings in a civil claim, until
a decision is rendered in a criminal prosecution,
the applicant must demonstrate that, without the
stay, their fundamental rights to a full answer
and defence will be seriously threatened or com-
promised. A party in a civil proceeding can also
seek disclosure of criminal files and use, under
certain circumstances, the criminal judgment as
proof of facts in the civil claim. The disclosure of
police or Crown documents are sought through
what are commonly known as Wagg motions.
Wagg motions are usually resolved on consent.

96

Practically speaking, due to limited resources,
criminal prosecutors are less inclined to pur-
sue commercial fraud between private parties if
there is ongoing civil litigation and a prospective
civil remedy.

2.6 Judgment without Trial

The Rules of Court in Canadian jurisdictions
provide several mechanisms for rendering judg-
ment without trial. One of those mechanisms is
a default judgment. If a defendant fails to deliver
the necessary pleadings in response to a claim
within the prescribed time period, the plaintiff
may seek a default judgment against the defend-
ant. The default judgment can be obtained by
filing appropriate documents with the court,
including proof of service of the claim on the
defendant.

Some Canadian jurisdictions also permit a party
to obtain a summary judgment without the need
for a trial. Any party can seek a summary judg-
ment where there is no merit in the whole or part
of the claim or defence. Typically, on summary
judgment motions, the courts do not assess
credibility or rule on disputed facts. However, in
Ontario, the Rules allow a judge to weigh the evi-
dence, assess creditability and draw reasonable
inferences from the evidence in certain circum-
stances. Those circumstances include where
there appears to be a genuine issue requiring
a trial, but that need for trial can be avoided
through the use of these powers.

Other procedural tools to dispose of actions
without trial include a motion or application to
strike the opposing party’s pleadings for disclos-
ing no reasonable cause of action or defence.
Similarly, in Québec, a party may ask the court,
via an application, to dismiss, to dismiss an
application or a defence under certain circum-
stances, in particular when an application or a
defence is unfounded in law even if the facts
alleged are true.
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2.7 Rules for Pleading Fraud

While there are no professional obligations in
Canada specifically pertaining to claims for fraud,
there are procedural considerations. First, fraud
claims must be specifically pleaded and must
contain full particulars about the allegation(s),
failing which the other party can move to strike
the claims and/or move for summary dismissal.
Claimants will be allowed to prove such allega-
tions at trial only if and to the extent that the
allegations are raised in the pleadings.

Second, there are significant adverse cost con-
sequences if a claim for fraud is alleged, but ulti-
mately found to have no merit at trial. This is in
recognition of the fact that a claim for fraud can
cause significant harm to a defendant’s reputa-
tion when alleged in a public court record.

2.8 Claims against “Unknown”
Fraudsters

Where a claimant does not initially know the
identity of the fraudster, it can issue a claim
against the unknown defendant. The unknown
defendant is typically referred to as “John Doe”
in the pleadings, which acts as a placeholder
until the identity of the fraudster comes to light.
The same approach can be taken with unknown
corporations which may, for example, be used
in shell schemes to hide assets or to move them
offshore. In Ontario, it is not necessary to name
multiple “John Does” or to precisely guess how
many defendants are involved, as long as the
claim is drafted in a manner to identify which
allegations are made against individuals filling
specific roles.

These circumstances can cause practical chal-
lenges, however, where claimants have difficulty
serving suspected defendants, or where they are
attempting to obtain ex parte evidence from third
parties on their bank accounts, such as Norwich
orders.
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2.9 Compelling Witnesses to Give
Evidence

Most Canadian jurisdictions compel attend-
ance of witnesses at trial by way of a subpoena.
In Ontario and New Brunswick, the subpoena
has been replaced with a summons, which is a
change in form and not in substance.

Typically, obtaining a subpoena (or summons)
is not an onerous process. Some jurisdictions
require the subpoena to be court issued which
occurs through the registrar or prothonotary’s
office, while in others, such as British Colum-
bia, parties can serve subpoenas without court
approval. A subpoena is generally personally
served on the witness for it to be effective and
is accompanied by witness fees for the witness’
attendance and travel. A witness who fails to
attend in accordance with a subpoena can be
held in contempt of court and may also be fined
or imprisoned. In addition, the court may order
the person to pay all or part of the costs caused
by their default.

Canadian provinces and territories have statu-
tory mechanisms that address interprovincial
subpoenas. The procedure for compelling a wit-
ness outside of the jurisdiction is generally more
onerous than for a witness within the jurisdiction.

In civil proceedings, it is standard practice for
each party to conduct examinations (oral or by
way of written questions) to gather evidence
and for document disclosure purposes before
the conduct of trial.

In Québec, the law provides that certain per-
sons, including the parties (and their representa-
tives, agents, employees) and the victim, may
be examined. Any other person not provided for
in the law may be examined with their consent
and that of the other party, or with the judge’s
authorisation. The absence of an answer for the
written examination can be taken as an admis-
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sion with respect to the facts or allegations to
which the questions pertain. If the witness refus-
es to attend an oral examination, the person can
be compelled to attend by way of a subpoena.

For a witness that is domiciled in or resident of a
foreign state, the court may determine whether
the examination is to take place in or outside the
jurisdiction and any other matter respecting the
holding of the examination. The test for deter-
mining the location of an examination is what is
just and convenient for both parties. Where the
examination is to take place in the foreign state,
only the court of the witness’s jurisdiction can
compel the witness’s attendance. The foreign
court can assist with compelling the witness by
giving effect to a letter of request (or, letters rog-
atory) issued by an Ontario court, for example.

3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

Generally, fraud related causes of action include
an element of knowledge for a wrongdoer to be
found liable. In Canada, the law provides for the
knowledge of a senior officer to be attributed to
a company in order for the company to be held
responsible for the fraud.

Under the federal Canadian Criminal Code, cor-
porations can be held criminally liable for fraud
(Section 22.2). A corporation can be found to
be a party to an offence where its senior officer:

*is a party to the offense while acting in the
scope of their authority;

* having the mental state required to be a party
to the offense and acting within the scope of
their authority, directs the work of other rep-
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resentatives of the organisation so that they
commit the offence; or

- fails to take all reasonable measures to stop a
representative of the organisation from being
a party to the offence.

3.2 Claims against Ultimate Beneficial
Owners

Where a senior officer of a company uses the
entity as a vehicle for fraud, courts in Canada
may ‘pierce the corporate veil’ and hold the
senior officer personally liable. Canadian courts
take a cautious approach to piercing the corpo-
rate veil. The corporate veil is lifted to do away
with the separate legal personality of a corpo-
rate entity where it is completely dominated and
controlled and being used as a shield for fraudu-
lent or improper conduct by a natural person.
The court typically looks for ‘indicia of fraud’ in
deciding whether to pierce the corporate veil in
such cases, including non-arm’s-length parties
being used as registered administrators of shell
transferee companies and transfers of title, or
rights to assets, for insufficient consideration.
This is similar by analogy to a “sham trust” sce-
nario.

Directors and officers of a company used to
commit fraud may be found liable for tortious
conduct. The directors and officers have fiduci-
ary obligations and owe a duty of care to the
company and its shareholders. Most Canadian
jurisdictions have legislated the standard for the
duty of care which is described as the duty to
exercise the care, diligence and skill that a rea-
sonably prudent person would exercise in com-
parable circumstances. In the context of fraud,
the directors and officers may be found to have
breached their fiduciary obligations and the duty
of care standard, which may give rise to lawsuits
by shareholders, creditors or a limited group of
other interested parties.
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The provincial corporate statutes also provide for
oppression claims against directors and officers
where they have acted in an oppressive manner
or have been unfairly prejudicial to or unfairly
disregarded the interests of stakeholders (see
3.3 Shareholders’ Claims against Fraudulent
Directors).

Generally, courts award damages as a remedy
against directors and officers who are found
liable and, if necessary, trace asset transfers.
This will often involve a forensic accounting and,
ultimately, a disgorgement of profits. The provin-
cial oppression remedy statutory provisions also
provide the court broad discretion to grant crea-
tive remedies, including setting aside fraudulent
transactions and restraining conduct.

3.3 Shareholders’ Claims against
Fraudulent Directors

In Canada, shareholders commonly rely on the
oppression remedy statutory provisions in cor-
porate statutes to bring claims against fraudu-
lent officers and directors. The Canada Business
Corporations Act, RSC, ¢ C-44 and all provin-
cial business statutes, except for Québec and
Prince Edward Island, provide for this remedy.
The oppression remedy grants shareholders a
right to challenge oppressive or unfairly preju-
dicial conduct. This is a broad remedy where
the shareholders can even seek removal of the
directors and officers. The shareholders can also
seek interim injunctive relief where the share-
holders must show that there is a serious ques-
tion to be tried, the shareholders would suffer
irreparable harm if the injunction is not granted
and the balance of convenience favours granting
the remedy.

Under most of the provincial corporate statutes,
minority shareholders may also consider bringing
a derivative action on behalf of the corporation
against the management, directors or majority
shareholders. In this manner, they would ‘step
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into the shoes’ of the corporation, bringing the
lawsuit on its behalf.

The main difference between a derivative action
and an oppression claim is that a derivative
action is brought on behalf of the company while
an oppression claim is brought as a personal
claim. Therefore, a derivative claim is appro-
priate where the fraudulent conduct harms the
company, whereas an oppression claim is more
appropriate where the harm is unfairly directed
at certain shareholders.

Shareholders may also bring a claim of personal
damages against directors who fail to exercise
duty of care or are in breach of their fiduciary
duty as discussed in 3.2 Claims against Ulti-
mate Beneficial Owners.

4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

Rules of the court in Canadian common law
jurisdictions provide for serving parties outside
those jurisdictions (including outside Canada)
with a proceeding against that party, so long as
the underlying claim fits into a list of categories
laid out in each provincial statute. These cat-
egories generally cover types of claims with a
real and substantial connection to the Canadian
jurisdiction, such as where:

« a relevant contract was formed in the Cana-
dian jurisdiction;

« a tort was committed in the Canadian juris-
diction; or

« the subject property or assets are held in the
Canadian jurisdiction.

Even where one of these categories does not
clearly apply, a party may serve an originating
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process outside the jurisdiction with leave of the
court.

In Ontario, the procedures for service vary
depending on whether the document is to be
served in a “contracting state” or not. “Contract-
ing state” means a state that is a signatory to the
Convention on the Service Abroad of Judicial
and Extrajudicial Documents in Civil or Commer-
cial Matters (the “Convention”).

Similarly, Québec rules provide for serving par-
ties outside Canada either by following the Con-
vention or, for states not party to the Convention,
notification is made either: following general civil
procedure service rules in Québec or in accord-
ance with the law in force in the place where the
notification is made. The court, on request, may
also authorise a different method of notification
if the circumstances require it.

Québec authorities will have jurisdiction regard-
ing personal pecuniary right of action under cer-
tain specific circumstances, such as:

« a fault was committed in Québec, injury was
suffered in Québec or one of the contractual
obligations was to be performed in Québec;

« the parties have by agreement submitted the
dispute to Québec authorities; or

+ the defendant has submitted to the jurisdic-
tion.

5. ENFORCEMENT

5.1 Methods of Enforcement

From a criminal perspective, a victim of a fraud
can file a complaint to police agencies. The com-
plaint needs to be filed in the proper jurisdiction.
In some provinces the Royal Canadian Mounted
Police (RCMP) are the ones investigating Crimi-
nal Code offences while in other provinces it
might be the Ontario Provincial Police (OPP), the
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Sdreté du Québec (SQ) or the municipal police.
The investigators could trace the proceeds of
the crime for the benefit of the victim to get res-
titution.

In civil proceedings, in addition to the orders
listed in 1.7 Prevention of Defendants Dissi-
pating or Secreting Assets and 2.4 Procedural
Orders, there are also the traditional motions
for injunction and damages which can lead to
seizure of the assets. A judgment creditor can
also seek to examine (in aid of execution) the
judgment debtor, and in some cases third par-
ties, in relation to non-payment of the judgment.
The creditor may also enforce the judgment by
garnishment of debts payable to the debtor by
third parties, including garnishing wages, bank
accounts or other streams of income.

Provinces and territories have their own rules
regarding the forced execution of judgments
but, generally, a creditor who wishes to force
execution of a judgment gives execution instruc-
tions to a bailiff to seize the debtor’s property
or income. A judgment creditor may seize any
of the debtor’'s movable property that is in the
debtor’s possession or that is held by the credi-
tor or a third person. However, some property
cannot be seized, such as the work equipment
necessary for the exercise of the debtor’s pro-
fessional activity (with some exceptions) and a
debtor’s movable property that furnishes the
debtor’s principal residence and is needed for
the life of the family (up to a certain amount).

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

In Canada, a person is not incompetent to give
evidence by reason of an interest or crime and
no witness (except the accused in a criminal pro-
ceeding) shall be excused from answering any



LAW AND PRACTICE CANADA

Contributed by: Benjamin Bathgate, Guy Pinsonnault, Guneev Bhinder and Mireille Germain,

question on the ground that the answer to the
question may incriminate or establish the wit-
ness’s liability in a civil proceeding. However, a
witness who testifies in any proceeding is pro-
tected against incriminating statements being
used to incriminate the witness in another pro-
ceeding, except in a prosecution for perjury or
for the giving of contradictory evidence (Cana-
dian Charter of Rights and Freedoms, Section
13; Canada Evidence Act, Sections 3 and 5). The
statement can be used to attack the credibility
of the accused.

In the criminal context, the judge cannot draw
an adverse inference when a witness asks for
Charter protection.

6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

In Canada, solicitor-client privilege does not pro-
tect the communications between counsel and
their client that are shown to be prima facie in
furtherance of fraud, irrespective of the lawyer’s
knowledge regarding the illegal activity. This is
referred to as the future crimes and fraud excep-
tion and must contain three elements:

« the communication relates to proposed future
conduct;

« the client must seek to advance conduct
which it knows or should know is unlawful;
and

« the wrongful conduct contemplated must
be clearly wrong. However, when a lawyer
counsels against an illegal activity, the courts
have concluded that privilege is maintained.
The courts have emphasised the necessity of
strong evidence of fraud.

There are court cases setting out circumstances
were fraudulent conduct allows access to a law-
yer’s file, despite claims of privilege. For exam-
ple, courts have ordered production of a lawyer’s
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file relating to their client, a defendant who alleg-
edly acted in a fraudulent transaction.

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

In Canada, punitive or exemplary damages are
only awarded where an ordinary damages award
would be insufficient to achieve the goals of
punishment and deterrence. Even then, only the
minimum amount necessary to achieve this pur-
pose will be awarded, and awards are typically
small, especially in comparison to those found in
the United States, for example. To make a claim
for punitive damages, the plaintiff must show
that the defendant’s conduct was so malicious,
oppressive and high handed that it offends the
court’s sense of decency.

In the provinces of Alberta and Saskatchewan,
a plaintiff must specifically plead punitive dam-
ages, but this is not a requirement in other Cana-
dian common law jurisdictions. The party claim-
ing punitive damages bears the burden of proof.

In Québec, only specific situations provided for
in law give rise to the awarding of punitive dam-
ages. For example, where there is an unlawful
and intentional interference with a right or free-
dom under the Charter of Human Rights and
Freedoms, such as a bad faith infringement of
property rights with malicious intent. Therefore, it
is possible that in cases of fraud, punitive dam-
ages may be awarded in Québec.

7.2 Laws to Protect “Banking Secrecy”

Canada does not have specific laws to protect
“banking secrecy”, which prohibit banks from
disclosing customer data. The general privacy
laws (such as the Personal Information Protec-
tion and Electronic Documents Act) and com-
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mon law duty of confidentiality provide for the
legal framework surrounding disclosure of cus-
tomer data, along with certain provisions of the
federal Bank Act.

Pursuant to Section 487.018 federal Criminal
Code, a justice or judge may order a banking
institution to produce financial data upon an ex
parte application of a peace or public officer.
Upon receipt of the order, the financial institu-
tion may be asked to prepare and produce:

« either the account number of a person named
in the order or the name of a person whose
account number is specified in the order;

- the type of account;

- the status of the account; and

+ the date on which it was opened or closed.
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7.3 Crypto-assets

The wider use of cryptocurrency in everyday
markets, and its susceptibility to fraud from
anonymous actors, has forced Canadian courts
to consider how to apply traditional judicial con-
cepts and remedies to these less tangible digital
assets. Although the Canadian courts have not
conclusively deemed cryptocurrency to consti-
tute property, they have in effect found that it
can in some circumstances be treated as such
in order to grant appropriate freezing and recov-
ery remedies. For example, as discussed more
fully in the Trends and Developments section,
Canadian civil courts have started to apply freez-
ing (Mareva), interim possession and civil search
and seizure (Anton Piller) remedies to cryptocur-
rency. These important developments mark a
seismic shift in the Canadian legal system, as it
moves to fill a civil justice gap in the exploding
digital marketplace.
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Overview

Current trends and developments in interna-
tional fraud largely relate to the growth in cyber-
crime, and on the challenges global businesses
face in developing effective procedures and
tools to address these evolving risks to their real
and digital assets. While traditional fraudulent
schemes still abound, the increased use of digi-
tal marketplaces and exchanges has led to new
areas of risk.

The emergence of cryptocurrency, for example,
and its increasing acceptance in commercial
transactions, not to mention its ease of move-
ment and exchange, has unsurprisingly attract-
ed the attention of fraudsters. Canada’s federal
and national police service, the Royal Canadian
Mounted Police (RCMP), recently stated that
cryptocurrency fraud in Canada grew by 400%
between 2017 and 2020. The ability to success-
fully trace and recover such assets presents
even greater challenges given the medium of
exchange and the cross-border nature of trans-
actions.

To address the growing cryptocurrency fraud,
the Canadian Anti-Fraud Centre has pub-
lished guidelines to help the public avoid being
defrauded and to protect virtual assets (Cana-
dian Anti-Fraud Centre Bulletin: Using Crypto-
currency Safely, 29 January 2021). Until 2021,
there was very limited Canadian case law on the
recovery of digital assets and treatment of cryp-
tocurrency. However, new precedent-setting
cases in 2021 and 2022 succeeded in applying
conventional judicial enforcement tools to digital
assets, to trace, freeze and seize the proceeds of
cryptocurrency fraud and overcome prior scepti-

cism on whether the civil courts could and would
intercede. It is still early days in this area of law,
and businesses using such digital assets must
keep a close eye on the quick-moving nature
of these schemes, while Canadian judicial rem-
edies close the tracing and enforcement gap.

Cybercrime Generally

The Canadian government and law enforcement
view cybercrime as the most common cyber
threat that Canadian organisations are likely to
encounter. In the digital world of fraud we are
seeing rising technical complexity and expan-
sion into new forms of criminal activity.

Canadian law enforcement typically organises
cybercrime into two categories:

« technology-as-target crimes, where the
criminal activity targets computers and other
information technologies directly, such as
mischief relating to confidential data (eg,
malware threats);

+ and technology-as-instrument crimes, where
the internet or other information technologies
are used as the mechanism to carry out a
crime, such as identity theft, money launder-
ing, child exploitation and human or drug
trafficking.

These types of cybercrimes look to exploit new
and emerging technologies, and test existing
cybersecurity defences, looking for any open-
ing to generate illicit gains. Generally speak-
ing, cybercriminals take advantage of gaps not
only in company software and hardware, but in
human tendencies in the course of their every-
day business at work and online. The goal of
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these cybercriminals is stealing an individual
or company’s confidential information through
fraud, extortion and monetising it for profit or
illicit use. These fraudsters target Canadians
but operate and move data and funds offshore,
often out of reach of Canadian law enforcement
and, practically speaking, even when traceable,
beyond effective recovery.

The government of Canada, through the
National Cyber Security Strategy, supports the
RCMP’s National Cybercrime Coordination Unit,
which co-ordinates cybercrime investigations in
Canada and with international partners, provid-
ing both an information source and a national
reporting system.

Cryptocurrency Fraud

Digital assets an are increasing target of cyber-
crime and by design allow for a more unencum-
bered and less regulated exchange. As a result,
they are more susceptible to manipulation and
tampering. In Canada, we are seeing cryptocur-
rencies as an area of increased risk, as regula-
tion struggles to keep up with the demand and
usage of these mediums of exchange.

Cryptocurrency is a digital asset that can act as
a medium of exchange to buy goods and ser-
vices, or for investments and trading. It is stored
on third party exchanges or in hot (online) or cold
(offline) storage wallets. In Canada, cryptocur-
rencies are not considered legal tender. As such,
cryptocurrency is not issued by a government
or a central bank and no financial institution is
involved in the transactions, making their use on
exchanges and other platforms more suscepti-
ble to fraud or mismanagement (see, for exam-
ple, the widely reported Quadriga case).

Cryptocurrency has been used in Ponzi, extor-
tion and fraud schemes and scams around the
world. This is mainly because it is easier to move
cryptocurrency between different jurisdictions
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globally, and to restrict its means of access,
making it more difficult to determine which court
has jurisdiction and how to locate and prose-
cute the wrongdoer. There is no central authority
that maintains cryptocurrency user information,
although it can sometimes be sought through
cryptocurrency exchanges. There is also an ele-
ment of anonymity in cryptocurrency transac-
tions that fraudsters can exploit, as there are no
names behind wallet addresses.

As a result, victims of fraud usually have to seek
help from digital forensic investigators and use
software tools to trace the movement of the
subject cryptocurrency. This inevitably leads to
additional logistics and costs for a victim who
wants to sue the fraudster and trace the fund
flow. Sometimes the amounts at issue do not
validate incurring these additional pursuit costs,
adding to the appeal of this form of fraud to
criminals. This is in addition to the speed with
which it can be transferred, sometimes multi-
ple times using software to break on-chain links
between addresses, making it difficult to trace
and making the slow process of obtaining orders
and enforcing them imperfect.

Transfers of cryptocurrencies are typically irre-
versible, which makes the recovery even more
challenging. When dealing with monetary trans-
actions, financial institutions can utilise mecha-
nisms to reverse some of them (eg, credit card
chargebacks). However, similar mechanisms
are rarely available in respect of cryptocurrency
transactions, at least without some assistance
from an exchange.

Canadian Case Law - Early Treatment of
Cryptocurrency

One of the first decisions dealing with asset
tracing in the cryptocurrency space was a 2018
British Columbia Superior Court decision. In
Copytrack Pte Ltd v Wall, the court ordered a
tracing remedy for a type of cryptocurrency.
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Copytrack Pte Ltd (“Copytrack”), a Singapore-
based company, brought an application for sum-
mary judgment, and sought a tracing order to
recover ethereum (Ether) tokens on the basis of
wrongful retention or conversion.

Copytrack offered its tokens (“CPY”) for sale to
investors as part of an initial coin offering (ICO)
campaign. The defendant participated in the ICO
and subscribed for 530 CPY tokens (value about
CAD780). Copytrack mistakenly transferred a
different form of cryptocurrency to the defend-
ant’s wallet — about 530 Ether tokens (value
CAD495,000). Despite Copytrack’s request, the
defendant failed to return the Ether tokens and
later claimed that he no longer had possession
of the tokens as they had been stolen by an
unknown third party.

While granting the tracing and recovery rem-
edy, the court did not make a determination in
respect of whether cryptocurrency is a “good”
for the purposes of the doctrines of conver-
sion and detinue as the evidentiary record was
inadequate. However, the court held that it was
undisputed that the tokens in that case were
Copytrack’s property and it would be unjust to
deny Copytrack a remedy.

The court did not provide any guidance on the
form of tracing or rules to be applied when trac-
ing cryptocurrencies. In this case, Copytrack
submitted that the Ether tokens were traceable
to five separate wallets. This type of informa-
tion may not always be available and might pose
a challenge in terms of enforcing asset-tracing
orders. More recently, two new cases have built
upon the Copytrack authority and more clearly
demonstrate how cryptocurrency can be frozen
(on exchanges) or seized and preserved by a
third-party custodian (cold storage wallets), all
carried out without notice to the defendant and
pre-judgment to protect the interests of all par-
ties in the litigation.

Freezing, Seizure and Preservation Orders for
Cryptocurrency

Due to the digital nature of cryptocurrency, vic-
tims of fraud may not always have sufficient
information to identify the location of the cryp-
tocurrency, such as the wallet details or trading
accounts through which it was improperly trans-
ferred. If either an exchange or a digital wallet
or some other identifying information is avail-
able, and a private party wishes to commence a
proceeding in civil court, interim without notice
injunctive remedies now appear available to
close the enforcement gap in cryptocurrency
frauds.

First, with respect to cryptocurrency assets on
exchanges or otherwise within the control of third
parties, Canadian courts have demonstrated a
willingness to order freezing (Mareva) orders,
without notice to the defendant asset holders.
Typically, Mareva injunctions are brought urgent-
ly on an ex parte basis to avoid further dissipa-
tion or conversion of assets pending the court
order. To obtain a Mareva order, the plaintiff must
prove, among other things, a strong prima facie
case and that there is a serious risk of dissipation
of assets. In many cases involving cryptocurren-
cy, it will be harder to prove a strong prima facie
case of fraud without an extensive investigation,
which may take too long to be effective. A claim-
ant may also have to broaden their investigation
on the digital transactions, seeking a Norwich
Pharmacal order against involved third parties,
such as an exchange or internet service provid-
ers, in order to find ways to obtain user details,
emails, internet postings and, ultimately, further
account details.

Furthermore, the “risk of dissipation” may be
harder to demonstrate through evidence or infer-
ence, given that the very nature of cryptocur-
rency — its ease of transfer — is a function of its
medium, and not necessarily a sign of some-
thing improper in and of itself. The courts have
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already been faced with arguments that the use
of cryptocurrency is itself suspicious, but that
superficial line of argument will only grow more
ineffective as the medium of exchange shakes
off its stigma.

In 2019, an English court confirmed that pro-
prietary injunctions are available in respect of
bitcoin, a form of cryptocurrency. In the 2019
case of AA v Persons Unknown and Others, a
Canadian insurance company was the target
of a ransomware attack. The English insurer of
the Canadian company agreed to pay 109.25
bitcoins (value USD950,000) to the hacker in
exchange for decrypting its customer’s serv-
ers and desktop computers. Subsequent to
the payment, the insurer conducted an inves-
tigation to trace the bitcoins and was able to
obtain an address of a digital asset and crypto-
currency exchange known as Bitfinex, operated
by companies in the British Virgin Islands. With
that information, the insurer sought a freezing
order in respect of the bitcoin held in accounts
with the exchange. As a preliminary matter, the
English court determined that the insurer had
established that bitcoin constituted property.
The court held that the injunction test was met:
the evidence showed that there was a serious
issue to be tried, the balance of convenience
favoured the granting of the injunction and dam-
ages would not be an adequate remedy.

Fortunately, the Canadian civil courts have now
expanded the availability of freezing, seizure and
preservation injunctions against cryptocurrency.

In the February 2022 decision of Li v Barb
and Others, a class action lawsuit by various
businesses in the City of Ottawa successfully
obtained a without notice Mareva injunction
freezing cryptocurrency in more than 120 differ-
ent addresses held by organisers of the “free-
dom convoy”, who were in receipt of funds in
support of their pandemic protests in Canada’s
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capital (this civil Mareva order followed the Cana-
dian governments freezing of 34 cryptocurren-
cy addresses under the Emergencies Act). The
court also directed several financial institutions,
platforms and exchanges (including national
banks and platforms such as “GoFundMe”) to
freeze all transactions related to the subject
digital wallets. Examinations under oath quickly
followed. These enforcement measures were
however somewhat limited as unhosted wallets,
and peer-to-peer cryptocurrency transfers that
avoided third party intermediaries, could not be
intercepted by this form of court intervention.

Fortunately, the Canadian civil courts have now
also addressed this challenge posed by cryp-
tocurrency frauds that transfer the unlawful
proceeds to an unhosted digital wallet, without
involving a third-party exchange. In the Novem-
ber 2021 landmark case of Cicada 137 v. Med-
jedovic, Benjamin Bathgate and Reuben Roth-
stein, McMillan LLP, successfully obtained the
first reported Anton Piller order (civil search and
seizure) on cryptocurrency in Canada. The plain-
tiff brought its without notice injunction to search
for and seize evidence at the teenage defend-
ant’s residence, including the subject cold stor-
age wallet devices and all passcodes, to pre-
serve the evidence and assets and deliver them
to a third party custodian until further disposition
by the court. The court granted and extended
this injunctive order, providing for extended
searches for the digital wallet information, and
issued a Warrant for Arrest against the defend-
ant to force his compliance.

The Cicada 137 case is also one of the world’s
first cases that considers attacks against smart
contracts (on a blockchain) and user interac-
tions on decentralized finance (DeFi) trading
platforms. The case may become the first cryp-
tocurrency fraud and recovery case to address
the controversial ethos of “Code is Law”, where
attackers assert the defence that if software
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code does not prevent an attack, the action and
subsequent windfall should be lawful.

Conclusion

In Canada, since our traditional judicial remedies
used to trace and freeze funds were not created
with cryptocurrency in mind, it is up to the courts
to re-work the conventional approach and be
flexible in ordering useful remedies that serve
the purpose intended, while taking into account
the peculiarities of digital tender.

The Canadian courts have proven increasingly
willing to grant tracing, freezing, seizure and
preservation orders for cryptocurrencies. How-
ever, their effectiveness in practice is still evolv-
ing and uncertain. It seems inevitable that, to
avoid forcing claimants into extra-judicial pro-
cesses, the courts will have no choice but to
continue to adapt their orders and enforcement
measures to the reality of cryptocurrencies in the
coming years, to avoid greater proliferation of
digital currency fraud schemes in Canada.

The Canadian authorities are taking some initial
steps to help provide guidance on these com-
mercial risks, including securities regulators. For
example, the Canadian Securities Administra-
tors (CSA) and the Investment Industry Regula-
tory Organization of Canada (IIROC) have issued
guidelines (Joint Canadian Securities Administra-

tors and Investment Industry Regulatory Organi-
zation of Canada, Notice 21 329: Guidance for
Crypto Asset Trading Platforms: Compliance
with Regulatory Requirements, 29 March 2021)
outlining requirements applying to crypto-asset
trading platforms and providing clarification on
the ways in which the current securities legisla-
tion framework should apply to those platforms.
The guidelines do not create new rules but rather
explain how the current rules should be applied
to the complex models of crypto-asset trading
platforms in order to better regulate them and
manage the recent explosion of unregistered
platforms that have increased risks to the pub-
lic. These guidelines highlight the obligation for
such platforms to register either as an invest-
ment dealer or apply for interim registration until
their activities are clarified with regulators.

If Canada’s courts and regulators are to keep
up with the wider use of this digital tender and
ensure continued protection of commercial
transactions, further guidance from the relevant
authorities will need to come quickly and must
demonstrate a readiness to change. Without
support for meaningful information gather-
ing and enforcement tools that can extend our
investigation and recovery beyond Canada’s
borders, virtual tender will take effective asset
tracing even further out of reach.
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

China, a civil law jurisdiction, does not have
standalone laws or administrative regulations to
counter fraudulent conduct. Rather, provisions
on fraudulent conduct are found within different
laws and administrative regulations, which pro-
vide legal bases for various fraud claims.

Claims to Rescind a Contract or Other Civil
Act

Under the Civil Code of the PRC (the Civil Code),
one of the elements for a legally effective civil
act is the manifestation of true intent. Thus, a
victim who is induced by fraud to sign a contract
(a civil act) against their true intent can institute
a civil action to rescind the contract. In addition
to rescission, the victim can also claim against
the perpetrator of the fraud for the return of the
property fraudulently obtained and/or for com-
pensation for losses so caused. In this instance,
the victim may make the same claims against the
contract counterparties even if they are not the
perpetrator. If a third party fraudulently induces
the victim to enter the contract, the victim may
still make successful claims against the counter-
parties if they were or should have been aware
of the third party’s fraudulent acts.

Conspiracy Claims

Under the Civil Code, civil acts committed by a
fraud perpetrator and one or more third parties
are voidable where they constituted a malicious
collusion and harmed the lawful rights and inter-
ests of others (Article 154). Thus, a fraud victim
can institute a civil action against such parties
and claim voidance of the civil acts. Such claims
may be useful for the victim to trace and recover
assets that are transferred to a third party in a
conspiracy.
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A third party knowingly assisting or facilitating
the fraudulent acts may be held jointly and sev-
erally liable to the victim (see 1.3 Claims against
Parties Who Assist or Facilitate Fraudulent
Acts).

Tort Claims

Chinese law does not generally prescribe
deceit as a tortious act. However, as deceit is
often merely a means of infringing property or
personal rights, the victims can instead find a
cause of action to bring a tort claim against the
perpetrator based on the infringement of prop-
erty or personal rights. In addition, provisions of
law in certain areas expressly prohibit specified
fraudulent acts, for example in the Securities
Law of the PRC (the Securities Law), the Law of
the PRC Against Unfair Competition (the Anti-
unfair Competition Law), and the Company Law
of the PRC (the Company Law), where fraudulent
acts can give rise to tort liability.

For instance, the Securities Law prescribes
securities misrepresentation as a special type
of fraud, which is defined as the disclosure of
information in connection with the offering of
securities that violates relevant provisions on
information disclosure and causes false records,
misleading statements, or material omissions in
the information so disclosed. For more details,
see 3.2 Claims against Ultimate Beneficial
Owners.

Generally, the victims have the burden to prove
that the perpetrators have engaged in fraudulent
acts, the losses suffered, causation and degree
of fault. However, considering that it is often too
hard for the victim to prove the fraudulent acts
and fault, in some areas of law the burden of
proof is reversed by requiring the defendant to
show there was no fraudulent act or they were
not at fault.
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Duty of Loyalty Claims

Similar to the concept of fiduciary duty in com-
mon law jurisdictions, Chinese law imposes a
duty of loyalty on the directors and officers of a
company. In addition to other specific prohibited
acts for the directors and officers, they have a
general duty of loyalty and due diligence to the
company they serve. Where a director or officer
breaches their duty of loyalty (eg, by receiving
corrupt payments or misappropriating assets),
the company may institute a civil action against
them and claim for damages suffered and/or the
profits that the perpetrator has made. Also see
3.3 Shareholders’ Claims against Fraudulent
Directors.

Criminal Law

Fraud is a serious criminal offence under the
Criminal Law of the PRC (the Criminal Law),
which provides for various criminal fraud offenc-
es including fraud, contract fraud, illegal taking
of deposits from the public, fraudulent fundrais-
ing, and financial fraud. The conviction stand-
ards under the Criminal Law are quite low for
each offence — eg, RMB 3,000 for criminal fraud
and RMB 20,000 for criminal contract fraud
committed by an individual. The remedies avail-
able to the victim are generally limited to a return
of the property or compensation for the actual
losses in criminal proceedings.

1.2 Causes of Action after Receipt of a
Bribe

Civil Claims

Chinese law does not establish a general pri-
vate right of action for bribery. However, brib-
ery in business activities is expressly prohibited
and can trigger civil claims on certain causes of
action such as unfair competition or breach of
the duty of loyalty.

Claims against the Briber
Under the Anti-unfair Competition Law, business
operators and their employees are not allowed

Han Kun Law Offices

to bribe an agent/employee of a counterparty
or someone who can use their authority or influ-
ence to influence the transaction with the coun-
terparty to obtain trading opportunities or com-
petitive advantage.

A victim whose legitimate rights and interests
are harmed by such conduct may bring a claim
against the briber to compensate for dam-
ages. The amount of such compensation can
be determined on the basis of the actual losses
suffered as a result of the infringement. Where
the actual losses are difficult to calculate, com-
pensation will be determined on the basis of the
benefits obtained by the infringer as a result of
the infringement.

Claims against Employees, Directors, and
Officers

An employer whose employee receives a bribe
may have civil claims against the employee for
losses arising from the bribe. The employer may
also rely on contributory infringement as a civil
cause of action against the employee and the
bribe-giver, who can be held jointly and severally
liable with the employee.

Directors or officers of a company who accept
bribes in connection with their duties violate their
duty of loyalty to the company and, according
to the Company Law, the income so obtained
by the directors and officers belongs to the
company. The company, as the victim, may be
entitled to claim against directors and execu-
tives to compensate for damages and to return
the illegally obtained income. For a related dis-
cussion on shareholder derivative actions, see
3.3 Shareholders’ Claims against Fraudulent
Directors.

Administrative Sanctions

Where business operators violate the provisions
of the Anti-unfair Competition Law by bribing
others, the victim can also report to the compe-
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tent supervision and inspection authority, which
may confiscate the illegal gains and impose a
fine of between RMB100,000 and RMB3 mil-
lion. Where the circumstances are serious, the
business licence of the bribing company can be
revoked.

Criminal Offences

The Criminal Law provides for various crimi-
nal offences for those persons and companies
involved in commercial bribery, including the
bribe-giver and receiver.

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

Under the Civil Code, a third party who assists a
perpetrator in carrying out a fraudulent act may
bear joint and several liability with the perpetra-
tor (Article 1169). To establish joint and several
liability, the claimant must prove the third party
was or should have been aware of the fraudulent
act and the possible harmful consequences of
providing such assistance. That is to say, the
claimant must establish common intent between
the third party and the perpetrator.

“Assistance” is defined as facilitating the perpe-
trator's commission of a fraudulent act, which
does not necessarily cause the perpetrator to
commit the act. An act of assistance can be
committed after the fraudulent act, such as a
third party’s receipt of fraudulently obtained
assets, if common intent is established. Con-
versely, without common intent, the third-party
recipient will not be held jointly and severally
liable with the perpetrator.

Without common intent, a third party may
instead be held liable for losses caused to the
claimant to the extent the claimant can estab-
lish that the third party’s assistance violated
their duties or mandatory provisions of law. In
this instance, third-party liability is less certain
because there is no direct causation between
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the assistance and the losses of the victim. In
judicial practice, courts may decide liability at
their discretion based on the circumstances -
eg, the third party’s degree of fault and their role
during the fraud.

A party who assists or facilitates criminal fraud
may become a joint defendant to the crime if
there is common intent. Standalone criminal
penalties may apply where the party knowingly
harbours, transfers, acquires, sells on behalf
of others, or conceals by other means the pro-
ceeds or benefits derived from criminal fraud.

1.4 Limitation Periods

Civil Statute of Limitations

Under the Civil Code, the right to seek protec-
tion of civil rights from the court is subject to
a statute of limitations of three years from the
date on which the victims knew or should have
known that their rights had been infringed and
the identity of the perpetrator. The statute of limi-
tations can be suspended or renewed under cer-
tain statutory circumstances. However, courts
no longer provide remedies when the absolute
statute of limitation of 20 years has elapsed
from the date the rights were infringed, except
that there are special circumstances for which
the court grants an extension upon the victims’
application.

In addition to the statute of limitations, there
are special types of limitation periods for cer-
tain specific remedies. For example, a claim for
rescinding a contract or other civil act on the
basis of civil fraud must be brought within one
year from the date on which the victim is aware
or should have been aware of the fraud. Such
special limitation period is not allowed to be sus-
pended, renewed, or extended, and expires five
years after the civil act is committed, regardless
of whether the fraudulent act or the identity of
the fraudster was known to the victim.
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Criminal Prosecution Limitation Periods
Under the Criminal Law, a 15-year or 20-year
limitation period applies for serious offences in
relation to fraud whose maximum punishment is
fixed-term imprisonment of at least ten years to
life, which begins from the date of the commis-
sion of the offence. However, no limitation exists
where a suspect avoids a criminal investigation
after the case has been filed.

1.5 Proprietary Claims against Property
Proprietary Claims and Bona Fide
Acquisitions

Under Chinese law, generally a claimant can
make a proprietary claim to seek the recovery
of property misappropriated or induced by fraud
to transfer. Specific to the claims in litigation, a
claimant can plead to the court to affirm its own-
ership over the defrauded property and order the
defendant or the party in possession to return
the property. Where the defendant is an insol-
vent entity, the claimant may obtain the return of
the property in the possession of the defendant
through the bankruptcy administrator, according
to Article 38 of the Enterprise Bankruptcy Law of
the PRC (Enterprise Bankruptcy Law).

There is also an exception for proprietary claims,
which is called a “bona fide acquisition”. That is,
if the perpetrator has transferred the property to
a third party who has lawfully acquired the title of
such property by showing that certain statutory
conditions have been met. Under the Civil Code,
a bona fide acquisition must meet the following
conditions:

« the transfer of the property was in good faith;

« the transaction price was reasonable; and

* the property has been rightfully registered in
accordance with the provisions of the law or
is in physical possession of the third party.
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Recovery of Mixed Funds

Cash funds are generally regarded as a special
type of movable property; hence, the party who
possesses the cash funds is presumed to be
their owner. Proprietary claims cannot be made
over cash funds unless they are separate so as
to be specific or otherwise identifiable or distin-
guishable. Accordingly, if a claimant is defraud-
ed of cash funds or obtains a monetary award,
they are generally on par with other unsecured
creditors, regardless of whether they have been
mixed with the perpetrator’s other funds.

Investment Gains from Defrauded Property
Gains from defrauded property can generally
only be recovered together with proprietary
claims. If the fraudster invests the proceeds and
obtain gains as a result, the victim can only claim
an amount equal to their original loss and is not
allowed to claim the return of the full amount
of profits created as a result of the defrauded
property.

Proprietary Claims in Criminal Proceedings

In criminal proceedings, a criminal defendant
who illegally possesses or disposes of the vic-
tims’ property will be subject to forfeiture of the
property (if available) or ordered to compensate
the victims for their losses. In the latter case, the
defendant’s own lawful property can be subject
to forfeiture by the criminal investigation organs
and used to compensate the victims.

To the extent the victims are not fully compen-
sated during the criminal investigation proce-
dures, the court will order in the criminal judg-
ment that the defendant’s property be subject
to forfeiture and used to further compensate the
victims. In this case, the victims’ right to com-
pensation from the defendant will take priority
over the defendant’s unsecured creditors.
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1.6 Rules of Pre-action Conduct

There are no particular rules of pre-action con-
duct that apply in relation to fraud claims under
Chinese law.

As a practical matter, prospective claimants
often apply for pre-action preservation meas-
ures, such as to effect property, conduct, or
evidence preservation (see 1.7 Prevention of
Defendants Dissipating or Secreting Assets
and 2.2 Preserving Evidence).

1.7 Prevention of Defendants
Dissipating or Secreting Assets

Fraud claimants, similar to other civil claimants,
should observe and make use of preservation
measures to increase their chances of a mean-
ingful recovery.

According to the Civil Procedure Law of the PRC
(the Civil Procedure Law), where the conduct of
the defendant or other reasons may make it dif-
ficult to enforce a judgment or cause other harm
to the claimant, the court may, upon the appli-
cation of the claimant, rule to take preservation
measures after the filing of the litigation case
(ie, litigation preservation). Meanwhile, if there is
an urgent situation where the claimant’s lawful
rights and interest may otherwise sustain irrepa-
rable harm, the court may, upon application of
the claimant, rule to take preservation measures
before the filing of the litigation case (ie, pre-
litigation preservation).

Aside from the above, the application require-
ments are the same for litigation and pre-litiga-
tion preservation. For pre-litigation preservation,
the victim must file the related civil lawsuit within
30 days; failure to do so will result in the court
lifting the preservation measures. In judicial
practice, courts have discretion over the review
of “urgent situations”, and it is usually difficult
to obtain approval for pre-litigation preservation.
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Under the Civil Procedure Law, the preserva-
tion measures include property preservation,
conduct preservation and evidence preserva-
tion. For the purpose of preventing dissipating
or secreting assets, the claimant generally only
needs to apply for property preservation, which
is in rem. In theory, the claimant is entitled to
conduct preservation, which is in personam
and similar to a preliminary injunction. However,
since the fraudulent act is often instant rather
than continuous, generally property preserva-
tion is enough to prevent a defendant from dis-
sipating or secreting assets. Thus, courts often
reject applications for conduct preservation in
fraud cases.

Property Preservation

Applicants for property preservation should
provide the court with relevant clues about the
property owned by the intended defendant;
the court usually does not take the initiative
to inquire about asset information through the
court’s enforcement and control system or other
means. When the applicant applies for property
preservation, they are required to pay the prop-
erty preservation application fee to the court.
The application for property preservation is cal-
culated according to the amount of the victim’s
request for preservation, up to a maximum of
RMB5,000 per case.

In addition to the application fee, the court usu-
ally requires the applicant to provide a cross-
undertaking for the preservation order to reduce
the unjustified risk of loss to the intended defend-
ant. The undertaking can take the form of cash
deposit, real property mortgage, or a guaranty
letter from an insurance company or a qualified
guaranty company. For cash deposits, the cash
amount should be no less than 30% of the value
of the property to be preserved. For real property
mortgage or guaranty letter, the appraised value
of the real property or the guaranteed amount of
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the guaranty letter should be no less than 100%
of the value of the property to be preserved.

Property preservation measures remain in effect
for a period of one to three years depending on
the nature of the preserved property and can
be renewed until the completion of the enforce-
ment of final judgement. During this period, if the
defendant seeks to evade an asset preservation
order by dissipating or fraudulently transferring
the assets, the claimant may request the court
to impose a fine, detain the defendant, or even
pursue criminal liability. If the property preserva-
tion proves wrongful or erroneous and causes
losses to the defendant, the defendant may file
a claim against the applicant and/or guarantor
to obtain compensation.

Effect on Third Parties

When enforcing the ruling for property preserva-
tion, the court may seal, distrain, or freeze the
property registered under the name or in pos-
session of the defendant, as well as the property
registered under the name or in possession of
a third party, provided that the third party con-
firms in writing that the property belongs to the
defendant or the claimant submits reasonably
sufficient evidence to prove so.

Meanwhile, if a third party believes that they
rightfully own the preserved property or other-
wise involves their substantive rights, the third
party may submit a written objection to the
court, and the court will examine and decide
within 15 days to cease the enforcement or
reject the objection. If the objection is rejected
and the third party is not satisfied with the deci-
sion, it may file a lawsuit against the claimant
and request the court to overturn the property
preservation ruling. If the third party ultimately
obtains an effective judgment to overturn the
preservation ruling, the court will lift the preser-
vation measures accordingly.

Han Kun Law Offices

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets

A property disclosure order can only be made
by the court after the enforcement procedure
of judgment is initiated. No procedure exists in
civil actions which requires a defendant to give
disclosure of their assets pending a judgment.

Before or after the litigation is accepted, the
claimant can apply to the court for property
preservation (see 1.7 Prevention of Defend-
ants Dissipating or Secreting Assets), where
the claimant needs to investigate on their own
or entrust a lawyer to investigate certain public
asset information (such as equity interests or
shares in a company, intellectual property rights,
etc). The claimant usually cannot inquire about
real estate under the defendant’s name nor
access bank accounts in the defendant’s name
(see 7.2 Laws to Protect “Banking Secrecy”).

2.2 Preserving Evidence

Under Chinese law, there is no such duty for
the parties to preserve evidence. In this regard,
claimants may apply to the court for pre-litigation
or litigation evidence preservation in accordance
with Article 84 of the Civil Procedure Law. In cer-
tain circumstances, courts may order evidence
preservation at their own initiative.

Evidence preservation orders are imposed where
it is believed that important evidence might be
destroyed or lost or would be difficult to obtain
later. On a pre-litigation basis the claimant must
also show there is an “urgent situation” in need
of evidence preservation (see 1.7 Prevention of
Defendants Dissipating or Secreting Assets).
Claimants may apply for evidence preservation
to the court where the evidence is located, the
respondent is domiciled, or the court with juris-
diction over the case intended to be filed.
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In China, courts generally do not permit a party
to conduct a physical search of documents at
the defendant’s residence or place of business.

In judicial practice, when examining a claimant’s
application, the court will usually make its deci-
sion based on factors such as the connection
between the evidence to be preserved and the
facts to be proved, the necessity and feasibility
of evidence preservation, and so on. The court
is responsible for enforcing evidence preserva-
tion, and the court may employ methods such
as sealing, distraining, audio-video recording,
reproducing, appraising, and inquests to carry
out evidence preservation and make a record.

Before ruling to take evidence preservation
measures, the court may at its discretion request
the applicant to provide a cross-undertaking for
losses that the intended defendant or third par-
ty may incur due to such preservation. Under
normal circumstances, the court will not require
the undertaking as evidence preservation is the
preserving of specific evidentiary materials for
later use, which will not harm property interests.
If required, the court will determine the method
or amount of undertaking on the basis of factors
such as the impact of the preservation measures
on the holder of the evidence, the value of the
evidence to be preserved, and the amount of the
subject matter in dispute.

In addition to evidence preservation carried
out by the court, the claimant may on its own
preserve evidence through various means - eg,
engaging a notary public house to notarise the
process of evidence gathering conducted by the
claimant or its attorneys.

2.3 Obtaining Disclosure of Documents
and Evidence from Third Parties
Third-Party Disclosure in Civil Proceedings

In civil proceedings, a claimant may request any
third party to disclose documents and evidence,
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but there are no mandatory procedures for the
claimant to compel third parties to do so. If there
is any important evidence that the parties cannot
collect on their own, they may apply to the court
to investigate and collect such evidence from
third parties, who are required to co-operate
with the investigation and provide the requested
documents, evidence, or information.

The court has discretion to decide whether to
act as requested and may, at its own discretion,
question a third party who knows the facts of
the case and create an investigation record. The
record will then be subject to cross-examination
by the claimant and the defendant.

Some provincial level higher courts have issued
guidelines for attorney investigation orders.
Attorneys to either party to the proceeding
may apply for an investigation order, which, if
granted, allows the attorney to collect requested
evidence from a third party (usually file materi-
als, rights certificates, bank account information,
transaction documents, third parties’ explana-
tions of the facts related to the case, etc). The
guidelines generally provide that the parties
must keep confidential any confidential infor-
mation or commercial secrets obtained through
the investigation order and must not disclose the
same to anyone else for any other purpose.

Generally, the court will not assist the claimant
to obtain evidence from third parties before the
commencement of civil proceedings. However,
if the claimant is unable to accurately identify
the defendant and has difficulty filing a case, the
claimant may apply to the court for an investiga-
tion order for access to the defendant’s identity
information from a third party.

Third-Party Disclosure in Criminal
Proceedings

In criminal proceedings, public security organs
may, in the course of an investigation, obtain
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such information from the holder of the infor-
mation related to the criminal act, and may also
question a third party who knows the facts of the
criminal offence. The investigation procedures of
the public security organs are confidential and
the victim is usually not provided with the infor-
mation obtained during the investigation.

However, the case file materials are handed
over to the procuratorate after completion of
the investigation procedures, and the victim can
apply to the procuratorate to read the case file
and obtain a copy of the case file materials.

2.4 Procedural Orders

Courts can grant preservation orders over the
property, conduct, or evidence of the intended
defendant or a third party. These orders may be
issued without the need to notify the defend-
ant or hold an ex parte hearing in advance. The
intended party should be served with the order
after it is issued. In practice, courts generally do
not serve the intended party until the ruling has
been enforced to ensure the intended party does
not obstruct enforcement.

When the court decides to grant the orders,
except for the undertaking that the claimant may
be required to provide, there will be no additional
burden on the claimant, nor does it need to com-
pensate the defendant for not being present.

2.5 Criminal Redress

In China, the Supreme People’s Procuratorate
and its local counterparts are responsible for
prosecuting criminal cases. Generally, the vic-
tims of fraud cannot themselves commence
a criminal proceeding and can only report the
suspected fraud to the local counterparts of the
Ministry of Public Security, which is responsi-
ble for ordinary criminal investigations. In fraud
cases, the criminal process is almost always
the first choice for victims due to the reasons
addressed in the following paragraphs, while the
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threshold for instituting a criminal proceeding is
much higher than for a civil proceeding, unless
there are large scale victims involved.

Advantages of Criminal Redress

Victims tend to seek redress through the criminal
process based on the following three considera-
tions.

» Public security organs have the authority to
trace, seal, distrain, and freeze the defrauded
assets regardless of whether they are in the
name or possession of the fraudster or a third
party, and can normally return the assets to
the victims during the criminal investigation
stage.

The law stipulates that courts are likely to
mitigate punishment if the defendant reaches
a settlement with the victims and voluntar-

ily returns the assets. In practice, in order

to obtain a more lenient punishment, the
defendant will take the initiative to find ways
to raise funds to repay the victims.
Compared to the criminal investigation and
assets returning process, civil proceedings
are time-consuming and cost-consuming and
may even result in no recovery due to a lack
of effective means to trace and enforce the
defrauded assets that the fraudster usually
dissipated and secreted after the fraud is
revealed.

Interplay between Civil and Criminal Redress

Once a criminal proceeding commences, charg-
es against the defendant will not be vacated even
if the defendant fully compensates the victims.
Accordingly, parallel proceedings may occur if
the public security organ has instituted criminal
proceedings. Under Chinese law, criminal pro-
ceedings take precedent over civil proceedings,
provided that the parallel proceedings are based
on substantially the same facts. Accordingly,
courts will refuse to accept a civil case based
on the same legal facts after a criminal proceed-
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ing has been instituted against the defendant.
Courts are also expected to dismiss civil cases
that have been accepted and transfer the case
materials to the relevant criminal investigation
organ.

Moreover, after the defendant is criminally
charged, it will generally become insolvent,
and the assets recovered by the judicial organs
must also be distributed proportionally among
all victims. This may lead to the victims not being
compensated in full. For this reason, victims may
prefer to pursue a civil cause of action if they are
able to discover and preserve the assets of the
defendant or if the defendant is willing to raise
funds to compensate the victim for their losses.

2.6 Judgment without Trial

In civil proceedings, the court must serve each
party a notice for the coming trial and must hold
at least one full trial for each case before render-
ing a judgment. However, where a defendant,
after duly served with a notice, fails to appear
in court or quits during the trial, the court may
at its discretion enter a default judgment. There
is no procedure for the claimant to move for a
summary or default judgment in any event, even
if the defendant fails to appear in court or answer
the complaint or makes a wholly unmeritorious
defence.

Where the defendant fails to appear in court, the
trial shall proceed as normal, and the court has
the authority to clarify all the key facts alleged
by the claimant to mitigate the risk that a third-
party’s interest will be harmed by the judgment.

2.7 Rules for Pleading Fraud

Civil Fraud Claims

Chinese courts implement a case registration
system for civil litigation, and the court will gen-
erally file and accept the pleading as long as
the following statutory requirements are met:
identity information of the defendant; specific
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claims; specific factual basis and reasons; and
the court has jurisdiction over the case. Although
there are no special rules or professional con-
duct considerations or heightened standards
for pleading fraud in China, the “specific fac-
tual basis and reasons” requirement itself grants
discretion to the court in examining pleading
materials and deciding whether to accept and
file the case. Given this, it is possible that the
court may require the claimant to provide more
cogent evidence than other types of claims with
a view to precluding unwarranted allegations of
fraud being made.

Criminal Fraud Claims

If the victim makes a criminal report to the public
security organs, it is usually necessary to provide
prima facie evidentiary materials on the crime of
fraud. There are no particular provisions requir-
ing a victim to provide evidence in the case of
fraud. Where, in the course of filing and review-
ing a case, public security organs discover that
the facts of the case or the criminal clues pro-
vided by the victim are unclear, they may employ
measures such as questioning, inquiry, inquest,
appraisal, and collection of evidentiary materi-
als that do not restrict the personal or property
rights of the suspects.

Where, after review, the public security organs
find that there are criminal facts and it is nec-
essary to pursue criminal liability, the case may
be officially accepted. However, due to lack of
detailed guidelines on the criteria for filing a
criminal case, the public security organs have
broad discretion on whether to accept the case,
and the threshold to commence a criminal inves-
tigation is usually high.

Notably, the public security organs will explain
to the victim the legal consequences of mak-
ing false accusations. However, as long as the
facts are not fabricated or falsified, even if the
facts reported by the victim are discrepancies or
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even erroneous accusations, the victim will usu-
ally not be held legally liable for making accusa-
tions against an alleged perpetrator.

2.8 Claims against “Unknown”
Fraudsters

According to the Civil Procedure Law, one of
the requisites for the court to accept a civil case
is that the defendant must be specifically iden-
tifiable. Therefore, civil fraud claimants must
provide the court with the defendant’s identity;
otherwise, the court will not accept the case. To
remedy this, victims may:

+ apply to the court for a pre-litigation inves-
tigation order through an attorney and ask
the attorney to investigate the identity of the
perpetrator from a third party; or

* request to examine the related case file mate-
rials prepared by the public security organ
and procuratorate to learn the identity of the
perpetrator (see 2.3 Obtaining Disclosure of
Documents and Evidence from Third Par-
ties).

By contrast, in the criminal context, public
security organs do not require victims of fraud
to provide accurate identity information about
“unknown” fraudsters when they accept a report
of fraud. After accepting the case, the public
security organ may independently investigate
and ascertain the identity of the perpetrator at
the case filing and review stage and prepare a
criminal investigation report. A case will be filed
if criminality is discovered and it is deemed nec-
essary to pursue criminal charges against the
perpetrator.

2.9 Compelling Witnesses to Give
Evidence

Civil Proceedings

In civil proceedings, all persons with knowledge
of the circumstances of the case are legally
obligated to appear in court to testify. However,
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in practice, the claimant must usually contact
the witness on their own and apply to the court
for the witness to testify in court. Only in a few
special circumstances will the court subpoena
a witness to appear in court and testify, such as
if the parties are suspected to have maliciously
colluded to harm the legitimate rights and inter-
ests of others.

Chinese law does not impose penalties on wit-
nesses who refuse to testify in civil proceedings.
However, if a witness falsifies or destroys impor-
tant evidence, or otherwise obstructs investiga-
tion and evidence collection activities, the court
may impose a fine, detain the witness, or pursue
criminal liability, depending upon the serious-
ness of the circumstances.

Where a parallel criminal proceeding exists, the
victim may apply to the procuratorate during the
review and prosecution stage to consult and
copy the investigation case file materials and
obtain a transcript of the public security organ’s
questioning of the witness for submission to the
court as evidence to prove the facts claimed by
the victim.

Criminal Proceedings

In the criminal context, all persons with knowl-
edge of the circumstances of the case are legally
obligated to co-operate with the investigation.
In practice, public security organs may ques-
tion persons who know the circumstances of
the case, require them to truthfully provide evi-
dence and make records of witness testimony.
A transcript of a witness’s testimony may serve
as evidence in a criminal case.

In a criminal proceeding, the court is entitled
to compel witness testimony under special cir-
cumstances. For example, if the court deems
the witness’s testimony necessary because the
procurator, the parties, or the defender objects
to the witness’s testimony and the testimony has
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a major impact on the conviction and sentencing
of the case. If a withess does not appear in court
to testify without a legitimate reason, the court
may compel them to appear in court, except
where the witness is the defendant’s spouse,
parent, or child.

Furthermore, if a witness refuses to appear in
court without justifiable reasons or refuses to
testify after appearing in court, the court may
sanction or detain them depending on the seri-
ousness of the offence. Where a witness is dis-
satisfied with the detention decision, they may
apply for reconsideration to the superior-level
court for reconsideration, but enforcement is not
suspended during the period of reconsideration.

3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

Civil Liability

Under Chinese law, a legal person or non-legal
person organisation, including limited liability
company or other corporate entity (“employer”),
is liable for the actions taken by its employees,
including its directors or officers, provided that
the actions occur within their responsibility and
authority and are carried out in the name of the
employer. That is, if an employee commits fraud
while performing duties for its employer, the
employer may be vicariously liable to the vic-
tims of the fraud.

The following factors are generally considered

to determine whether an employer can be found
vicariously liable:
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« whether the time and place where the fraud
occurred belonged to the working hours and
the place of work;

« whether the subjective intention of the fraudu-
lent act was all or at least partially related to
the performance of the employee’s duties;
and

» whether the employee’s acts were for the
benefit of the employer.

Criminal Liability

The Criminal Law provides for the concept of
unit crimes. “Units” under the Criminal Law
include not only companies, enterprises, and
other types of legal persons with independent
legal personality, but also some other organisa-
tions such as branches or internal departments
of units. To determine whether an employee’s
acts constitute criminal fraud committed by the
unit, the following conditions generally need to
be met:

« the employee’s fraudulent act can represent
the intent of the unit;

+ the employee commits the fraudulent act in
the name of the unit; and

« the profit from the fraudulent act belongs to
the unit.

For crimes committed by units, the unit is gen-
erally fined and the directly responsible super-
visors and other directly responsible personnel
may be subject to criminal punishment.

3.2 Claims against Ultimate Beneficial
Owners

In some cases, a perpetrator may seek to evade
liability for fraud by abusing the independent
legal personality of a corporation. Specifically,
a perpetrator may be a shareholder of a corpo-
ration who uses the corporate form to commit
fraud and then takes advantage of the limited
liability afforded to them.
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To combat such abuse, the Company Law rec-
ognises the principle of “piercing the corporate
veil”, which allows a court to hold a shareholder
jointly liable for the obligations of the corpora-
tion.

To invoke this principle, the claimant must show
that the shareholder had abused the company’s
independent legal person status and the limited
liability of the shareholders to evade debts and
seriously harm the interests of the company’s
creditors. The key fact to be proven is that the
shareholder did not treat the corporation as
an independent entity. For example, the staff,
assets, and business of the company have been
commingled with those of the shareholder.

It is difficult in practice to successfully argue a
pierce-the-corporate-veil claim, except in the
context of a one-person corporation where the
sole shareholder, rather than the victim, has the
burden to prove that the corporation’s assets are
independent of their personal assets.

In addition to “piercing the corporate veil”, as
discussed above, there are some other areas
where fraud victims can bring claims against
those who stand behind companies when the
company has been used as the vehicle for fraud.
For instance, where a securities issuer violates
provisions on information disclosure by making
false records, misleading statements, or material
omissions in the disclosed information, causing
investors to suffer losses in securities transac-
tions, the Securities Law provides that the con-
trolling shareholder and/or actual controller of
the issuer will be jointly and severally liable with
the issuer for the losses caused to the investors,
unless they can prove that they are not at fault.

3.3 Shareholders’ Claims against
Fraudulent Directors

Under the Company Law, shareholders have the
right to bring derivative actions on behalf of their
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company against fraudulent directors. Causes of
action against fraudulent directors include where
the directors cause harm to the company while
undertaking their duties in violation of any law,
regulation, or the company’s by-laws. Certain
rules exist as to shareholder eligibility, com-
mencing the action, and recovery and costs.

Shareholder Eligibility

To initiate a derivative action, the shareholders of
a company limited by shares (joint stock compa-
ny) to the action must have held, individually or
collectively, at least 1% of the company’s shares
for at least 180 consecutive days prior to the
action. Shareholders of a limited liability compa-
ny are not subject to any eligibility requirements
for derivative actions.

Commencing the Action

The shareholders to the action should make a
request in writing to the company’s supervisor or
board of supervisors. Shareholders themselves
can initiate the action on behalf of the company
under certain circumstances. This includes exi-
gent circumstances and where the company’s
supervisor or board of supervisors refuses to ini-
tiate the action or fails to do so within 30 days of
receiving the shareholders’ request.

Recovery and Costs

Recovery obtained in a derivative action belongs
to the company. Thus, for example, recovery in
the action might involve the fraudulent director
disgorging illegal gains and transferring those
gains to the company.

The company is required to reimburse the share-
holders for litigation costs to the extent they are
reasonable. For more information on shareholder
derivative actions in China and related matters,
see our contribution to Shareholders’ Rights &
Shareholder Activism 2021.
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4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

In civil cases, the court must analyse whether it
is competent to join as a defendant an overseas
party who is not domiciled in China. This analy-
sis considers the nature of the claims and the
circumstances over which the court has jurisdic-
tion, including:

« for contract fraud claims against an overseas
party, the place where the contract was con-
cluded or performed within China;

- for a tort fraud claims against an overseas
party, the tort occurred within China;

« the property in dispute is located in China;
and

* the overseas party has assets within China.

To exercise jurisdiction over overseas parties,
the court must make sure that they are properly
served. Chinese courts may use electronic ser-
vice (by fax, email, etc) to serve overseas parties
not domiciled in China, if the laws of the coun-
try or region where they are domiciled allow for
electronic service. In addition, Chinese courts
may also serve judicial documents through
other channels, such as mutual legal assistance
agreements, Hague conventions of service, dip-
lomatic channels, and postal service (such as
those permitted by the state where the person
to be served).

Chinese courts have jurisdiction over overseas
parties who commit criminal fraud within China
in accordance with the principle of territoriality,
according to the Criminal Law. Where an over-
seas party commits a crime against China or its
citizens outside the territory of China, and the
minimum sentence under the Criminal Law is
fixed-term imprisonment of not less than three
years, the Criminal Law applies extraterritorially
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to such party except where the party’s act does
not violate local law in the place where the act
was committed.

5. ENFORCEMENT

5.1 Methods of Enforcement

Under Chinese law, after the judgment takes
effect, the successful fraud claimant becomes a
judgment creditor, and the defendant becomes
a judgment debtor. Where the defendant fails to
pay off the debt under the judgment within the
time limit designated by the judgment, the claim-
ant can apply to the court to initiate enforcement
proceedings against the defendant.

Initiating the Enforcement Procedure

A successful fraud claimant who receives a judg-
ment or arbitral award against a defendant may
apply to the Chinese court with jurisdiction to ini-
tiate the enforcement procedure directly, provid-
ed that the judgment or arbitral award is made
by a Chinese court or arbitration institution.

Where a judgment or arbitration award is made
by a foreign court or arbitration institution, the
creditor will first apply to the Chinese court with
jurisdiction for recognition of such judgment or
award, and the recognition will be handled in
accordance with an international treaty con-
cluded or acceded to by China and the country
or region where the court or arbitral institution
is located (eg, the New York Convention) or in
accordance with the principle of reciprocity.
After the judgment or award is recognised by
the Chinese court, the enforcement procedure
can be initiated.

Property Disclosure for Enforcement

In the course of enforcement, the applicant
should provide clues as to the assets of the
judgment debtor. The court will conduct an
investigation through the online enforcement



LAW AND PRACTICE CHINA

Contributed by: Ronghua (Andy) Liao, John D. Fitzpatrick, Yanhui (Candice) Li and Junxin (Sam) Ye,

inspection and control system and, where the
case requires an investigation, it will conduct an
investigation through other means and at the
same time employ other investigation methods.
Where the judgment debtor does not perform
the obligations set forth in effective legal docu-
ments, the applicant may also request the court
to publish a reward announcement to find assets
available for enforcement.

During the enforcement procedures, the court
will serve the judgment debtor with an order to
disclose their assets and the debtor must truth-
fully disclose details of their assets to the court.
Where the judgment debtor refuses to disclose,
falsely discloses, or delays in disclosing without
legitimate reasons, the court may sanction the
judgment debtor or their legal representative,
depending on the seriousness of the offence.
Sanctions include adding the judgment debtor’s
name to a list of “dishonest judgment debtors”
and, in serious circumstances, subjecting the
judgment debtor to criminal liability.

Asset Control and Disposal

During enforcement, the court has the right to
seal, distrain, or freeze the assets of the judg-
ment debtor, including movable property in the
possession or real property/specific movable
property registered in the name of the judgment
debtor, as well as any property in the posses-
sion or registered in the name of a third party
provided that the third party confirms in writing
that the assets belong to the judgment debtor.

Once the judgment debtor’s assets have been
sealed, distrained, or frozen, the court may dis-
pose of them by auction, public sale, or ruling
to pay off a debt in kind, and transfer the money
obtained from enforcement to the applicant in
satisfaction of the judgment or award.
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Sanctions for Failure to Satisfy a Judgment

In general

Where a judgment debtor does not satisfy their
obligations as set forth in a judgment or award,
the court may:

» make a record in the credit reporting system,
and publicise the debtor’s non-performance
of their obligations through the media;

« take other statutory punitive measures; and

* name the debtor in the “list of dishonest judg-
ment debtors”, which is used to inform oth-
ers, including credit-reporting agencies, that
the judgment debtor has not fully performed
their obligations.

Consumption restrictions

The applicant may request the court to impose
consumption restrictions on the judgment debt-
or once they are named in the “list of dishonest
judgment debtors”.

Consumption restrictions for natural persons
include prohibitions on air and high-speed rail
travel, luxury hotel accommodation, leasing of
high-end office space, vacation travel, arranging
for children to attend expensive private schools,
and other luxuries that are not considered nec-
essary for life and work.

Consumption restrictions imposed on legal per-
sons may also be imposed on their legal repre-
sentative, principal responsible person, persons
directly responsible for enabling satisfaction of
the debt, and actual controller.

Restrictions on exiting mainland China

Judgment debtors who fail to satisfy a judg-
ment or award may be prohibited from exiting
mainland China. Upon the applicant’s request,
the court may determine it necessary to impose
an exit ban and notify relevant administrative
authorities to assist in enforcing the ban.
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Detention, fines and criminal liability
Judgment debtors who refuse to satisfy a judg-
ment, ruling, or obstruct the court’s enforcement
may be subject to a fine, detention, or even crim-
inal liability, depending on the specific conduct
and the corresponding circumstances provided
for by law.

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

In China, no one can be compelled to give tes-
timony that would incriminate themselves in
criminal proceedings. In contrast to other juris-
dictions, the right to remain silent is not express-
ly provided for in Chinese law, neither are the
judicial authorities obligated to remind suspects
of their right to remain silent before taking legal
actions against such suspects. However, it is
clear that the accused may not be found guilty
and sentenced only based on their oral testimo-
ny without supporting evidence.

By contrast, in civil proceedings, if one party
expressly admits unfavourable facts during court
hearings or in written materials such as com-
plaints, the other party does not need to adduce
evidence to prove these facts, and the court can
usually use this as the factual basis for the judg-
ment.

In accordance with the rules of evidence in the
Civil Procedure Law, where a court requests a
party to submit relevant evidence and it refus-
es to do so, submits false evidence, destroys
evidence, or commits other acts that make the
evidence unusable without a legitimate reason,
the court may presume that the other party’s rel-
evant factual assertions have been established.
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6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

Chinese law does not provide a general privi-
lege over communications that can be exempt-
ed from disclosure. Judicial and administrative
authorities, particularly public security organs in
criminal procedures, are granted broad authority
to inquire and collect evidence. Despite this, in
criminal proceedings, counsel is required to keep
their client’s information confidential, except for
information related to certain specific criminal
offences, including endangering national secu-
rity, public security and personal safety.

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

Under Chinese law, the remedies for fraud
claims are generally limited to the claimant’s
losses, which may include reasonably expected
profits. In general, courts will not award punitive
or exemplary damages in cases of fraud, except
where the claim may relate to intellectual prop-
erty infringement.

7.2 Laws to Protect “Banking Secrecy”

There are no special laws in China to protect
communications between banks and their cli-
ents from disclosure. The general rule under
the Law of the PRC on Commercial Banks is
that commercial banks must keep strictly confi-
dential their customers’ bank account informa-
tion and have the right to refuse inquiries from
third parties regarding bank account details and
requests to freeze or withhold funds, unless
otherwise provided for by laws and regulations.
However, under Chinese law, judicial authorities
are granted broad authority to make such inquir-
ies with commercial banks as well as other finan-
cial institutions and to collect evidence. Com-
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mercial banks will generally comply with a court
order on such matters.

Courts may use the online enforcement inspec-
tion and control system to search the banking
information of the defendant, as mentioned in
5.1 Methods of Enforcement. However, dur-
ing fraud-related civil proceedings, it is gener-
ally hard for the claimant to obtain the courts’
approval to inquire into the bank accounts of
the defendant.

7.3 Crypto-assets

China has implemented regulations that strictly
regulate crypto-assets. As a consequence, Chi-
nese courts often invalidate crypto-asset related
trading and investment arrangements.

Chinese law remains silent as to the nature of
crypto-assets. To date, no legal provisions have
been issued regarding the protection of cryp-
to-assets. This means crypto-assets are not
considered statutory property, as Chinese law
adopts the numerus clausus principle (ie, the
categories and content of the real rights are pro-
vided by law). Thus, in Chinese judicial practice,
“stealing” cryptocurrency has been held as con-
stituting the crime of illegally obtaining data from
computer information systems, but not theft.
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If an enforcement applicant can provide clear
clues as to the location of crypto-assets, it is
theoretically possible for a court in China to
grant an asset preservation order against such
crypto-assets and to enforce the order. Due to
China’s heavy restrictions on crypto-assets-
related activities, however, there is currently no
crypto-asset trading platform domiciled within
the jurisdiction of Chinese courts. Because of
this, it is very difficult for courts to effectively
control crypto-assets. Unsurprisingly, no public
records exist in which a party has successfully
preserved crypto-assets in a civil proceeding.

Regarding fraud involving crypto-assets, since
Chinese laws do not recognise crypto-assets
as statutory property, fraud related to crypto-
assets will not be treated as civil fraud unless
it also involves fiat currency or other property.
In related criminal proceedings, public security
organs also do not invest as much administra-
tive resources in recovering crypto-assets as in
recovering other assets.

For a more detailed discussion of crypto-asset
regulations and judicial practice in China, see
our adjacent article: International Fraud & Asset
Tracing 2022, Trends & Developments, China.
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Han Kun Law Offices is a leading full-service
law firm in China with more than 700 profes-
sionals located in five offices in Beijing, Shang-
hai, Shenzhen, Haikou and Hong Kong. The
firm’s main practice areas include dispute reso-
lution, private equity, mergers and acquisitions,
international and domestic capital markets, in-
vestment funds, asset management, antitrust/
competition, banking and finance, aviation fi-
nance, foreign direct investment, compliance,
private client/wealth management and intel-
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Introduction

China has implemented regulations that strictly
regulate virtual currencies, which include crypto-
currencies. These regulations are observable in
the nation’s courts, which tend to take a negative
view of cryptocurrencies and related business
activities. This has contributed to making cryp-
tocurrency asset tracing in judicial proceedings
an exceedingly difficult task.

Summary of China’s Evolving Regulatory
Restrictions on Cryptocurrencies

On 3 December 2013, multiple central govern-
mental authorities issued the Notice on Preven-
tion of Bitcoin Risks (the 2013 Notice), which
stated that Bitcoin should be considered a virtual
commodity rather than legitimate currency and
should not be circulated in the market as legal
tender.

On 4 September 2017, multiple central govern-
mental authorities issued the Announcement
on Prevention of Token Fundraising Risks (the
2017 Announcement), which reiterated that vir-
tual currencies are not legitimate currency and
further stated that:

« all fundraising activities through token issu-
ances must stop immediately;

* no token trading platforms may engage in
exchanges between any fiat currency and
tokens or virtual currencies, trade or trade
as central counterparties tokens or virtual
currencies, or provide pricing, information
agency, or other services for tokens or virtual
currencies; and

« financial institutions and non-banking pay-
ment institutions must not provide products
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or services such as account opening, regis-
tration, trading, clearing, and settlement for
token fundraising or virtual currencies, and
must not underwrite insurance associated
with tokens or virtual currencies.

On 18 May 2021, multiple central governmental
authorities issued the Announcement on Pre-
vention of Risks of Virtual Currency Trading and
Speculation (the 2021 Announcement), which
reiterated most of the positions of the 2017
Announcement, and (i) further stated that mem-
bers of an internet platform enterprise must not
provide online business premises, commercial
display, marketing publicity, paid flow diversion
and other services for business activities relat-
ing to virtual currencies, and (ii) warned that, in
Chinese judicial practice, virtual currency trad-
ing contracts are not protected by law and the
consequences of and losses arising from such
investment transactions will be borne by the par-
ties concerned themselves.

On 15 September 2021, multiple central govern-
mental authorities issued the Notice on Further
Preventing and Resolving the Risks of Virtual
Currency Trading and Speculation (the 2021
Notice), which reiterated previous positions on
cryptocurrencies and further stated that:

* business activities relating to virtual curren-
cies are illegal financial activities;

* the provision of services by offshore virtual
currency exchanges to domestic residents via
the internet is also considered to be an illegal
financial activity; and

- civil acts taken to invest in virtual currencies
and related derivatives are null and void when
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found to be in breach of public order and
good morals, and the losses arising therefrom
are borne by the parties concerned them-
selves.

On 3 September 2021, multiple central govern-
mental authorities issued the Notice on Address-
ing Virtual Currency “Mining” Activities (the Min-
ing Notice), which explicitly forbids new virtual
currency mining projects and subjects exist-
ing virtual currency mining projects to severe
restrictions, including requiring existing projects
to close before a designated time limit. On 27
December 2021, China revised the Catalogue
for Guiding Industry Restructuring (2019 Version)
and listed virtual currency mining as an industry
to be eliminated.

Chinese Judicial Views on Cryptocurrencies
and Related Business Activities

Chinese law does not recognise
cryptocurrencies as statutory property
Chinese law remains silent as to the nature of
cryptocurrencies. Article 127 of the Civil Code
of the PRC provides that “[w]here there are
laws particularly providing for the protection of
data and online virtual assets, such provisions
shall be followed”, However, so far, there are no
legal provisions issued regarding the protection
of online virtual assets. This omission means
denial of property rights to cryptocurrencies for
the moment, given that Chinese law adopts the
numerus clausus principle. That is to say, cryp-
tocurrencies and other virtual assets are not rec-
ognised as “property” under Chinese law. Thus,
in Chinese judicial practice, “stealing” cryptocur-
rency constitutes the crime of illegally obtaining
data from computer information systems, but
not theft.

Evolution of the regulatory departments’
stringent position on cryptocurrencies

has led Chinese courts to render negative
judgments on cryptocurrencies and related
business activities

In general, under Chinese law, violating national-
level departmental rules (such as the notices and
announcements summarised above) does not
result in the invalidation of civil acts. However, a
legal basis exists for Chinese courts to invalidate
civil acts that are determined to be in violation of
departmental rules that pertain to financial secu-
rity, market order, national macro-policies, public
order and good morals.

Chinese courts generally agree that departmen-
tal rules concerning cryptocurrencies involve
the socioeconomic order and national macro-
policies, and violation of such rules is contrary
to public order and good morals. Thus, as Chi-
nese regulators have taken a more adverse posi-
tion on cryptocurrencies, so too have Chinese
courts become increasingly inclined to rule as
void cryptocurrency-related business activities
which are found in violation of relevant depart-
mental rules.

Uncertainty exists for claims for the return of
cryptocurrency

Chinese courts generally hold that merely pos-
sessing cryptocurrency does not violate Chinese
law. In many cases, Chinese courts have sup-
ported claims for the return of cryptocurrency
based on unlawful infringement of such posses-
sion.

Many Chinese courts have supported plaintiffs’
claims for the return of disputed cryptocurrency
in cases of robbery, stealing, misappropriation,
or wrongful payment of cryptocurrency, and
even in instances of cryptocurrency lending or
escrow; however, this position is by no means
certain. While still uncommon, Chinese courts
have become more inclined to deny plaintiffs’
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claims for the return of cryptocurrency, particu-
larly as regulatory positions toward cryptocur-
rency tighten.

For example, last year in a Bitcoin lending dis-
pute case, the Jiangsu Changzhou Intermedi-
ate People’s Court, citing the 2013 Notice and
the 2017 Announcement, held that claims for
the return of the disputed Bitcoin were not justi-
ciable; in another Bitcoin lending dispute case,
a local court dismissed the plaintiff’s claim for
return of the disputed Bitcoin based on violation
of the 2013 Notice.

While the courts in these cases did not explicitly
cite the latest departmental rules, for various rea-
sons, it is likely that the courts’ positions in these
cases were influenced by the latest changes in
the position of Chinese regulatory departments.

Contracts for cryptocurrency trading or
investment are often found unenforceable

In cases of trading or investing in cryptocurren-
cies, Chinese courts diverge on the enforceabil-
ity of the underlying contracts. For example, the
Beijing Higher People’s Court held in a recent
case that the underlying trading contract for the
cryptocurrency Tripio was valid and enforceable
because, unlike fundraising activities through
token issuances, trading virtual currency as a
commodity does not violate mandatory provi-
sions of Chinese law.

However, it is more common for Chinese courts
to invalidate cryptocurrency trading or invest-
ment contracts which do not directly involve fun-
draising activities through token issuances. The
typical reasoning for these holdings is that the
disputed transaction disturbs the socioeconom-
ic order and is therefore contrary to public order
and good morals, which is one of the statutory
bases for invalidating civil acts.
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Notably, after the Mining Notice was promul-
gated in September 2021, there have been con-
sistent court judgments which found existing
mining contracts void (even if reached before
September 2021). It is likely that Chinese courts
in future cases will continue to invalidate such
mining contracts.

In general, Chinese courts do not support
claims involving conversions between
cryptocurrencies and fiat currencies

In Chinese legal proceedings, a claim for fiat
currency is generally more favourable than a
claim for cryptocurrency, as the former is easier
to enforce. However, Chinese policy expressly
prohibits exchange services between fiat cur-
rency and cryptocurrency, as mentioned above.
Thus, Chinese courts generally do not support
the conversion of claims for cryptocurrency into
claims for fiat currency.

In a widely discussed arbitration case, the Shen-
zhen Court of International Arbitration ordered
the respondent to pay the applicant a certain
amount of money, which was the estimated value
of undelivered cryptocurrency as determined by
the tribunal based on prices quoted on okcoin.
com, an offshore cryptocurrency trading plat-
form. This award, however, was later annulled
by the court for the following reasons.

+ Chinese policy forbids exchanges between
cryptocurrency and fiat currency and for-
bids cryptocurrency pricing and information
agency services.

« The award discretionally ordered payment of
the US dollar (USD) equivalent of the disputed
cryptocurrency and further ordered conver-
sion of the USD amount into RMB. This was
considered a disguised exchange between
cryptocurrency and fiat currency that violates
Chinese policy and is therefore contrary to
social public interests.
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Notably, while the ruling to annul the award was
entered by a local court, it reflects the position
of the Supreme People’s Court. This is because,
according to Chinese law, local courts must
obtain approval from the Supreme People’s
Court before they may issue such annulment
rulings.

A small exception exists as to the above rule:
private agreements for conversions between fiat
and virtual currencies. If the parties have agreed
on a conversion price for exchange between
the disputed cryptocurrency and fiat currency,
then, if the plaintiff properly so claims, a Chi-
nese court may directly order payment of the
relevant amount of fiat currency for undelivered
cryptocurrency.

In another widely discussed case, the Shanghai
First Intermediate People’s Court, based on the
agreed conversion price reached by the plain-
tiffs and the defendants during the trial, ordered
the defendants to pay the plaintiffs a specified
amount for each unreturned Bitcoin.

Uncertain legal consequences following the
invalidation of cryptocurrency contracts
Normally, after a contract is ruled void, the origi-
nal owner of the property underlying the contract
is entitled to its return or to be compensated
based on the property’s appraisal value. How-
ever, courts in many cryptocurrency trading and
investment cases have refused claimant requests
for the return of the underlying cryptocurrency or
its appraisal value as compensation, holding that
the claimants cannot hold protectable rights to
cryptocurrency. In other cases, courts have cho-
sen to allocate losses from the dispute between
the parties based on each party’s degree of fault.

Tracing of Cryptocurrency in Preservation

and Enforcement Proceedings

Tracing of cryptocurrency in property
preservation proceedings

China has shut down all third-party cryptocur-
rency trading platforms. Currently, no such cryp-
tocurrency trading platforms are domiciled with-
in the jurisdiction of Chinese courts. Because
of this, it is very difficult for Chinese courts to
trace and control cryptocurrency assets. Trac-
ing methods available to courts in property pres-
ervation proceedings are also limited. It is thus
unsurprising that no public records can be found
in which a party has successfully preserved
cryptocurrency assets in a civil proceeding.

Tracing cryptocurrencies in enforcement
proceedings

As discussed above, Chinese courts have
almost never preserved cryptocurrency assets
in advance of entering a judgment. Relatedly,
Chinese courts, even at the enforcement stage,
have limited means to trace cryptocurrency
assets possessed by judgment debtors. Normal-
ly, courts may try to push a judgment debtor to
voluntarily surrender their cryptocurrency assets
by warning of potential judicial sanctions and/or
criminal liabilities, such as the crime of refusing
to perform an effective judgment or ruling. How-
ever, oftentimes, this approach does not vyield
favourable results.

Because of the above, most court judgments
involving the return of cryptocurrency are ulti-
mately unenforced. In many cases, the court
cannot trace the cryptocurrency owned by the
judgment debtor and is forced to terminate the
enforcement process after it issues a consump-
tion restriction order against the judgment debt-
or and adds their name to the list of dishonest
judgment debtors.

Despite this, upon application and with prelimi-
nary leads, a court may decide at its discretion
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to take the following actions to trace cryptocur-
rency assets.

« Tracing carriers of private cryptocurrency
asset keys through a search of domiciles,
offices, or other premises related to the judg-
ment debtor.

- If private cryptocurrency asset keys are kept
by a third-party trading platform, the court
may issue a notice of assistance to the third-
party platform, requesting the platform to
freeze the wallet (and thus the cryptocurrency
assets in the wallet) held in the name of the
judgment debtor. As discussed, however, all
such third-party platforms are operated by
offshore entities. There is no guarantee that
the offshore platform would follow the Chi-
nese court’s request.

Cryptocurrency Tracing in Criminal
Proceedings

In criminal proceedings, obstacles exist as to the
attachment of cryptocurrency assets, as listed
below.

+ According to Article 64 of the Criminal Law
of the PRC, “money and property” illegally
obtained by a criminal is to be recovered.
Some Chinese criminal judicial departments
hesitate when deciding to attach cryptocur-
rency assets because Chinese law does not
expressly consider cryptocurrency to be
“money and property”.

+ According to the Criminal Procedure Law
of the PRC, the primary means for recovery
of “money and property” include sealing,
distraining, and freezing. However, cryptocur-
rency may not be effectively attached by any
of these means.

« Cryptocurrency may not be effectively con-
trolled before being transferred to the account
(wallet) in the name of the judicial department.
However, Chinese policies do not currently
allow judicial departments to hold custody of
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attached cryptocurrencies in wallets opened
with offshore third-party platforms.

Because of the above, criminal judicial depart-
ments need to expend more effort than usual
in order to trace and effectively control cryp-
tocurrency assets. However, compared to civil
proceedings, judicial departments in criminal
proceedings generally have more powerful and
comprehensive means to trace cryptocurrency
assets.

Difficulties in Disposing of Cryptocurrency
Assets

For judgments for the return or delivery of cryp-
tocurrency, courts in enforcement proceedings
can directly deliver the controlled cryptocur-
rency to the applicant (claimant). In other cases,
a judgment may order payment in fiat currency
but the controlled assets include cryptocurrency.
In this case, the court would need to dispose of
the cryptocurrency and realise its value in fiat
currency and then pay the realised fiat currency
to the applicant (claimant).

However, court sales/disposals of cryptocur-
rency assets face substantial difficulties. Firstly,
there is no legitimate trading/pricing market
within China for cryptocurrencies. The court’s
enforcement department would be unable to
produce a qualified appraisal value for crypto-
currencies, which is usually a prerequisite for the
court to dispose of any assets.

Secondly, there are no explicit rules for dispos-
ing of cryptocurrencies, which creates confusion
for court enforcement departments. For exam-
ple, as offshore trading platform services to
domestic residents have been deemed as illegal
financial activities (2021 Notice), it is uncertain
whether an enforcement department can dis-
pose of cryptocurrency assets on these offshore
platforms. If not, and given that there is no legiti-
mate trading/pricing market within China, it may
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be impossible for the enforcement department
to dispose of cryptocurrency assets.

For the above reasons, in many enforcement
cases, cryptocurrency assets cannot be dis-
posed of in a proper, timely manner and their
market value cannot be fully realised. In some
cases, the enforcement department even closes
the enforcement proceeding with the attached
cryptocurrency assets undisposed.

Conclusion and Suggestions

In general, China’s regulatory position on cryp-
tocurrencies and related business activities has
become more restrictive in the past few years.
As aresult, it is now highly risky to conduct cryp-
tocurrency-related business activities in China.
Due to a lack of protective legal rules, and in
the absence of an integrated Chinese trading
platform, tracing and recovering cryptocurrency
assets in Chinese legal proceedings have proven
to be difficult.

Nevertheless, if one intends to conduct crypto-
currency-related business activities in China at
this time, we have the following suggestions.

« Carefully monitor changes in Chinese regula-
tory policies. In cryptocurrency-related areas,
policy changes can be instructive for busi-
ness activities.

* When possible, consummate the transaction
as soon as possible, as regulatory policies
may change quickly. Use caution when enter-
ing into long-term investment projects involv-
ing cryptocurrencies in China at this time.

» Adopt more complete transaction terms.

In particular, include terms on exchange
between the cryptocurrency and fiat currency
and, to the extent possible, stipulate contrac-
tual liabilities in fiat currency.

- If applicable, it is also reasonable to consider
choosing a governing law other than Chinese
law for the transaction.
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Introduction

In the past year there have been several devel-
opments regarding fraud and asset tracing, the
most prominent of which are briefly presented
below. Cyprus remains one of the most cost-
effective common law forums for litigating inter-
national fraud claims.

The Reform of the Cypriot Justice System
Following the review of the Civil Procedure
Rules, several bills on holistic justice and judicial
reform are expected to reach the plenary session
of the House of Representatives in May 2022.

According to the Ministry of Justice, the reform
aims at building a modern and efficient system
for administering justice, and the primary objec-
tives are the timely delivery of justice, the sim-
plification of procedures, the effective manage-
ment of the current backlog, the integration of
technology and the introduction of modern IT
systems.

Another aspect of the pending reform that will
certainly facilitate international asset tracing is
the establishment of a specialised Commercial
Court. The new Commercial Court will handle
high-value commercial disputes with fast track
and more simplified procedures. The litigants
will also have the option to choose the English
language as the language of the proceedings.

Legality of Litigation Funding Agreements in
Cyprus

Litigation funding is not common in domestic
disputes in Cyprus given that the cost of liti-

Nicosia
Cyprus

gation in Cyprus is much lower than in the UK
and other common law jurisdictions. However,
in recent years, several cross-border litigation
proceedings have been initiated in Cyprus by
parties who have entered into litigation funding
agreements with funds situated in another juris-
diction.

Although there were no court judgments pro-
viding guidance on this matter, litigation fund-
ing was considered to potentially fall within the
ambit of the common law torts of maintenance
and champerty. As a result, any agreement
between a party and a third person for the fund-
ing of litigation in return for a share in the pro-
ceeds could be deemed illegal and, thus, void.

Furthermore, it has been argued that parties who
have entered into such “illegal” arrangements
should not be entitled to the protection of Cyp-
riot courts, or that judgments issued in favour of
claimants who have received litigation funding
could not be recognised and enforced in Cyprus
on public policy grounds.

However, in a recent first-instance judgment,
Cypriot courts seem to have taken a different
view of litigation funding arrangements.

In this particular case, the claimants were
successful in issuing a judgment against the
defendants in litigation proceedings in the Unit-
ed Kingdom. After the issue of the judgment, the
claimants sought to have the judgment executed
against legal entities in Cyprus. The declaration
of enforceability was obtained on the basis of
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Regulation (EC) No 44/2001 of 22 December
2000 on jurisdiction and the recognition and
enforcement of judgments in civil and commer-
cial matters, since the judgment was issued in
proceedings initiated before 10 January 2015.

The defendants applied before the courts for
the setting aside of the order for recognition and
enforcement of the judgment on the grounds that
the claimants had received funding from a third
party to promote their litigation efforts and that,
as aresult, the execution of the issued judgment
should be refused as “manifestly contrary” to the
public policy of Cyprus. It must be noted that
currently there is no legal framework in Cyprus
regulating litigation third-party funding.

The first-instance court rejected the position of
the defendants and the application for setting
aside the recognition order and stated that, in
the absence of Supreme Court case law regard-
ing the torts of maintenance and champerty and
the legality of litigation funding, the modern prin-
ciples of common law should be applied on the
basis of Section 29 of the Courts of Justice Law
14/1960.

The court went beyond examining whether liti-
gation funding is manifestly contrary to public
policy and made a finding that third-party fund-
ing is legal under Cypriot law, as well as citing
the findings of the recent High Court decision in
Akhmedova v Akhmedov & Ors (Litigation Fund-
ing) (Rev 1) [2020] EWHC 1526 (Fam). In order to
reach its conclusions, the court drew guidance
from judgments in other common law jurisdic-
tions including Canada, New Zealand, Jersey,
the Cayman Islands and Bermuda.

What is particularly interesting is the fact that the
application for setting aside, pending before the
court, would only be successful if the recognition
of the judgment could be considered “manifest-
ly contrary” to public policy, which is a difficult
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standard to meet. In other cases, actions which
would be considered illegal in Cyprus (includ-
ing a criminal offence), such as charging interest
above the maximum allowed rate provided by
law, were found to not be “manifestly contrary”
to Cypriot public policy.

It must be noted, however, that the aforemen-
tioned judgment regarding litigation funding is
merely a first-instance judgment, and as a result
is not binding on other courts. However, it may
be an indication of the evolution of the approach
of Cypriot courts to this matter.

Norwich Pharmacal/Disclosure Orders
against Cypriot Service Providers and
Professional Trustees in Aid of Execution of a
Foreign Judgment

In recent years it has become more and more
common for service providers in Cyprus, acting
either as nominee directors, nominee sharehold-
ers or trustees of clients, to be the recipients of
applications for the issue of disclosure orders
against them in aid of foreign proceedings that
are pending or will be initiated in the future
against their clients.

Although the applicable principles under Cyp-
riot law in cases where litigation is imminent or
pending are rather clear, the same cannot be
said about the requirements for the issue of dis-
closure injunctions against professional trustees
in aid of execution of an already issued judgment
in a foreign jurisdiction.

Recently, a district court has provided valuable
clarity to the murky area of disclosure requests
sought against local service providers acting as
trustees of Cyprus International Trusts (CITs) in
aid of the enforcement of a foreign judgment
against a third party, and while cross-border liti-
gation proceedings involving the trust structures
are pending.
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In a very high-profile Norwich Pharmacal/disclo-
sure order (NPO) case earlier this year, related to
a multi-million cross-border dispute, the district
court had to decide whether, under the circum-
stances, a disclosure order should be issued in
order to facilitate the execution of a judgment
issued in the UK against a third party.

The disclosure order was sought against Cypriot
professional service providers who had acted
in the past as trustees and/or advisors of sev-
eral Cypriot International Trusts. The claimants
alleged that the defendant in the UK proceed-
ings had funnelled assets through the trusts and
that information held by the former trustees of
the CIT would potentially enable the execution
of the issued judgment.

The court rejected the claimants’ application for
disclosure orders, and its analysis in this case is
very instructive with regards to cases where an
NPO is sought in Cyprus, but the substantive
dispute is pending overseas. The court referred
to the UK Court of Appeals judgment in Rami-
los Trading v Buyanovsky [2016] (“Ramilos”)
and considered that, since the Cypriot statutory
framework is very similar to the Evidence (Pro-
ceedings in other Jurisdictions) Act 1975 that
was considered in Ramilos, Norwich Pharmacal
relief was not available to the applicants.

The court held the following.

* The Norwich Pharmacal relief is not avail-
able simply because a foreign judgment has
been entered. Instead, the court clarified
that a Norwich Pharmacal order against the
trustees will be issued if the claimant is able
to establish that the respondent professional
service providers were mixed up in dishonest
attempts to defeat execution of the judgment.

* In cases involving trust structures, the claim-
ant must show that the professional trustees
were parties to a dishonest arrangement. The

“shamming intent” must be shared by both
the third party/settlor and the trustees, who
must be parties to the dishonest arrangement
at the time that the trusts were created.

» The court held that the purpose of a Nor-
wich Pharmacal order is not to be used for
wide-ranging discovery, or for the gather-
ing of evidence, but to be strictly limited
to necessary information. The provision of
oral or documentary evidence in assistance
of foreign judicial proceedings has always
been exclusively statutory. Even though the
boundaries between information and evi-
dence are not always clear since information
can be converted to evidence, courts must
refuse to issue a Norwich Pharmacal order for
obtaining evidence that will be used in foreign
proceedings, and the applicants must pro-
ceed in accordance with the provisions of the
available statutory framework.

* Where the requested information can be
obtained by other means either abroad or in
Cyprus, applications for Norwich Pharmacal/
disclosure orders may be considered abusive.

It is evident that the issue of Norwich Pharma-
cal/disclosure orders against service providers
and/or professional trustees in aid of execution
of a foreign judgment is not straightforward and
significantly more cumbersome than disclosure
proceedings initiated before or at the outset of
litigation, and the level of involvement required
is significantly higher.

It must be noted, however, that the aforemen-
tioned judgment is merely a first-instance judg-
ment, and as a result is not binding on other
courts.

Order for the Arrest of a Ship in Aid of
Proceedings Pending before the Courts of
Another EU Member State

In a recent case the Supreme Court, in its juris-
diction as Admiralty Court, provides valuable
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guidance on whether an order for the arrest of
a ship could be issued in aid of proceedings
pending in another member state on the basis
of Regulation 1215/2012.

The claimants had submitted a lawsuit in Greece
claiming the ownership of the ship, and were
also able to have an interim order for the arrest
of the ship issued by a Greek court. However, at
a later date the Greek court cancelled the issued
order for the arrest of the ship.

After the order was cancelled, the ship sailed
from the port of Elefsina and arrived in Cyprus.
While it was situated in the port of Larnaca, the
claimants applied without notice to the other
parties before the Supreme Court and were suc-
cessful in issuing a new order for the arrest of
the ship.

Subsequently, the owners of the ship applied
for the cancellation of the issued order claiming
that the Cypriot court did not have jurisdiction to
issue the arrest order and, furthermore, that the
arrest order should not have been issued since
the Greek court, before which the main proceed-
ings were pending, had already considered a
similar application for the issue of an arrest order
and had, eventually, rejected it.

At first instance, the Cypriot court dismissed
the application for cancellation of the order and
found that the Cypriot court had jurisdiction to
issue ship arrest orders in aid of proceedings
pending in other member states. It must be not-
ed that this was the second time the Supreme
Court, in its admiralty jurisdiction, considered
that the arrest of a vessel in aid of proceedings
pending abroad was possible on the basis of
Article 35 of Regulation 1215/2012.

Furthermore, the court found that the issue of

the arrest order was appropriate given the cir-
cumstances of the case.
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An appeal was filed, and the ship remained
under arrest pending the appeal.

The Supreme Court decided in a very recent
judgment that the first-instance judgment was
wrong and the application for cancellation of the
order should have been successful.

The Supreme Court considered that such relief
cannot be considered to be “in aid” of the for-
eign proceedings in cases where the primary
court could have granted an order for arrest of
the ship but declined to do so.

Despite the outcome in this specific case, it
seems that the Supreme Court has left open
the possibility that vessel arrest orders can be
issued by the Cypriot admiralty courts, in the
appropriate circumstances.

Cryptocurrency Fraud: Asset Tracing and
Enforcement before Cypriot Courts

All over the world, cases involving cryptocur-
rency fraud have increased significantly. How-
ever, litigation involving cryptocurrency or cryp-
to-assets fraud has proven to be complex and
requires special considerations compared to
litigation involving more traditional assets.

Courts in the UK have issued several judgments
that have recognised crypto-assets as property
that can be the subject of proprietary injunctions
(see AA v Persons Unknown, Re Bitcoin [2019]
EWHC 3556 (Comm)).

Furthermore, in Fetch.ai Ltd v Persons Unknown
[2021] EWHC 2254, the UK court issued a world-
wide freezing injunction against the unknown
perpetrators, as well as Bankers Trust and Nor-
wich Pharmacal orders for information held by
the cryptocurrency exchange in order to be
able to promote their claim against the fraud-
sters. Similar relief was provided in Mr Dollar Bill
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Limited v Persons Unknown and Others [2021]
EWHC 2718 (Ch).

Very recently, the first ever third-party debt order
(formerly known as a garnishee order) in relation
to crypto-assets was granted by the UK High
Court (see lon Science Ltd v Persons Unknown
(unreported, 28 January 2022)).

However, it must be noted that certain special
considerations must be taken into account
regarding litigation involving cryptocurrency.
One of the most prominent issues that affects
the approach of the courts is their volatility. The
value of crypto-assets fluctuates significantly
over time, and as a result, a freezing injunction
against such assets may cause disproportion-
ately more harm to a defendant who will be pro-
hibited from liquidating his/her investment (see
Toma v Murray [2020] EWHC 2295).

Cypriot courts are expected to follow the case
law of the UK courts and, as a result, crypto-
assets are considered property under Cypriot
law — and similar protection and interim relief can
be provided in Cyprus to victims of crypto-fraud.
Consequently, crypto-assets will be capable of
being traced and enforced against under Cypriot
law.

Cyprus arises as a very attractive forum for cryp-
to-asset fraud litigation since the cost of litiga-
tion is significantly lower than in other common
law jurisdictions.

Furthermore, Cyprus is one of the very few com-
mon law jurisdictions in the European Union that
allows for the issue of worldwide freezing injunc-
tions, which are an essential weapon in the arse-
nal of any crypto-asset fraud victim.

Litigation regarding crypto-assets is expected
to grow exponentially over the next few years,
and it is essential for litigators and courts alike
to adapt their approach in order to effectively
protect the victims of crypto-fraud.

Service of Legal Documents to Entities under
Receivership and the Locus Standi of the
Receivers and Managers

The Supreme Court of Cyprus clarified that in
cases where a receiver and manager (R&M) is
appointed over the assets of a legal entity pursu-
ant to the terms of a floating charge, and certain
legal proceedings affect or may affect the assets
under the scope of the receivership, then (a) the
R&M must be served with the legal documents
and be notified about any legal proceedings
against the legal entity, and (b) the R&M (not the
board of directors) has the exclusive right and
locus standi to represent the legal entity in the
pending legal proceedings.
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Karamanolis & Karamanolis LLC is a mod-
ern, innovative and client-centric boutique law
firm founded by experienced and passion-
ate professionals. The litigation and arbitration
practice of the firm combines deep industry
knowledge with years of experience in com-
mercial and corporate disputes, including com-
mercial fraud and cross-border asset recovery,
management and corporate control disputes,
derivative claims, breach of fiduciary duties,
M&A litigation, trust disputes, winding-up appli-
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

There are various provisions in Danish law pro-
tecting against fraud, including fraud in business
relationships. The primary regulation is provided
in the Danish Criminal Code, criminalising, inter
alia, embezzlement, fraudulent deceit, breach of
trust, fraudulent preference, bribery, and forgery.
Generally, fraud claims are investigated by the
police and the prosecution, which will also bring
proceedings under criminal procedural law. In
practice, however, offences are also frequently
prosecuted in civil proceedings, usually with a
claim for payment of damages to compensate
for losses incurred as a result of the offence. It
is possible, in principle, to be awarded damages
in criminal proceedings. In many cases, though,
the civil claim will be deferred to a separate tri-
al. Fraud claims may also lead to claims under
property law, and such claims may be pursued
as part of the criminal proceedings or through
civil proceedings.

Embezzlement

Cases of embezzlement include situations
in which a person, to obtain an unlawful gain
for themselves or others, appropriates tangi-
ble property in their possession or wrongfully
spends money entrusted to them (see Sections
278(1)(i) and (iii) of the Criminal Code). Examples
include cases where an accountant or finance
assistant wrongfully transfers funds belonging
to their employer or to customers to their own or
another person’s account. The crucial element in
embezzlement is that the person committing it is
taking advantage of an opportunity to deal with
property or funds. Fraud in the form of embez-
zlement therefore goes beyond employment
relationships and includes transactions under-
taken by others, such as advisers, agents, bro-
kers, etc. Embezzlement is punishable by fine
or imprisonment for a term of up to eight years.
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Fraudulent Deceit

Fraudulent deceit encompasses situations
in which a person, by creating, confirming or
exploiting a mistake, induces another person to
perform or fail to perform an act and thereby
inflicts a loss on that or another person (see
Section 279 of the Criminal Code). In practice,
fraudulent deceit is categorised into different
types, such as investment fraud, trade fraud,
insurance fraud, credit fraud, and work-related
fraud. Claims of fraudulent deceit are among the
most common fraud claims. As well as the crea-
tion of a mistake, fraudulent deceit also covers
cases where the perpetrator confirms or exploits
an existing mistake. Fraudulent deceit requires
an actual or threatened financial loss and is pun-
ishable by fine or imprisonment for a term of up
to eight years.

Breach of Trust

Breach of trust encompasses situations in
which a person, to obtain an unlawful gain for
themselves or others, acts contrary to the best
interests of another person whose property has
been entrusted to them for a specific purpose,
and thereby inflicts, or causes a risk of inflicting,
a financial loss on that other person (see Sec-
tion 280(ii) of the Criminal Code). Actions over
breach of trust are often brought against persons
in managerial positions. Breach of trust is pun-
ishable by fine or imprisonment for a term of up
to eight years.

Fraudulent Preference

Often closely connected to bankruptcy offences,
fraudulent preference encompasses, inter alia,
situations in which a debtor:

» wrongfully disposes of property belonging to
them in which a third party has acquired an
interest;

« sells assets after the commencement of
bankruptcy proceedings against them; or
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« by false pretences, concealment, pro forma
transactions, large gifts, disproportionate
consumption, sales at reduced prices, set-
tlement of or the provision of security for
liabilities not yet due, or in any other similar
manner, withholds their possessions or claims
from being used to satisfy any or all of their
creditors (see Section 283 of the Criminal
Code).

Fraudulent preference is punishable by fine or
imprisonment for a term of up to eight years.

Bribery in Business Relationships

Danish law distinguishes between bribery in
public and private sectors. Bribery of public offi-
cials is punishable by a fine or imprisonment for
up to six years, whereas private-sector bribery
carries a sentence of a fine or imprisonment for
up to four years (see Section 299(2) of the Crimi-
nal Code). Bribery cases in the private sector are
subject to conditional public prosecution, which
means that a case will only be pursued by the
police and the prosecution if it has been reported
to them. Both the receipt (passive) and giving
(active) of a bribe are covered by Danish regula-
tion. In order for a bribe to be considered ille-
gal, it must be in breach of the recipient’s duty.
Whether a bribe is in breach of the recipient’s
duty depends on the specific circumstances and
the nature of the bribe. Receipt of a kickback
in the form of money is undoubtedly a breach
of duty, whereas receipt of other non-monetary
benefits will require additional proof of a breach
of duty. In practice, bribery rules cover both the
receipt and giving of monetary and non-mon-
etary benefits. By way of example, depending
on the circumstances, return services and job
promises may be deemed to be covered by the
regulation.

Forgery
Under Danish law, a document is considered
forged if the document or the content of the

document does not originate from the purported
issuer (see Section 171(3) cf (1) of the Criminal
Code). This applies to both written and electron-
ic documents. If a person uses a forged docu-
ment to deceive in a legal matter, such forgery
is punishable by a fine or imprisonment for up to
six years. The concept of deceit implies that the
document must have been significant in induc-
ing an action or inaction of legal importance, or
must have been suitable for that purpose. If the
recipient of the document knew of the forgery in
advance, the condition that the document must
have been used to deceive in a legal matter
would not have been met. However, even if the
forgery has been poorly executed, this will have
no impact on the question of whether the docu-
ment is forged or has been used to deceive in
a legal matter if the other conditions for punish-
ment by reason of forgery are fulfilled. The use of
forged documents is often one of the elements
in the aforementioned cases regarding embez-
zlement, fraudulent deceit, breach of trust and
fraudulent preference.

In addition to the regulation of fraudulent deceit
in the Criminal Code, Danish law also contains
other safeguards against fraud, including rules
on contractual invalidity and damages.

1.2 Causes of Action after Receipt of a
Bribe

As mentioned above, Danish law prohibits both
passive and active bribery. This implies that,
in addition to taking legal action against an
employee or other persons who have acted on
behalf of the claimant (such as agents or oth-
ers) and who have received a bribe, a claimant
will also be able to take such action against the
person who has granted the bribe. Typical legal
action may include a claim for payment of dam-
ages and/or reporting of the bribery to the com-
petent authorities, accompanied by a claim for
criminal prosecution. If the briber is a company,
the claim may be raised against the company
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as a legal person, and possibly also against the
liable person(s), provided that the conditions for
liability are satisfied.

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

Under Danish law, legal action may be taken not
only against the offender directly responsible
for the offence but also against any person(s),
including legal persons, who, without being
directly involved, are complicit in the offence by
inciting, aiding or abetting it. In assessing the
potential liability of multiple persons, the gen-
eral Danish rules on criminal complicity and on
joint and several liability will apply. Typical legal
action, for instance in cases involving bribery,
may include a claim for payment of damages
and/or reporting of the fraudulent act to the
competent authorities, accompanied by a claim
for criminal prosecution, if the conditions for
criminal liability are fulfilled.

Subsequent Complicity

Generally, the rules on criminal complicity and
joint and several liability apply only to prior acts
or omissions. Subsequent complicity, ie, acts
or omissions undertaken by others after the
fraudulent act has been committed, will not be
regarded as complicity, unless the assistance
was agreed in advance or falls within the Danish
rules on liability for possession of stolen goods
or money laundering.

Possession of Fraudulently Obtained Assets
and Money Laundering

Under Danish law, any person who fraudulent-
ly receives or procures for himself or others a
share of the proceeds from a fraudulent act, or
who fraudulently, by hiding, storing, transport-
ing, assisting in the disposal of or in any similar
manner, subsequently assists another person in
securing the proceeds from a fraudulent act, will
be deemed to be in possession of fraudulently
obtained assets (see Section 290 of the Criminal
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Code). For this purpose, “proceeds” means the
direct benefit obtained from the fraudulent act,
for instance assistance in the disposal of stolen
assets. If the subsequent assistance is provided
in relation to money proceeds, the offence must
be assessed under Section 290a of the Criminal
Code dealing with money laundering. Money
laundering includes conversion or transfer of
any direct or indirect proceeds from a criminal
activity for the purpose of hiding or disguising
the unlawful origin of such proceeds.

Under Danish law, the complicity of a bank in
transactions related to criminal activities will, as
a general rule, be assessed under the special
money laundering rules applying to banks — not
the Criminal Code. The penalty for possession
of fraudulently obtained assets and for money
laundering is a fine or imprisonment of up to six
and eight years, respectively.

1.4 Limitation Periods

Under Danish law, the limitation period varies,
depending, inter alia, on whether the fraudulent
act gives rise to civil or criminal liability.

Limitation Period under Criminal Law

Under criminal law, the limitation period will
reflect the penalty for the offence. The limita-
tion period for fraud claims is typically ten years.
However, the limitation period may be shorter
in less serious cases, because the penalty in
such cases is lower than those described in 1.1
General Characteristics of Fraud Claims. As
a general rule, the limitation period will start run-
ning from the date of the offence and will be
suspended by the bringing of charges against
the offender.

Limitation Period under Civil Law

Under Section 3 of the Danish Limitation Act, any
claim for damages against an offender will typi-
cally become time-barred after three years. The
limitation period starts to run from the time when
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the damage occurs or the time when the claim-
ant knew, or should have known, of the damage.
If a claim for fraud is also pursued by the police
or the prosecution, any claim for damages may
be dealt with as part of the criminal proceedings.
In this respect, Section 13 of the Danish Limita-
tion Act provides that, in such cases, expiry of
the limitation period will not bar any claim for
damages against the offender as a result of the
offence. Furthermore, such a claim may also be
made by bringing a separate action within one
year after the final decision in the criminal action,
or within one year after the imposition of an out-
of-court fine or other criminal law sanction on
the offender.

1.5 Proprietary Claims against Property
The fact that the offender is no longer in pos-
session of the proceeds from a fraudulent act
is without prejudice to the possibility of confis-
cating an amount equal to those proceeds or
seeking compensation for the loss incurred. If it
is not possible to determine the amount of the
proceeds, an estimate can be made. If the case
concerns a proprietary claim, it will depend on
the type of asset involved. The following applies
in relation to real and movable property, claims,
and investment securities.

Movable Property

In a ruling of 21 January 2020, the Danish
Supreme Court found that A, who had lost his
car through misappropriation, could claim that
the car be returned by B, the bona fide buyer.
Referring to the Danish Law of King Christian V
6-17-5, which entitles anyone whose asset has
been stolen to recover that asset from a subse-
quent bona fide buyer, and to its previous deci-
sions in the Swane cases, which also involved
theft, the Court noted, inter alia, that it has been
established that the initial owner enjoys an
extensive right of recovery which can only be
derogated from in exceptional cases. Derogation
is subject to the initial owner acting with great

carelessness or unreasonable acquiescence, for
instance by not taking legal action to prevent a
transfer after learning that there is an imminent
risk of such a transfer.

Real Property

Rights over real property are regulated in the
Danish Registration of Property Act. According
to Section 27 of the Act, registered rights prevail
over prior rights, provided that the new rights
holder is in good faith. However, Section 27 also
provides that any objection that the instrument is
false or falsified, or that it has been drawn up by
personal violence or threat of personal violence
against the law, will be valid, also in relation to
the bona fide buyer. Accordingly, if B has fraudu-
lently convinced A to transfer his house to B, and
if B has then, after registering the deed of con-
veyance in the Land Register, resold the property
to C, who has registered the deed in good faith,
then A will not be able to recover the house. If,
however, the contract of sale between A and B
had been entered into using personal violence,
then A may recover the property.

Claims

Transfers of claims are regulated in the Dan-
ish Debt Instruments Act, which distinguishes
between negotiable debt instruments and ordi-
nary debt instruments. The transferee of an ordi-
nary debt instrument will not enjoy better rights
than the transferor. The opposite applies to the
transfer of negotiable debt instruments. Thus,
it follows from Section 14 of the Danish Debt
Instruments Act that any absence of the right
to transfer the debt instrument is without preju-
dice to the transferee’s right, unless the trans-
feree knew this or failed to act with the diligence
required by the circumstances.

Investment Securities

The transfer of investment securities is regulated
by the Danish Capital Markets Act. Section 185
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contains rules that are similar to the rules gov-
erning transfer of rights over real property.

1.6 Rules of Pre-action Conduct

Under Danish law, no special pre-action rules
apply in cases involving fraud. However, Section
336a of the Danish Administration of Justice Act
imposes an obligation on the parties to a civil
action to seek to avoid unnecessary litigation
and to explore the possibility of settling the dis-
pute before taking legal action. If the parties fail
to meet this obligation, they may be ordered to
pay the costs caused by such a failure. The rule
applies to civil actions — not actions where the
claimant reports the defendant to the relevant
authorities. Once a civil action has been brought,
the court will convene a pre-trial hearing to allow
the parties to present their views on the factual
and legal circumstances of the case.

1.7 Prevention of Defendants
Dissipating or Secreting Assets

Under Danish law, a claimant who is the victim
of fraud has various options to protect against
the risk of concealment. In criminal actions, the
relevant rules are the provisions on seizure in
the Danish Administration of Justice Act, while
the provisions on freezing orders and summary
enforcement proceedings apply in civil actions.
Concealment is categorised as fraudulent pref-
erence (see 1.1 General Characteristics of
Fraud Claims).

Criminal Actions

A claimant who is the victim of fraud may, when
filing a police report, ask the police to seize an
asset to secure a claim for damages or a claim
for restitution of an asset that has been appro-
priated from the claimant. If the police agree,
they can apply to the court for a seizure order.
Typically, a seizure order is issued against the
defendant, but in certain circumstances it may
also be issued against a third party. It is a condi-
tion that the defendant is reasonably suspected
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of having committed an offence which is being
pursued by the police and the prosecution, and
that a claim for restitution of an asset or payment
of damages has been made. Where the purpose
of the seizure is to secure a claim for damages
against the defendant, it is also a condition that
seizure is deemed necessary. If the ownership
of an asset is uncertain, it may be seized, until
a possible dispute over the ownership has been
resolved.

A seizure order to secure a claim for damages will
lapse if the defendant is subsequently adjudged
bankrupt. Where seizure is undertaken with a
view to restitution of an asset, it is not possible
to deal with the asset contrary to the purpose of
the seizure, neither by subsequent agreement
nor by debt enforcement proceedings.

Freezing Orders

The rules on freezing orders allow a claimant to
seek, on a civil law basis, the availability of funds
to cover monetary claims, including damages.
A request for a freezing order must be submit-
ted by the claimant to the enforcement court in
writing. The object of a freezing order can be
both money and assets. The enforcement court
may request provision of security for the harm
and inconvenience caused by the freezing order,
and it is a condition for maintaining the freezing
order that the claimant, within one week of the
freezing order, initiates court proceedings con-
cerning the claim covered by the order, unless
the defendant, during or after the freezing order,
waives proceedings. A freezing order will lapse
in the same way as seizure in the event of the
defendant’s subsequent bankruptcy.

Summary Enforcement Proceedings

If a claimant can prove or establish their owner-
ship of an asset, the claimant may request assis-
tance from the enforcement court in enforcing
possession of the asset. The enforcement court
may refuse enforcement proceedings if it finds
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such proceedings suspicious. The enforcement
court may request provision of security for the
harm and inconvenience that the proceedings
will cause to the defendant. The security must be
released after three months, unless the defend-
ant has brought an action beforehand claiming
abolition and compensation, in so far as such
claims have not been raised in connection with
an appeal against the decision issued by the
enforcement court.

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets
Under Danish law, a defendant is not generally
required to disclose their assets in order to assist
in identifying assets prior to a trial.

In the case of bankruptcy proceedings, the
debtor is obliged to fully disclose their assets.
If the debtor fraudulently withholds information
about their assets in order to hide the assets
from the creditors, the debtor may be held liable
for fraudulent preference.

As described in 1.7 Prevention of Defendants
Dissipating or Secreting Assets, it is possible
to secure assets prior to a trial by means of sei-
zure in criminal cases, and freezing and sum-
mary enforcement proceedings in civil cases.

Apart from under the rules in the Danish Bank-
ruptcy Act and the Danish Administration of Jus-
tice Act, the defendant is not obliged to assist in
securing assets prior to a trial.

Various publicly accessible documents contain
information about real estate and other assets
owned by the defendant. The police may also
obtain information from the tax authorities on the
defendant’s income and assets.

2.2 Preserving Evidence

Danish law allows for the issue of an order for
disclosure and search to secure evidence, which
is laid down in the Danish Administration of Jus-
tice Act.

Criminal Cases

During criminal proceedings, the police may
secure evidence by means of a search at a sus-
pect’s address, and disclosure and search at
non-suspects’ addresses.

A disclosure order is only issued against non-
suspects (persons, enterprises or authorities)
and is considered to be the least intrusive
intervention under Danish law. Since 1 Febru-
ary 2021, the police have had the authority to
order some of the enterprises and persons cov-
ered by the Danish AML Act to disclose infor-
mation about transactions, accounts, custody
accounts, deposit boxes, etc. Other orders for
disclosure are issued by the courts, ordering the
person, enterprise etc in possession of a docu-
ment or an asset to disclose it to the police if it
can serve as evidence, should be confiscated or,
in connection with the offence, has been appro-
priated from someone who can claim it back.
The only additional requirement of disclosure
is that the relevant investigation is part of the
public prosecution. The police may also decide
to issue a disclosure order if the purpose of the
intervention would otherwise be lost.

A disclosure order cannot be issued against
a person who is exempted or excluded from
appearing as a witness.

A distinction is made between searches of
premises or objects in the possession of a sus-
pect and searches of premises or objects in the
possession of a non-suspect. The distinction is
not determined by ownership, as the concept
of possession also covers rented or borrowed

155



DENMARK [ AW AND PRACTICE

Contributed by: Hans Jakob Folker and Kristine Hjorth, Kromann Reumert

premises or objects. Searches can be carried
out in both private homes and businesses.

The conditions for a search at a suspect’s prem-
ises are that the suspect is reasonably suspect-
ed of having committed an offence that is sub-
ject to public prosecution, and that the search
is of essential importance to the investigation.
In the case of searches of homes, residential
premises, documents, papers, etc, as well as
the contents of locked objects, it is a further
requirement that the offence is punishable by
a custodial sentence or that there are specific
grounds for believing that it is possible to find
evidence or objects that can be seized. The indi-
cation or suspicion requirements are increased
in this respect; however, the requirements are
still relatively low. A suspect may consent to
a police search, but the indication, crime and
suspicion requirements still need to be satisfied.
If, during a search at a suspect’s premises, the
police find written or similar communications
with persons who are excluded from appearing
as witnesses, eg, lawyers, doctors and ministers
of religion, such communications may not be
searched; however, they are allowed to search
a suspect’s notes about a meeting with a person
who is excluded from appearing as a witness.

In the case of a search at a non-suspect’s prem-
ises, it is a requirement that the investigation
concerns an offence punishable by a custodial
sentence. The indication requirement means that
there are certain circumstances indicating that a
search may reveal objects that can be used as
evidence or seized; thus, the indication require-
ment is higher than for searches at a suspect’s
premises. A non-suspect may also consent to a
search, in which case the indication and crime
requirements are waived, and the search may
be carried out even if, for example, the offence
does not carry a custodial sentence. Contrary
to disclosure, it is possible to conduct a search
of a non-suspect excluded from appearing as a
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witness; however, written and similar communi-
cations with the suspect may not be searched.

Civil Cases

In civil cases, a distinction is made between the
opposing party’s disclosure duty and a third-
party’s disclosure duty.

At the request of a party, the court can demand
the opposing party disclose specific documents
in the latter’s possession, which are deemed rel-
evant to the case. If the opposing party fails to
comply with the court’s order for disclosure of
documents, this may be prejudicial to the case,
and the court may, in its assessment of the evi-
dence, attribute prejudice to the opposing party.
The duty to disclose documents at the request of
the opposing party is subject to the same restric-
tions as the duty for a party to give evidence.

The court may, at the request of a party, order a
third party to produce or disclose a document in
their possession. A third party’s duty of disclo-
sure is equivalent to the duty of giving evidence.
The party seeking a third-party disclosure order
must describe the facts which the documents
are intended to prove, and which are relevant to
the case and the theme of the evidence. A dis-
closure order cannot be issued against a person
who is exempted or excluded from appearing as
a witness.

2.3 Obtaining Disclosure of Documents
and Evidence from Third Parties

As stated in 2.2 Preserving Evidence, in both
criminal and civil cases it is possible to order
a third party to disclose documents for use as
evidence.

The application for a disclosure order cannot be
dealt with by the court until after commencement
of the action (in civil cases) or commencement
of the investigations (in criminal cases). Antici-
pated evidence is possible if, prior to the court
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action, there is a risk that important evidence
will be lost, cannot be brought before the court
without significant inconvenience or delay, or it is
believed to be of importance for the investigation
or for reasons of public interest. An example of
the use of anticipated evidence is the question-
ing of a withess who is terminally ill, for which
reason the opportunity to secure the evidence
may be lost.

In cases involving infringement of IP rights, the
enforcement court may, at the request of the
rights holder or any other party entitled to take
legal action against the infringement, order a
search and seizure investigation at the other
party’s premises for the purpose of securing
evidence of the infringement. If prior notice of
the search is likely to result in removal, destruc-
tion or alteration of evidence of the infringement,
the enforcement court may decide not to give
such notice.

2.4 Procedural Orders

In criminal law, the defendant’s counsel must, as
a general rule, be notified of all court hearings,
including hearings held to obtain search war-
rants and orders. If the investigation is at such
an early stage that no defence counsel has yet
been appointed, only the police and the prose-
cution will participate at the hearings on seizure,
disclosure and search orders. The orders may
later be appealed.

If there is a risk of evidence being destroyed, the
court may decide, at the request of the police,
not to inform the defendant and/or defence
counsel of a court hearing. Similarly, a plaintiff
in a civil action may request that the defendant
not be informed of court hearings.

2.5 Criminal Redress

In cases involving fraud or other types of finan-
cial crime, the victim may ask the police and
the prosecution to present their claim for dam-

ages during the criminal proceedings. The claim
can also be presented by the victim during the
criminal proceedings, if applicable following the
victim’s testimony. The court may decide to hear
the claim and award damages, if the court finds
that the claim is justified and sufficiently clear.
The court may also decide to refer the claim to
the civil courts, in which case the victim will have
to bring a civil action. In practice, the claims for
damages will often be referred to a separate civil
hearing. The action for damages may also be
brought as a civil action running parallel to, and
independently of, the criminal action. The civil
action will, in some circumstances, be stayed
pending a decision on the question of guilt in
the criminal action.

2.6 Judgment without Trial

In civil actions, the burden of proof is on the
plaintiff; in criminal actions it is on the police and
the prosecution. However, the defendant cannot
prevent a case by failing to participate.

In criminal proceedings, it is possible to proceed
with the trial hearing if the defendant does not
appear. If a duly summoned defendant fails to
appear without giving notice of lawful absence,
the court may order that the witnesses sum-
moned should be heard. If the defendant’s
presence is deemed unnecessary by the court,
the case may in some cases be set down for
judgment despite the defendant’s absence. The
case can be set down for judgment when the
defendant has evaded after the indictment has
been served to the person concerned. It is also
possible to proceed with the hearing despite the
defendant’s absence, if the defendant has left
the court without permission after first appear-
ing. If the defendant has agreed to a hearing
of the case in his absence, the case may be
set down for judgment only if the claim is for
unconditional imprisonment for up to one year,
confiscation, expulsion, disqualification, or com-
pensation.
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Additionally, the case may be set down for judg-
ment despite the defendant’s absence if the
maximum penalty is unconditional imprisonment
for six months, or other legal consequences on
the condition that a measure under Section 68 of
the Danish Criminal Code shall remain the same
as any previously imposed measure, confisca-
tion, expulsion, compensation or disqualification
under the Danish Road Traffic Act or the Danish
Act on Safety at Sea. For such default judgment
to be given, the defendant must have been duly
summoned and informed that failure to appear
may result in the defendant being convicted as
charged. Finally, the court may proceed with the
case despite the defendant’s absence if the court
is satisfied that the defendant will be acquitted.

2.7 Rules for Pleading Fraud

Danish criminal law is based on the principle of
substantive truth, which implies that the authori-
ties involved, including the courts, are required
to reach the right decision. Accordingly, agree-
ments between the defendant and the police
and prosecution on the basis for the decision
can only be made to a limited extent.

2.8 Claims against “Unknown”
Fraudsters

There are no special rules in Danish law govern-
ing claims against “unknown” fraudsters. It is
possible to file a police report even if the fraud-
ster is unknown. The police may initiate various
types of investigations that could directly or indi-
rectly identify the fraudster, including by obtain-
ing legal assistance from foreign authorities and
bank details from other countries. If the police
are still unable to identify the fraudster, the case
will be filed in the police systems. If new evi-
dence emerges that can identify the fraudster,
the case may be reopened.
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2.9 Compelling Witnesses to Give
Evidence

In both criminal and civil proceedings, witnesses
are called to give evidence in court. The sanc-
tions for failure to appear in court will be stated
in the withess summons.

If a witness fails to appear without lawful excuse
or otherwise refuses to give evidence, the court
may impose various sanctions on the witness
to induce him or her to give evidence. If a duly
summoned witness fails to appear in court, the
court may have the witness picked up by the
police. If the hearing has started without the wit-
ness appearing, the court may issue an arrest
warrant against the witness, who will then be
arrested and taken to the next hearing by the
police. The court may also impose a fine on
the witness, both for non-appearance and for
refusal to give evidence despite appearance in
court. The court may also impose a continuous
fine for a maximum period of six months, if the
witness continues to refuse giving evidence.
Furthermore, the witness may be ordered to
pay the expenses caused by his/her behaviour.
Finally, the court may order the witness to be
taken into custody by the police or subject the
witness to measures. As an example, the wit-
ness may be ordered to submit to supervision,
to appear before the police at specified times
until the witness can give evidence in court, or
until the witness agrees to answer or to take off
any clothing concealing his or her face. However,
the witness may not be held in custody for more
than six months in the same case, continuously
or cumulatively.
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3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

Under Danish law, legal action may be taken
against any person liable for assisting in the
commission of fraud, including any legal person.
The liability of legal persons is detailed in Sec-
tion 27 of the Criminal Code. According to that
provision, it is a condition of the criminal liability
of a legal person that the offence has been com-
mitted in the course of their activities, and that
the offence was caused by one or more natural
persons connected to the legal person, or by the
legal person themselves. The provision regulates
only the question of criminal liability. Whether a
legal person is liable in damages depends on
an assessment of whether as an employee they
have acted atypically and unforeseeably.

3.2 Claims against Ultimate Beneficial
Owners

Claims may be brought against the beneficial
owners of legal persons if they have assisted
in the commission of the offence by instigation,
advice or action. However, the fact that they are
shareholders or beneficial owners does not in
itself make them liable for fraud which the com-
pany is deemed to have committed.

3.3 Shareholders’ Claims against
Fraudulent Directors

Sections 361-362 of the Danish Companies Act
regulate in more detail the possibility for share-
holders to decide that the company should bring
claims against the management and others who
have committed an offence.

It follows from Section 364 of the Companies Act
that the decision to hold somebody responsible
must be taken by a general meeting.

If the general meeting has granted discharge to
the management, a new decision may be taken if
it turns out that the management has not submit-
ted substantially correct and complete informa-
tion to the general meeting before the decision
was taken.

Shareholders representing at least one tenth
of the company capital who have opposed a
decision to grant discharge may bring an action
claiming that the person or persons responsible
must pay damages to the company for the loss
suffered. Shareholders that subsequently bring
an action will be liable for the legal costs, but will
be entitled to recover them from the company in
so far as the costs are covered by the amount
recovered by the company in connection with
the action.

However, if a company is declared bankrupt and
the reference date occurs within 24 months after
the date of the general meeting that granted the
discharge or waived the right to bring an action,
the bankruptcy estate may bring an action for
damages regardless of that decision.

4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

The jurisdiction of the Danish authorities covers
offences that have been committed in Denmark
or otherwise have a connection to Denmark,
whether the offence has effect in Denmark or
acts of attempt or complicity have been com-
mitted on Danish territory. If jurisdiction exists,
Danish authorities will be able to deal with a case
of fraud regardless of whether the perpetrator is
resident or domiciled outside Denmark. A foreign
company can be sued in Denmark if the fraud
has been committed in Denmark, for example
in connection with a business meeting that took
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place in Denmark. Danish law recognises extra-
territorial jurisdiction to a limited extent only.

5. ENFORCEMENT

5.1 Methods of Enforcement

As mentioned in 1.1 General Characteristics of
Fraud Claims, cases of fraud are investigated
and prosecuted by the police and the prosecu-
tion. Typically, such cases are initiated by filing
a report. In addition, cases of fraud are dealt
with by the civil courts, most often resulting in
a claim for damages and/or return of the assets
appropriated from the claimant. Large financial
crime cases, including international fraud cases,
are dealt with by the National Crime Unit. Other
cases of fraud are dealt with by the police in the
district where the fraud has been committed.

The investigative steps typically taken in these
cases include search, seizure and asset tracing.

With regards to asset tracing, Danish law pro-
vides that even after the conclusion of a case,
the police may initiate investigations for the pur-
pose of seizing and confiscating the proceeds
of fraud.

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

Danish law recognises the privilege against self-
incrimination. When suspected of having com-
mitted a criminal offence, a defendant must be
instructed that he or she has a right to silence.
In police interrogations, it must appear from
the interrogation report that the requirement for
such instruction has been complied with. The
burden of proof in criminal proceedings lies with
the police and the prosecution, so there will be
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no adverse inference if the defendant refuses to
provide information.

6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

Danish law recognises legal privilege in both
criminal and civil proceedings. The protection
extends to the content of the advice given by
the lawyer to the client, including written com-
munications and memos prepared by the lawyer.

In practice, therefore, the police and the claim-
ants will generally not be allowed to interrogate
the suspect’s lawyer.

When the police search the premises of a sus-
pect, such a search must not include commu-
nications originating from the suspect’s lawyer.
However, the suspect’s own memos are not
protected from the search. If privileged mate-
rial is not kept confidential, there is a risk that
the material could be subject to a search or a
request for disclosure. Thus, a report that has
been written by a lawyer on a particular subject
and forwarded to an independent third party is
not necessarily protected against a subsequent
disclosure request.

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

Danish law does not provide an opportunity to
raise punitive or exemplary damages claims
against a perpetrator.

7.2 Laws to Protect “Banking Secrecy”

Under Danish law, police and prosecution have
broad powers to request information from banks
and other financial operators in connection with
criminal investigations. The relevant operators
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are then required to comply with the request,
notwithstanding any duties of confidentiality.

The information that may be requested includes
information on transactions, accounts, custody
accounts, deposit boxes, etc. The police may
also request the operators to disclose informa-
tion available to them concerning transactions in
accounts to which funds have been transferred,
or in a transaction originating from a transaction
covered by the request. It is a requirement that
the police request is in writing and accompanied
by reasons for the request.

7.3 Crypto-assets
Crypto-assets, including cryptocurrencies, are
not separately regulated under Danish law.

In 2018, the Fifth Money Laundering Directive
(5AMLD) was adopted, and has been imple-
mented in the Danish Money Laundering Act.
The Directive introduced regulation of money
laundering through the use of “virtual curren-
cies”, including cryptocurrencies. The regula-
tory approach of the Directive only addresses
cryptocurrencies, not crypto-assets as a whole.

Despite the implementation and regulation of
“virtual currencies” in the Money Laundering
Act, crypto-assets are currently not generally
recognised as electronic money under the Dan-
ish Payments Act (implementation of Article 2(2)
of EMD2). Crypto-assets can, on the other hand,
be regarded as assets.

The protection in Danish law against fraud is not
negatively delimited and therefore also includes
fraud relating to crypto-assets.

However, Danish law does not provide any
aggregate protection of trade in crypto-assets,
and Danish authorities warn, on equal terms with
EU authorities, about the risks associated with
such trade.

Section 169a of the Criminal Code prohibits any
person from wrongfully making, obtaining or dis-
tributing false electronic money with the inten-
tion of spending it as genuine money. The provi-
sion does not currently cover crypto-assets, as
crypto-assets are not recognised as electronic
money under the Payments Act.

The very use of false electronic money or false

virtual currencies will be treated as fraudulent
deceit or data fraud.
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Kromann Reumert is a full-service Danish law
firm with offices in Copenhagen, Aarhus and
London, and employs approximately 300 at-
torneys. It has substantial experience in han-
dling corporate criminal law and white-collar
matters, in particular bribery, financial crime,
AML cases and fraud. It assists clients with as-
pects of criminal law, including representation
in court, and assists companies with internal
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

Fraud Claims in Ecuador

Several forms of fraud are recognised under the
Ecuadorian Criminal Code (Cddigo Organico
Integral Penal, or COIP), mainly intentional and
illegal acts against the property of a third party,
by means of deceptive, false, and misleading
facts, which induce an error.

Fraud in Ecuador is mainly based on the provi-
sions of Article 186 of the COIP, which estab-
lishes that in order for a fraud to exist there must
be four characteristics:

+ deception or misleading acts;

* simulation of false facts;

« concealment of true facts; and

+ an effect on the victim’s patrimony, assets or
money.

All four conditions must be met for a fraud to
take place.

Procedural matters

Ecuadorian legislation contemplates an adver-
sarial accusatory system; therefore, fraud claims
in Ecuador are filed before the General Prosecu-
tor’s Office (Fiscalia General del Estado, or FGE),
which is responsible for public criminal actions.

Fraud claims must be brought through public
criminal actions; this means that a public pros-
ecutor has to investigate an alleged crime and
request the Judge of Criminal Guarantees to ini-
tiate criminal proceedings for the alleged crime.

The COIP establishes a series of principles,
requirements and procedural rules that must
be in accordance with the Constitution of the
Republic of Ecuador. Therefore, once the Judge
of Criminal Guarantees initiates a criminal pro-
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ceeding, the process itself must necessar-
ily comply with the rules of due process and
respect all constitutional guarantees.

Once the criminal process has begun, judges
must order precautionary measures (such as
a prohibition on leaving the country, periodic
appearances before the authorities or even pre-
ventive imprisonment). The Judge of Criminal
Guarantees will have to determine if it is evident
from the facts presented that fraud has been
committed. If a judge determines that fraud has
been committed, the defendant will be called
to trial. However, if no fraud or other crime is
identified, the judge will dismiss the defendant
and declare their innocence. In this last case,
the precautionary measures will have to be lifted
and the proceedings will be definitively closed.

However, if the Judge of Criminal Guarantees
calls the defendant(s) to trial, they must neces-
sarily hand over the case to a court made up of
three competent judges to hear the case, carry
out the trial hearing and finally decide whether
to ratify the innocence of the defendant(s) or, if
not, to find them guilty and sentence them to
imprisonment.

Nevertheless, any of the procedural parties has
the right to file an appeal before a higher court
and, once the appeal has been heard and if this
is not favourable, before a National Judge.

False Statements, Corrupt Payments,
Conspiracy and Misappropriation

The making of false statements is a crime known
as “perjury and false testimony” and is provid-
ed in Article 270 of the COIP. The article states
that “[tlhe person who, by declaring, confess-
ing, informing or translating before a competent
authority, fails to tell the truth under oath, commits
perjury. Perjury shall be punished with imprison-
ment from three to five years; when doing so not
under oath, the person commits false testimony.
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False testimony shall be punished with imprison-
ment from one to three years.” It is very impor-
tant to note that perjury can only be committed
under oath, therefore, it must be committed or
done when testifying or declaring in court or,
in the absence thereof, before a notary public.
And, as previously explained, the process must
be developed by means of a public prosecutor
who initiates an investigation and subsequently
requests a Judge of Criminal Guarantees to initi-
ate the criminal process and dictate the respec-
tive precautionary measures.

Corrupt payments are contemplated in the COIP
through different crimes such as bribery or con-
cussion (extortion), provided in Articles 280
and 281, respectively. Bribery and concussion
requires that one of the participants who com-
mitted the crime must be a public official of the
Ecuadorian state and that, at the time the crime
was committed, they were working as an Ecua-
dorian public official. However, a recent reform
of the COIP (passed on 17 February 2021 and
which came into effect in late 2021) creates a
new form of crime: corrupt acts in the private
sector. It defines a variety of inappropriate con-
duct as a crime (eg, it is a crime for general man-
agers or shareholders, among others, to receive
a gift, illegal salaries or promises, among other
things). The definition of this crime, in the opinion
of the authors of this article, is poorly drafted and
overly broad; businesses will therefore need to
take a careful look at their practices.

Conspiracy, known as illicit association, is a
crime provided for in Article 370 of the COIP and
it is committed when two or more people associ-
ate with the purpose of committing crimes (that
are punishable with imprisonment of less than
five years). lllicit association is punished, for the
sole fact of the association, with imprisonment
of three to five years.
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Finally, misappropriation in Ecuador is a crime
known as trust abuse and is provided for in Arti-
cle 187 of the COIP. This crime is committed
when a person — who is entrusted to manage
money, goods, or assets, or where these are
under their control with the condition of return-
ing them or using them in a specific way — uses/
steals them for their own or a third party’s ben-
efit. Trust abuse is punished with imprisonment
of one to three years. This crime is commonly
committed by employees in senior positions.
This is a crime that applies to the private sector.

1.2 Causes of Action after Receipt of a
Bribe

The causes of action available in the Ecuado-
rian jurisdiction for a claimant whose agent has
received a bribe are mainly the following.

The receipt by the agent of any gift or any type
of compensation, which the agent has knowingly
accepted, in return for performing or omitting
certain acts that otherwise would have not been
committed, and that have damaged in any way
the assets of the company to the benefit of the
agent or a third party, will be considered a crime.

Being a crime contemplated in the law and in the
COIP, a complaint shall be filed with the Public
Prosecutor’s Office for the crime of concussion
and/or bribery as applicable, so that a prosecu-
tor investigates the crime committed, respecting
all the rules of due process for this purpose.

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

Ecuadorian legislation punishes the crimes that
are typified in the COIP; however, it is the judge
of the case who must determine the status under
which each defendant is punished and sanc-
tioned. This means that the judgment issued
will determine the degree of responsibility that
each defendant has and will determine whether
they are the author of the crime, an accomplice

167



ECUADOR [ AW AND PRACTICE

Contributed by: Roque Bernardo Bustamante, Roque Javier Bustamante and Claudia Bustamante,

Flor Bustamante Pizarro & Hurtado

or helped to cover it up. Therefore, all persons
who assist or facilitate the fraudulent acts of
another, must assume the legal consequences
as accomplices for the crime that was commit-
ted.

The claims available in Ecuador against parties
who assist or facilitate the fraudulent acts of
another are the same as if the claim were to be
brought against the perpetrator who committed
the crime.

It is important to point out that an accomplice
is a person who fraudulently facilitates or co-
operates with secondary acts, prior or simulta-
neous to the performance of a criminal offence.
There are situations in which the party’s assis-
tance consists of the receipt of fraudulently
obtained assets, after the crime was commit-
ted. This person will no longer be punished as
an accomplice, however, since their assistance
did not occur before or during the committing of
the criminal offence, as mentioned above.

However, Article 289 of the COIP provides that
a party’s assistance consisting of the receipt of
fraudulently obtained assets is a crime, known
as “front-manning” (testaferrismo). This crime
punishes the person who consents to pretend
that the fraudulently obtained assets (including
real estate, titles, shares, participations, money
and securities) are their own. This crime is pun-
ished with imprisonment for three to five years.
If it is proven that the crime was committed by a
legal entity, it will be sanctioned with the extinc-
tion of the legal entity and a monetary fine.

Likewise, Article 370 of the COIP, states the fol-
lowing regarding “unlawful association”: “When
two or more persons associate for the purpose
of committing crimes, punishable with imprison-
ment of less than five years, each of them shall
be punished, for the sole fact of the association,
with imprisonment of three to five years.”
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1.4 Limitation Periods

In Ecuador, the limitation period for crimes is
the same period of time as the maximum term
of imprisonment for that specific crime. This
means, for example, that the limitation period
for fraud, punishable with five years of imprison-
ment, will be five years counting from the day the
fraud was committed.

Notwithstanding all of the above, it is important
to emphasise that when the prosecutor requests
the judge to press charges and the judge orders
the charges and initiates the criminal proceed-
ing, the statute of limitations is interrupted.

1.5 Proprietary Claims against Property
Criminal law in Ecuador has two purposes: (i) to
punish the offender with an imprisonment sen-
tence, and (ii) to repair the rights of the victim by
means of comprehensive reparation.

In this sense, when a claimant seeks the recov-
ery of property, assets, money or funds that
have been misappropriated or induced by fraud
to transfer, and where those funds have been
mixed or invested before being recovered by the
victim, the claimant must necessarily overcome
the following barriers.

+ Obtaining an enforceable judgment that
orders the payment of integral reparation to
the victim, or obtaining an order for the full
reparation of the victim’s rights; this decision
must be enforceable so no appeals can be
filed against the judgment.

* Following this, a second phase or procedural
stage for executing the decision must be
initiated through a civil process before a civil
judge to apply seizures or withholdings on
assets owned by the debtor or on the debt-
or’s income.

In practice it is very unlikely that a seizure or
withholdings will be possible. The probability of
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success in recovering funds which represent the
proceeds of fraud, but which have been mixed
with other funds, is very low.

1.6 Rules of Pre-action Conduct

Under Ecuadorian legislation, no particular rules
of pre-action conduct apply in relation to fraud
claims.

1.7 Prevention of Defendants
Dissipating or Secreting Assets

In Ecuador, what a victim of fraud can do to
prevent a defendant from dissipating assets or
secreting them with a view to avoiding the con-
crescences of a judgment is to request in rem
precautionary measures.

Precautionary Measures on Property
Precautionary measures must necessarily be
ordered at the beginning of the process, mean-
ing, at the moment in which the Judge of Criminal
Guarantees presses charges upon the request of
the prosecutor in the case. Thus, it is the pros-
ecutor of the case who, seeking to secure the
rights of the victim of an alleged crime, requests
and/or recommends that the judge order cer-
tain precautionary measures of a real or personal
nature. In this sense, it is important to clarify that
the COIP recognises, in its Article 549, the in rem
precautionary measures that can be dictated by
a judge.

The judge may order the following precautionary
measures on the assets of the natural or legal
person being prosecuted:

» abduction;

* seizure;

« detention; and

« prohibition of alienation.

Once the measures have been ordered, they
must be entered in the respective registries free
of charge.
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Likewise, Article 444.11 of the COIP establishes
that the prosecutor has the power to request that
the judge dictate the precautionary and protec-
tion measures that they consider appropriate for
the defence of the victims and the re-establish-
ment of their rights. The revocation or termina-
tion of such measures can also be requested
when the judge considers that the investigation
carried out has made it possible to dispel the
evidence that led to them.

On the other hand, Article 519 of the COIP estab-
lishes that the judge may order one or more pre-
cautionary and protective measures provided for
in the Code in order to:

* protect the rights of the victims and other
participants in the criminal proceedings;

* guarantee the presence of the accused per-
son in the criminal proceeding, their com-
pliance with the judgment and the integral
reparation;

« prevent the destruction or obstruction of evi-
dence that may lead to the disappearance of
elements of the conviction; and

« guarantee full reparation to the victims.

In this sense, it is important to clarify that the
lawyers representing the victim are the ones who
must co-ordinate with the public prosecutor of
the case to request that the judge enacts the in
rem precautionary measures in order to secure
the assets which are the object of the infraction.
It is, however, the judge who has the last word
and who must decide.

Court Fees

There are no court fees to pay since the Con-
stitution of the Republic of Ecuador recognises
the right of the victims to full reparation of the
damages caused, to effective and free judicial
protection and to have their procedural rights
respected as a responsibility of the national
judicial system. In the case of non-compliance
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by the defendant with any of the precautionary
measures, at the request of the prosecutor and
in a reasoned manner at a hearing, preventive
imprisonment must be ordered by the judge.
Finally, the claimant is not required to provide a
cross guarantee for damages.

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets

In Ecuador there are no procedures available to
require a defendant to give disclosure of their
assets to assist in preserving assets pending
a judgment. Additionally, defendants have the
constitutional right to remain silent and not self-
incriminate.

It is the responsibility of the person filing the
complaint, together with the prosecutor, to dem-
onstrate to the Judge of Criminal Proceedings
which are the properties, assets and money of
the defendant on which precautionary meas-
ures, such as measures of a real nature, will be
imposed. If any of these properties, goods or
money are not in the name of the defendant,
the precautionary measure cannot be imposed.

The claimant does not need to give a cross-
undertaking in damages.

2.2 Preserving Evidence

Under Ecuadorian law, the procedure available
for preserving and conserving evidence in cir-
cumstances where it is feared that important
evidence might be destroyed or suppressed is
that the evidence enters a chain of custody at
the request of the prosecutor or by order of a
judge. Evidence will enter the chain of custody
at the crime scene and is then secured until it is
presented before the judge and the judge makes
a ruling. Once it has entered the chain of cus-
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tody it cannot be removed except by order of the
competent authority.

Courts in Ecuador allow a party to conduct a
physical search of documents at the defendant’s
residence or place of business only when there
is a search warrant issued by a Judge of Criminal
Guarantees, and in turn this Judge has issued
an official notice to the Judicial Police and the
National Police giving the respective search war-
rant.

A judicial order will be required to conduct a
physical search of documents.

The claimant does not need to give a cross-
undertaking in damages. Responsibility for dam-
ages due to a search warrant is assumed by the
FGE and the National Police.

There is a second way to preserve evidence that
is in danger of being manipulated or erased,
which is to request an “urgent act” from the
prosecutor’s office to order a prosecutor to col-
lect the evidence and keep it in a prosecutor’s
file. However, in practice, it may take some time
until the prosecutor’s office collects the evidence
and therefore this is not always the best method
to follow.

2.3 Obtaining Disclosure of Documents
and Evidence from Third Parties

In Ecuador there is only one procedure to obtain
a disclosure of documents and evidence from
third parties, and this occurs when the prosecu-
tor, either of its own accord or at the request of
the parties, orders documents from third parties.

This procedure cannot be invoked before the
commencement of the proceedings. There must
necessarily be an open criminal investigation to
obtain disclosure of documents from third par-
ties. Nevertheless, documents disclosed form
third parties will have to remain confidential due
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to the fact that criminal investigations are nec-
essarily confidential. Disclosed documents will
only be made public if there are charges pressed
against the defendant and a process has been
initiated.

2.4 Procedural Orders

In Ecuador, procedural orders can be brought
by judges or prosecutors without notifying the
intended defendant. Defendants only need to
be notified once, when the process is initiated,
then, in white-collar crime and fraud cases, the
process con continue, even in the absence of
the defendant.

The prosecutor, during the investigation period,
has broad capacity to gather or request all type
of evidence. However, the defendant always has
access to the full file and evidence gathered by
the prosecutor.

There is no additional burden placed on the
claimant to offer compensation when the defend-
ant is not present in the case proceedings.

2.5 Criminal Redress

The COIP and the law contemplate and estab-
lish two purposes for criminal law: (i) punishment
and (i) repairing the rights of the victim.

In this sense, all criminal proceedings in Ecuador
seek to punish and/or sanction the perpetrators
of the crimes and secondly to repair the rights
of the victim. This second aim is known as “inte-
gral reparation”. However, in practice sometimes
the ruling only establishes what the reparation
should be, and the victim then initiates a civil
proceeding to enforce that reparation.

Therefore, victims of fraud in Ecuador rarely seek
redress against the perpetrator via the criminal
process because it is not common to get any
economic compensation through a criminal pro-
cess. Criminal actions are used more as a threat
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to negotiate economic compensation. In prac-
tice, if a civil case has been started for the same
matter the judge will usually consider that it is
only a damages case and not a criminal offence,
meaning that the civil claims impede the pro-
gression of a criminal prosecution.

2.6 Judgment without Trial

In Ecuador, as a general rule, it is not possible to
obtain a judgment without a full trial. The ordi-
nary criminal process has three stages:

« the prosecutorial investigation stage;
- the evaluation and preparatory trial stage; and
« the trial stage.

In the evaluation and preparatory trial stage, the
first hearing is held. In this hearing the elements
of conviction are presented and the evidence is
announced. In the third trial stage the second
hearing, called the trial hearing, is held. Only in
this trial hearing may the evidence be presented
and explained. In this same hearing, the judge
is obliged to announce the decision taken (the
written judgment is subsequently drafted and
notified to the parties). The judgment cannot be
obtained if this full process is not held.

However, there is a special abbreviated proce-
dure, which the defendant must voluntarily state
that they wish to be subject to in order for it to
proceed. To do so, the defendant must plead
guilty to the crime and the penalty imposed, and
the defence attorney must confirm the defend-
ant’s willingness to plead guilty. In this proce-
dure, it is no longer necessary to carry out the
three stages with two hearings. The procedure
is reduced to a single hearing where the judge
condemns the defendant.

It should also be noted that the following are

crimes that can be tried in absentia, when the
defendant does not appear at the hearings:
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* peculation;

* bribery;

- concussion; and
« illicit enrichment.

2.7 Rules for Pleading Fraud

In Ecuador there are no special rules or profes-
sional conduct considerations to plead fraud.
Fraud claims are the same as any other criminal
case. However, to preclude unwarranted allega-
tions of fraud or any other crime, if a claim is
considered as malicious, damages may be initi-
ated against the complainant.

2.8 Claims against “Unknown”
Fraudsters

In Ecuador it is possible to bring claims against
“unknown” fraudsters. These claims are dealt
with by the Unit to Uncover Perpetrators,
Accomplices and Cover-Ups. However, if this
Unit is not able to uncover who the fraudster is,
then the case will not continue.

2.9 Compelling Witnesses to Give
Evidence

In practice, neither the prosecutor nor the
defendants have powers to compel witnesses
to give evidence. However, at the judge’s sole
discretion, and if the judge considers it neces-
sary, a witness may be ordered to appear with
the support of the National Police.

In practice, it is very difficult to compel a witness
to testify at trial, and thus become part of the
trial evidence, since it will become testimonial
evidence.

Witnesses must declare under oath that they
are going to tell the truth and that no one has
exerted pressure on them to testify something in
particular, or to bring more evidence to the trial.
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3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

In Ecuador, imposing liability for fraud onto a
Corporate Entity is provided for in Article 49
of the COIP, which establishes that the acts of
company officers generate responsibility for the
company, if the acts are done for the benefit of
the company. Therefore, it may be said that the
knowledge of a director or officer that generates
a crime is attributed to the company, if the com-
pany benefits from said knowledge.

It should also be pointed out that the COIP
contemplates criminal liability for legal entities;
therefore, a prosecutor may request that the
legal entity be linked to the criminal process
through its representative(s) in order to be crimi-
nally prosecuted. In this sense, it is fully feasible
to impose criminal liability on a legal entity or
company when a representative commits acts
of corruption, as long as the prosecutor deems
it necessary.

3.2 Claims against Ultimate Beneficial
Owners

Under Ecuadorian jurisdiction, it is possible to
bring claims against those who stand behind
companies, such as ultimate beneficial owners,
when the company has been used as a vehicle
for fraud. Complaints can be filed against any
person, regardless of whether or not this person
held any position in a company or whether or not
they were the ultimate beneficiary. However, it is
the responsibility of the person filing the com-
plaint to prove to the prosecutor how and in what
manner the infraction was committed, since the
burden of proof is on them, and to what extent
the ultimate beneficial owner was involved in the
crime.
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3.3 Shareholders’ Claims against
Fraudulent Directors

The rules for criminal action against directors
of companies that misuse the capital of that
company are the same as for other white-collar
crimes. As mentioned in 1.1 General Charac-
teristics of Fraud Claims, Ecuadorian legisla-
tion includes the trust abuse crime as the one
where a person fraudulently takes advantage of
money, assets, and goods that were entrusted.
This is common with company directors who
abuse their position of power to benefit fraudu-
lently from the company’s funds.

Article 187 of the COIP, which deals with trust
abuse (abuso de confianza), establishes that the
person who disposes, for themselves or a third
party, of money, goods or patrimonial assets
delivered under the condition of being returned
or being used in a predetermined way, shall be
punished with deprivation of liberty for a term of
one to three years.

The same penalty is imposed on the person who,
abusing the signature of another, on a blank doc-
ument, extends with it any other document to
the detriment of the signer or a third party.

The process for bringing claims against fraudu-
lent directors will begin by means of a complaint
before the District Attorney General’s Office so
that a prosecutor investigates the cause and
subsequently requests the Judge of Criminal
Guarantees to press charges and to begin the
ordinary criminal process as in the majority of
white-collar crimes.
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4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

In Ecuador, international agreements and trea-
ties prevail and take precedence over domestic
law. In this sense, the FGE carries out interna-
tional co-operation in certain crimes and inves-
tigations. Thus, the COIP establishes that the
Attorney General’s Office will request, with the
governing authority of foreign policy, the execu-
tion of bilateral agreements for co-operation and
international criminal assistance. Additionally, it
may execute co-operation agreements with its
peers in the jurisdictions involved, in order to
make effective the return of assets, which agree-
ments may be signed on an ad hoc basis as
appropriate.

However, in the practice of criminal procedural
law in Ecuador, international co-operation occurs
with little regularity, and necessarily requires the
intervention, direction and control of the highest
authority of the FGE, in this case whoever holds
the position of Prosecutor General of the Nation.

This type of international co-operation usually
only occurs in criminal proceedings that have
been important in the media because they deal
with political corruption. It is difficult to have
international co-operation for crimes such as
fraud or breach of trust.

5. ENFORCEMENT

5.1 Methods of Enforcement

The execution of criminal judgments must com-
ply with certain requirements defined and indi-
cated in the law.

In the first place, the judgment must be duly
executed, so that it cannot be appealed or chal-
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lenged by any resource indicated in the law. Sec-
ondly, if there is an imprisonment judgment, it
is the Judge of Criminal Guarantees who must
issue a warrant and/or an arrest warrant, and
therefore order the Judicial Police of Ecuador
to register in its databases the referred arrest
warrant. It will then be the responsibility of the
Judicial Police, in conjunction with the National
Police, to arrest the convicted person and deliver
them to the social rehabilitation centre of their
domicile to serve the sentence of imprisonment.

With respect to the integral reparation of the
victim’s rights, it will be understood that the
judgment is not executed until the offender has
not paid the fine or repaid the economic rights
caused by the infraction.

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

The right to remain silent and the privilege
against self-incrimination is fully recognised in
Ecuadorian law. This means that no defendant
at any stage of the process is obliged to testify
against themselves. They may always remain
silent.

Under no circumstances can the court force
the defendant to incriminate themselves, since
this right is recognised in the Constitution of the
Republic of Ecuador. It is important to empha-
sise that it is the prosecution that has the legal
responsibility to prove and demonstrate in court
the commission of a crime or criminal offence.

6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

Although it is fully recognised by the Constitution
of Ecuador and the COIP that there is confiden-
tiality between the defendant and their attorney,
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this can be interfered with by means of a court
order at the request of the relevant prosecutor.

In this sense, once there is authorisation from
the judge, an official notice will be issued to the
Chief of Subsystems of Interception of Commu-
nications or Computer Data by the FGE to carry
out the interception of communications or com-
puter data, prior co-ordination with the request-
ing prosecutor is required in order to give priority
to the investigation of crimes.

The District Attorney General’s Office, as the
entity that directs and organises the specialised
integral system of investigation, forensic medi-
cine and forensic sciences (specialised system),
will manage and control the operations of the
subsystem. The interception of the communica-
tion or computer data will be carried out by the
assigned prosecutors within an ongoing inves-
tigation, complying with due process.

Under no circumstances may a telecommuni-
cations service provider hinder the interception
work required for the administration of justice, in
accordance with the provisions of Article 77 of
the Organic Law of Telecommunications.

The prosecutor will co-ordinate — with the spe-
cialised system — the execution of the security
protocols issued for this purpose. The informa-
tion generated at the request of the prosecu-
tor of the case will be recorded in a digital form
identified with a security code, for custody and
transfer purposes, following the provisions for
chain of custody.

The prosecutor assigned to the Subsystems of
Interception of Communications or Computer
Data will be the executor of the court order and
the only person competent to order the extrac-
tion, recording and delivery of the intercepted
communications or computer data; therefore, no
other official, nor police or civil servant belonging
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to the specialised system, may record or extract
any evidence or information without the authori-
sation of the prosecutor.

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

Regardless of the penalty of imprisonment for
those who commit a crime in Ecuador, the judge
in a ruling will establish what represents “full
reparation” of the damages caused. The victim
may suggest to the judge of the case what the
full reparation of the damages caused should be
in the hearing and trial, specifically in the closing
argument, after having demonstrated the dam-
age caused with the evidence adduced in the
oral trial.

Additionally, in Ecuador the Civil Code recog-
nises that any unjustified prosecution, as long
as it is proven to be such, grants the right to sue
before a civil judge for damages caused by the
unjustified prosecution. This civil suit is known
as a “moral damages” suit.

The procedure to be followed is the same as
any other civil lawsuit under the General Organic
Code of Proceedings and mainly consists of the
following stages:

- filing of the lawsuit before a civil judge;

« qualification of the claim;

« summons to the defendant by means of three
ballots;

« trial hearing;

* judgment;

« appeal to the Provincial Court; and

« cassation before the National Court.
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7.2 Laws to Protect “Banking Secrecy”
In Ecuador, banking secrecy is recognised
through the different laws that deal with eve-
rything related to the national financial system,
laws such as the Organic Monetary and Finan-
cial Code or even the Constitution of the Repub-
lic of Ecuador. Banking secrecy means that one
cannot access other people’s banking transac-
tions or review their account statements, given
the privacy of such information.

However, this can be circumvented by law as
long as there is a court order by a judge order-
ing a financial institution or bank to disclose the
account statements and bank transactions.

Thus, the attorney representing the victim of the
crime must be the one to request the prosecutor
of the case to add the bank transactions of the
person under investigation as evidence in their
client’s favour or as an element of conviction for
the prosecution. In addition, the prosecutor must
request that the judge authorise proceeding with
the respective court order.

However, there is a possibility that the defence
will oppose this measure and that, ultimately, the
judge in the case may not grant the request.

7.3 Crypto-assets

The COIP does not yet specifically regulate cryp-
tocurrencies. This means that in cases of fraud
related to cryptocurrency, it will be a common
prosecutor who handles cases of fraud who will
have to demonstrate and prove how the fraud
occurred and justify that it was perpetrated with-
in the Ecuadorian jurisdiction.

Cryptocurrency is treated as property, much like
any other form, in Ecuador. Unfortunately, as not
much legislation on cryptocurrency, or crypto-
assets more broadly, has been developed, the
COIP does not regulate it and therefor a freezing
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injunction or equivalent relief cannot be obtained
in relation to these types of assets.

The main challenge in cryptocurrency-related
frauds will be to prove to a common prosecutor

176

that the fraud was committed within the Ecua-
dorian jurisdiction, since being purely virtual
property; the defence will probably argue that
the crime has not been committed within the
Ecuadorian jurisdiction.



LAW AND PRACTICE ECUADOR

Contributed by: Roque Bernardo Bustamante, Roque Javier Bustamante and Claudia Bustamante,

Flor Bustamante Pizarro & Hurtado (FBPH)
was launched in 2021 with offices in Quito,
Ecuador, and has made an immediate impact
on the Ecuadorian legal market as a new firm
formed by well-reputed professionals with sig-
nificant experience in local and cross-border
transactions. In the short term, FBPH expects
to be a major player in the Ecuadorian legal
market. The firm is currently formed by 27 law-
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vast experience in their professional fields.
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1. FRAUD CLAIMS

1.1 General Characteristics of Fraud
Claims

The law of England and Wales does not provide
a specific, single cause of action of civil or com-
mercial fraud, it has developed a flexible and
creative approach to assisting victims of fraud-
ulent behaviour. The typical claims utilised by a
victim of fraud are fraudulent misrepresentation
(under the tort of deceit) and breach of trust or
fiduciary duty (which are claims in equity).

Fraudulent Misrepresentation (Deceit)
Fraudulent misrepresentation (or deceit) is a
cause of action available where Party A makes a
false representation to Party B either by words or
conduct, knowing it to be untrue (or being reck-
less as to whether or not it is true) and intending
Party B to rely on that representation. If Party B
does so, and suffers a loss as a consequence,
then Party A will be liable to Party B in tort.

Importantly, there is also a statutory action for
misrepresentation under the Misrepresentation
Act 1967. A claim under the Act is often prefer-
able to bringing an action in fraud because:

« it reverses the burden of proof by requiring
Party A to show they had an honest belief in
the truth of the representation at the time it
was made;

« it does not require Party B to prove fraudulent
conduct (which is a high hurdle in English
law); and

« it still allows for a measure of damages com-
mensurate with a claim in fraud (ie, Party B
is allowed to recover all losses flowing from
the affected transaction, as opposed to, eg, a
claim in negligent misstatement, where Party
B is only allowed to recover losses that are
the direct consequence of the misstatement).
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Breach of Trust/Breach of Fiduciary Duty

A “trustee” or “fiduciary” relationship often plays
an important part in fraud claims. It exists where
one person (the “fiduciary”) has undertaken to
act for or on behalf of another person (the “prin-
cipal”) in circumstances that give rise to a spe-
cial relationship of trust and confidence. Com-
mon examples may be the relationship between
a trustee and beneficiary in an express trust,
a solicitor and their client, a company director
(including shadow director) and the company,
a financial adviser and the investors they are
advising, an agent and their principal, or a busi-
ness partner and their co-partner(s).

Where such a relationship exists, the fiduciary
must act with outright loyalty towards their prin-
cipal. In broad terms, this means that they must
act in good faith, must not make a profit out of
the relationship of trust, and must not put them-
selves in a position where their duty may conflict
with their own interests.

Unsurprisingly, fraudulent behaviour (such as
misappropriation of assets) in the context of one
of these relationships will amount to a breach of
trust/breach of fiduciary duty.

There are a number of remedies available for
a claim of breach of trust or breach of fiduci-
ary duty. Most commonly, the fiduciary will
be required to compensate the principal for
losses suffered, or to “account” for any losses
and (potentially) profits made as a result of the
breach. The principal may also be able to “fol-
low” or “trace” specific trust property or pro-
ceeds and assert an equitable interest over them
(see 1.5 Proprietary Claims against Property).

Other Causes of Action
Third-party involvement
English law also provides separate causes of
action against third parties who assist or facili-
tate fraudulent acts (eg, unlawful means con-
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spiracy and dishonest assistance). These are
discussed in detail in 1.3 Claims against Par-
ties Who Assist or Facilitate Fraudulent Acts.

Specific insolvency claims - “wrongful
trading” and “transaction at undervalue”
Additionally, there are specific claims that arise
in an insolvency setting. In particular, English
insolvency law provides a specific claim availa-
ble to liquidators of “wrongful trading”, which will
occur where a company’s director(s) continues
to trade in circumstances where they know (or
ought to have known) that there is no reasonable
prospect of the company avoiding insolvency
proceedings. A director who knowingly fails to
exercise due care may become personally liable
to the company/its creditors for the losses they
cause.

Steps may also be taken where a company
enters into a “transaction at undervalue” where-
by assets are gifted or sold to third parties at a
price that is significantly below their actual value.
If the company subsequently becomes insol-
vent, a court may order the reversal of any such
transactions that took place in the two years
prior to the insolvency.

1.2 Causes of Action after Receipt of a
Bribe

Civil Claim

A civil law claim may be brought by a person
who discovers that their agent or employee has
been bribed or has received a secret commis-
sion. In bringing such a claim, the claimant must
show:

+ a payment was made to the agent/employee
of the briber’s counterparty;

« the briber knew that the recipient was the
agent/employee of the counterparty; and

- the payment was not properly disclosed to
the counterparty.
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Where that occurs, English law makes an irre-
buttable presumption that the party making the
payment did so to cause the agent/employee to
prioritise their interests over those of the coun-
terparty, and that the agent/employee was actu-
ally influenced by the bribe. It should be noted
that the agent/employee cannot avoid liability by
arguing that the payment is governed by (and
has no adverse consequences under) foreign
law. This is because the English courts will not
apply a foreign law where doing so conflicts with
the principles of domestic public policy.

In bribery cases, the English court has histori-
cally been readily willing to find that a fiduciary
relationship existed by giving the usual rules a
wide and loose interpretation — or indeed by dis-
regarding the usual rules that would otherwise
suggest that no such relationship existed.

Damages and/or Equitable Remedies

If a claim of bribery is successful, the claimant
can seek damages and/or equitable remedies
(such as requiring the defendant(s) to account
for, or return, any profits made). The amount
recovered will generally be at least the value of
the bribe (even if there is no other identifiable
loss), which can be, for example, on the basis
that English law deems that the agent/employee
holds the bribe on a “constructive trust” for the
benefit of their principal/employer. This is signifi-
cant as it provides the principal/employer with a
proprietary interest (see 1.5 Proprietary Claims
against Property) over those funds (and there-
fore the asset is not available to creditors of the
agent) and carries no requirement to prove that
the actions of the agent/employee caused dam-
age to the principal/employer.

Dishonest Assistance

The wronged party may also claim for dishon-
est assistance (see 1.3 Claims against Parties
Who Assist or Facilitate Fraudulent Acts)
against the person who paid the bribe (assum-
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ing the party receiving the bribe is a fiduciary) or
for procuring a breach of contract (on the basis
that an agent/employee will typically breach the
terms of any contract if they receive a bribe).
In doing so, the wronged party may be able to
rescind all transactions between them and the
party paying the bribe (or the company they are
associated with).

Injury by Unlawful Means

In some circumstances, it may be possible for
a wronged party to bring a claim for conspiracy
to injure by unlawful means (see 1.3 Claims
against Parties Who Assist or Facilitate
Fraudulent Acts) against a third-party competi-
tor that it suspects of bribery (ie, in circumstanc-
es where Party A suspects that its competitor,
Party B, has paid bribes to a potential customer,
Party C, such that Party C agrees to do business
with Party B and not with Party A). Such claims
are difficult to substantiate, as it is insufficient
to show that the bribe was merely likely to injure
Party A - rather it must be shown that Party B
had an intention to injure Party A.

Separate Criminal Offences

Note there are also separate criminal offences
for bribery, which arise under the Bribery Act
2010.

1.3 Claims against Parties Who Assist
or Facilitate Fraudulent Acts

In some circumstances, English law allows a
wronged party to claim against third parties who
do not owe any pre-existing duties. These claims
will be particularly important where the primary
wrongdoer (ie, the one who owes specific, pre-
existing duties to the victim) is out of the jurisdic-
tion or does not have assets with which to satisfy
a claim. Three causes of action are most relevant
in such circumstances.
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The Three Most Relevant Causes of Action
Dishonest assistance
A claim in dishonest assistance will exist where:

« a breach of trust and/or fiduciary duty has
occurred, causing loss (see 1.1 General
Characteristics of Fraud Claims);

« the third-party defendant assisted in that
breach of trust or breach of fiduciary duty;
and

« the third-party defendant acted dishonestly in
doing so.

In these circumstances, the third party will be
deemed to have acted dishonestly where they
have not acted in the way an honest person
would have done in the circumstances. This is
largely an objective question, which asks wheth-
er the third party’s actions fell below the stand-
ard expected of ordinary honest people, regard-
less of whether or not they knew it fell below that
standard. Importantly, it is not necessary for the
wronged party to show that the trustee/fiduciary
was also dishonest in breaching their duty.

Where a claim of dishonest assistance is suc-
cessful, the third party is liable to the wronged
party as though they were a trustee or a fiduci-
ary. This means they can be ordered to account
for any profits, as well as be required to pay
damages.

Knowing receipt

Unlike dishonest assistance, a claim for know-
ing receipt focuses on a third party who actually
receives misappropriated property or proceeds,
knowing that they were provided in breach of
trust or breach of a fiduciary duty. The third par-
ty’s state of mind must make it unconscionable
for them to retain the benefit of the property or
proceeds (even if they have not acted dishon-
estly).
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As with dishonest assistance, the third party is
liable to the wronged party as though they were
a trustee or a fiduciary, which in a case of know-
ing receipt may also include accounting for the
value of misappropriated property.

Conspiracy

A wronged party may also have a claim in the
tort of conspiracy where a number of parties
conspired to injure them. This is a helpful tool to
a potential claimant as it allows potential defend-
ants to be grouped together (where it can be
proved that they took concerted action), even
where they may not have a direct cause of action
against all of them.

There are two forms of conspiracy. First, “lawful
means conspiracy”, whereby the claimant must
show that notwithstanding the fact that lawful
means were used, the defendants’ predomi-
nant intention was to injure them. This form of
conspiracy is rarely seen in practice. The sec-
ond, more common, form is “unlawful means
conspiracy”. The fact that the defendants may
have utilised unlawful means lowers the eviden-
tial burden for the claimant. In particular, they
need only show that the defendants intended to
injure them, even if that was not the predominant
intention. For this second form of conspiracy,
“unlawful means” exist where the wronged par-
ty has an actionable claim against one or more
of the defendants, or where criminal conduct
is involved. To claim damages, the claimant is
required to show that it has suffered loss as a
result of the unlawful act.

Misappropriation

In addition, as noted below, in certain circum-
stances it may be possible to argue that an asset
in the hands of a third party is held on construc-
tive trust for the victim of fraud (eg, where an
asset has been misappropriated in breach of
fiduciary duty).
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Breach of Duty of Care by a Bank

Where fraudulent transactions have been admin-
istered by a bank, it may be possible to recover
resultant losses from the bank for a breach of
the “Quincecare” duty (so called because of the
case from which it derives). It is an implied term
of the contract between bank and customer that
the bank will exercise reasonable care and skill
when executing the customer’s instructions. The
bank may breach its duty where it executes the
customer’s instructions knowing (or shutting its
eyes to the fact) that they were made dishon-
estly, acts recklessly in failing to make reason-
able enquiries, or where there were reasonable
grounds to believe the instructions were an
attempt to misappropriate funds. It is possible
for banks to expressly exclude the duty in their
contractual terms, but recent cases suggest vic-
tims of fraud may increasingly rely on the cause
of action where there are low hopes of recovery
from the principal actors (for example, because
they are insolvent, or have disappeared).

1.4 Limitation Periods

The limitation period for the wronged party in a
fraud claim is typically six years, starting from
when they either discovered the fraud or when
they could have done so using reasonable dili-
gence.

Importantly, in the context of fraud (whether in
relation to trust property or otherwise), where the
defendant has deliberately concealed any fact
that is relevant to the victim’s ability to bring a
claim, the limitation period will not begin to run
until that concealment has been discovered, or
could reasonably have been discovered.

An exception to the general six-year rule also
exists in relation to trust property. Specifically,
there is no set limitation period in respect of (i)
any fraudulent breach of trust, or (i) any action to
recover trust property that the trustee has taken
for themselves. This allowance relates only to
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trustees who have assumed responsibility for
trust property (and therefore does not apply to
trusts that arise solely at the discretion of the
courts). Furthermore, dependent on the remedy
that is being sought, the court may still have dis-
cretion to say that there has been unreasonable
delay and that it would be unfair to the trustee
to allow the claim to proceed.

1.5 Proprietary Claims against Property
Where property has been fraudulently obtained
and transferred to a third party, the victim may
have a proprietary claim in respect of that prop-
erty (or its proceeds), unless it has been obtained
by a third party in good faith, for value, and with-
out notice of the relevant fraudulent activity.

A proprietary claim will be particularly signifi-
cant where the third party or the wrongdoer is
insolvent as it enables the wronged party to rank
ahead of general creditors.

A proprietary interest also becomes particularly
relevant (and particularly helpful to a victim of
fraud) where a fiduciary or trustee has made a
financial gain through a wrongful act, as this will
enable the victim to obtain that gain for them-
selves. By way of example, where a financial
adviser invests in an opportunity alongside their
client, but fails (in breach of their fiduciary duty)
to disclose a conflict of interest, the client may
be able to claim the financial adviser’s share of
the profits from the investment (in addition to
retaining their own profit). In this regard, a propri-
etary interest can dramatically increase the value
of any claim.

“Following” and “Tracing” Transferred
Property

The proprietary remedies available are assisted
by the evidential rules of “following” and “trac-
ing” transferred property. These are processes
by which a claimant can identify the relevant
property or proceeds that will form the focus of
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the claim. In broad terms, the claimant generally
has a choice to either “follow” the relevant prop-
erty and recover it from the third party (assuming
they are not a good faith purchaser, for value,
without prior notice), or they can instead “trace”
and recover any proceeds or new assets the
fraudster obtained from the third party.

In the event that the proceeds of fraudulent
activity become mixed with other funds, there
are rules for identifying what the wronged party
is entitled to (either in terms of a share of the
fund or any asset purchased with it).

1.6 Rules of Pre-action Conduct

Claims in England and Wales are governed by
certain “pre-action protocols” that set out the
steps that the courts will expect parties to take
prior to commencing proceedings. These steps
include setting out the claim in full, providing
the other side with an opportunity to respond,
considering whether the dispute is suitable for
alternative forms of dispute resolution such as
mediation, and so on. While there is no specific
protocol for instances of fraud, an allegation of
fraud is serious and has far-reaching conse-
quences even if it is not proved. Given this, any
allegation of fraud must be clearly and accu-
rately pleaded (as discussed in 2.7 Rules for
Pleading Fraud).

Note that the pre-action protocols do not apply
in respect of “without notice” applications,
although there are other steps that must be tak-
en in such circumstances (see 2.4 Procedural
Orders).

1.7 Prevention of Defendants
Dissipating or Secreting Assets

A wronged party may seek an interim “freezing
injunction” that prevents a defendant from dis-
posing of, or otherwise dealing with, their assets.
This is intended to prevent the defendant from
hiding, moving or dissipating their assets in a
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way that makes them “judgment-proof”. Such
orders typically also require the defendant to
promptly disclose a list of their assets (which
they are subsequently required to verify by way
of affidavit). Failure to comply with the order
may result in the defendant being in contempt
of court, which can result in the defendant being
fined or (in serious cases) imprisoned. Failure to
comply is also likely to affect the defendant’s
credibility and may have other consequences for
their substantive defence of the claim.

Freezing orders are “in personam” orders,
meaning they operate over individuals, rather
than over specific assets. This is significant as it
means they do not only limit dealings with assets
that are located within England and Wales (a
“domestic freezing order”), but also dealings
with assets that are located overseas (a “world-
wide freezing order” — discussed in greater detalil
below). Furthermore, a freezing order can extend
over various types of assets (normally bank
accounts, shares, physical property, but also
things like goodwill) provided that the defendant
has a legal or beneficial interest in them. Excep-
tions to the freezing order (eg, reasonable living
costs, legal fees, ordinary business transactions,
etc) are typically defined.

In certain cases, it may be possible to obtain
a proprietary injunction where a party claims a
proprietary interest in a specific asset. There will
generally be very limited exceptions to such an
order.

An application for a freezing order is made as a
standard application to the court but is a com-
plex application, usually done without notice to
the respondent, which requires an applicant to
discharge its duty of full and frank disclosure
(see 2.4 Procedural Orders). The court fees
associated with this are reasonably modest (at
the time of writing (May 2022), the fee for a with-
out-notice application was GBP108). However,
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in making such an application the claimant will
typically need to provide (i) an undertaking to
commence a claim shortly after the injunction
hearing is determined, and (ii) a “cross-under-
taking in damages”, meaning they must com-
pensate the defendant for any loss suffered if
it is later shown that the injunction should not
have been granted. It is sometimes necessary to
secure that undertaking through a bank guaran-
tee or payment into court.

Remedies Assisting with International Claims
In relation to preventing the dissipation of over-
seas assets, the English courts have developed
two remedies that assist with international
claims.

Worldwide freezing injunctions

The English courts have shown a willingness to
be dynamic in respect of freezing injunctions
with an international aspect. Examples of this
include orders being granted in circumstances
where the defendant has no significant presence
in England and Wales, and orders preventing
a defendant from dealing with their overseas
assets unless they transferred a specified value
of assets to England and left them there for the
duration of the order.

The requirements associated with a worldwide
freezing order are similar to those associated
with a general, domestic freezing order. The
notable exceptions, however, are that the claim-
ant must show that (i) any assets the defend-
ant has in England and Wales are insufficient
to satisfy the claim, and (ii) there are suitable
assets in other jurisdictions. The relevant court
will also give consideration to issues such as the
interests of other parties or creditors, either in
England or overseas.

When making an order, the defendant is entitled

to additional protections, given the risk that they
may face proceedings in each jurisdiction where
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their assets are located. Accordingly, orders typ-
ically contain a provision that they will not be
enforced outside England and Wales without the
permission of the English court. Even if permis-
sion is granted by the English court, the process
of actually enforcing a worldwide order abroad
can be problematic depending on the location
of the parties, the relevant international agree-
ments and so on.

Interim relief in support of foreign
proceedings

The English court may grant interim relief (includ-
ing freezing injunctions) to support proceedings
that have been brought in a different jurisdiction.

In the case of a freezing injunction, the claimant
must show that it is expedient for the order to be
granted. This will depend on matters such as the
domicile of the defendant, whether granting the
order will interfere with the case-management
powers of the foreign court, and/or whether the
order will create the possibility of conflicting/
overlapping restrictions in different jurisdictions.

2. PROCEDURES AND
TRIALS

2.1 Disclosure of Defendants’ Assets

A freezing injunction (discussed in detail in
1.7 Prevention of Defendants Dissipating
or Secreting Assets) will typically require the
defendant to swear an affidavit giving details of
assets they have a legal or beneficial interest in.
This includes details as to the value and location
of any such assets (including overseas locations
in the case of a worldwide order). Such disclo-
sure may also be ordered by the court prior to
any application for a freezing order (although this
is uncommon given that one of the main purpos-
es for seeking disclosure is to guard against the
dissipation of assets, and that purpose would
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be undermined if a freezing order has not been
put in place).

The defendant may be required to submit to
cross-examination if there are any concerns
regarding the disclosure they have given. Failure
to comply with the requirement to give disclo-
sure, or providing inadequate/false information,
may lead to a finding of contempt of court (and
therefore a fine or, in serious cases, imprison-
ment).

In an effort to ensure compliance with the dis-
closure requirements (as well as a freezing and/
or search and seizure order), in appropriate
cases it is possible to obtain an order requiring
the defendant to hand over their passport to the
claimant’s solicitor. Such an order ensures that
the defendant cannot leave the jurisdiction until
the court orders otherwise.

2.2 Preserving Evidence

Search and Seizure Order

A claimant may obtain a search and seizure order
giving the claimant (or their solicitors/agents)
access to relevant premises and allowing them
to take possession of specified evidence such
as documents, computers, electronic data, etc.
The purpose of such an order is to preserve
(rather than obtain) evidence in circumstances
where there is a real risk that it might otherwise
be destroyed. These orders are only available
in very limited circumstances. Where they are
granted, an independent supervising solicitor
will oversee the process to ensure it is conduct-
ed in a manner that is consistent with the terms
of the order.

Terms and conditions

In applying for a search and seizure order, it is
necessary to specify which premises will be
searched. Those premises must normally be in
the United Kingdom and under the defendant’s
control. No material may be removed from the
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premises unless it is specifically identified in the
order (and accordingly, orders cannot include
any “catch-all” wording), nor can legally privi-
leged material be obtained. The claimant will
typically need to provide a “cross-undertaking in
damages”, which means they must compensate
the defendant for any loss unduly suffered as a
consequence of the search and seizure order.
They must also undertake to commence a claim
shortly after any such order is made.

Note that a search and seizure order does not
allow a claimant to force their way into the
defendant’s premises. Rather, if the defendant
refuses entry, the claimant’s remedy is through
contempt of court proceedings.

2.3 Obtaining Disclosure of Documents
and Evidence from Third Parties

There are three main ways in which a wronged
party may seek to obtain information from third
parties.

Third-Party Disclosure Pursuant to the Civil
Procedure Rules (the “CPRs”)

Rule 31.17 of the CPRs allows for disclosure
from a non-party when the disclosure sought
is (i) likely to support the claimant’s case, or
adversely affect the case of the other party(ies),
and (i) necessary to deal with the claim fairly
and/or save costs. In considering whether to
grant such an order, the court will consider the
burden imposed on the third party by having to
provide disclosure.

Importantly, Rule 31.17 only applies where pro-
ceedings have been commenced. It is possible
to obtain disclosure before proceedings have
begun under Rule 31.16, but such an order can
only be sought against someone who is likely to
become a party to any subsequent proceedings
(which will be difficult where the third party has
not committed any wrong).
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Norwich Pharmacal Orders

Where the CPR disclosure route does not assist,
a Norwich Pharmacal order (so-called because
of the case from which it derives) enables a
wronged party to obtain disclosure from a third
party who is involved in wrongdoing (innocently
or not), but who is unlikely to be a party to any
subsequent proceedings.

Norwich Pharmacal orders are flexible and have
been developed to respond to a range of cir-
cumstances. In fraud cases, they are commonly
sought against banks, and are used to identify
the proper defendant to a claim, to trace assets,
to assist in pleading a case, and/or to enforce
a judgment. They are often sought “without
notice” and are accompanied by a “gagging
order” preventing the third party from informing
anyone, including its customer(s), that the order
has been obtained.

Bankers Trust Orders

Bankers Trust orders (again, so-called because
of the case from which they derive) are typically
made against banks or other institutions that hold
misappropriated funds or through which misap-
propriated funds have passed. They require the
bank or institution to disclose information relat-
ing to customer accounts and can accordingly
be very useful in tracing funds. They operate in
a similar manner to Norwich Pharmacal orders,
but are generally easier to obtain.

Restricted Use

Where an order allows for material to be obtained
from a third party, that material can normally only
be used in respect of the specific proceedings in
which the order was made - it cannot be used
for other collateral purposes without the permis-
sion of the court.

2.4 Procedural Orders

Procedural orders in fraud cases are often
sought “without notice” to the defendant in
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order to avoid “tipping them off”. If the order
is granted, the defendant is then subsequently
given an opportunity (through the “return date”)
to vary or discharge the order.

In an effort to ensure the defendant is not unduly
disadvantaged by not being present when the
order is first sought, the claimant must give “full
and frank” disclosure of all relevant facts, includ-
ing any points that are disputed or which might
have otherwise been advanced by the defend-
ant. The English courts are becoming increas-
ingly vigilant in ensuring that the duty of full and
frank disclosure is properly complied with by
claimants. This issue is taken seriously and is
often a point on which the defendant may sub-
sequently challenge what has taken place. Such
challenges may have serious repercussions in
that they may not only damage the claimant’s
credibility, but may also result in the order being
discharged at the return date (or earlier) and
an adverse costs order being made against
the claimant. Furthermore, in seeking an order
without notice, the claimant will typically need to
provide a “cross-undertaking in damages” which
means they must compensate the defendant
for any loss suffered if it is later shown that the
injunction should not have been granted.

2.5 Criminal Redress

Criminal proceedings for complex and high-
value instances of fraud in the United Kingdom
are typically investigated and prosecuted by
the Government’s Serious Fraud Office. While
uncommon, it is possible for a private party or
individual to bring their own criminal prosecution
against the wrongdoer.

In some instances a criminal conviction for fraud
will result in an order requiring the wrongdoer
to repay the victim, although this is not always
the case.
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Fraud victims seeking redress will usually pursue
a civil claim against the wrongdoer on the basis
that:

« civil proceedings are controlled by the victim
(rather than a prosecutor);

« civil proceedings have a lower standard of
proof (in that the claim must be proven on the
balance of probabilities rather than beyond a
reasonable doubt); and

« civil proceedings (generally) take less time
than a criminal investigation and any subse-
quent trial.

There is nothing to prevent a civil claim follow-
ing criminal proceedings, or vice versa. Similarly,
civil and criminal proceedings may take place
simultaneously, provided there is no risk of seri-
ous prejudice to the defendant(s). Having noted
this, it is uncommon for proceedings to take
place simultaneously.

2.6 Judgment without Trial

As with other civil proceedings, it may be pos-
sible for a claimant in a fraud claim to obtain
“default judgment” where the defendant does
not take steps in the proceedings. Similarly
(although only in extreme cases), a defendant
who fails to comply with orders and instructions
issued by the court may be “de-barred” from
taking steps to defend the claim.

It should be noted that the enforcement of any
judgment is a separate process (see 5.1 Meth-
ods of Enforcement) and will be particularly
difficult where a dispute has an international
element and/or where the defendant is refusing
to engage. It is difficult (although not impossi-
ble) to obtain “summary judgment” (whereby a
judgment is obtained without a full trial) in fraud
claims because it will generally be necessary for
the defendant to be cross-examined and to have
the opportunity to respond to the allegations that
are being made.
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2.7 Rules for Pleading Fraud

There are special rules (set out in Rule 16 of the
CPRs and the associated Practice Directions)
that apply to pleadings of fraud and/or dishon-
esty. In particular, allegations must be clear and
should set out the specific facts that the claim-
ant intends to rely on in showing that the other
party acted fraudulently or dishonestly.

Furthermore, barristers and solicitors in Eng-
land are subject to specific professional rules
in relation to fraud allegations. In general terms,
these rules provide that a barrister or solicitor
must not make an allegation of fraud unless they
have clear instructions and reasonably credible
supporting material. In this respect, care should
be taken not to overstate the position against a
defendant. Pleadings may be amended follow-
ing disclosure should fraudulent or dishonest
activity come to light through that process.

2.8 Claims against “Unknown”
Fraudsters

The English courts have the ability to make judg-
ments and orders against “persons unknown”
where a claimant cannot identify a specific
individual who has caused them harm. Where
a freezing order (see 1.7 Prevention of Defend-
ants Dissipating or Secreting Assets) is made
against persons unknown, it is likely to apply to
any person who assisted or participated in the
fraud, as well as any person who received mis-
appropriated funds. A freezing order will often
be paired with orders against third parties like
banks (see 2.3 Obtaining Disclosure of Docu-
ments and Evidence from Third Parties) in an
effort to identify people involved in the fraud.

The ability to take steps against persons
unknown has become particularly significant in
recent years given the rise of cyberfraud. Such
orders show the English courts’ willingness to
take a flexible and innovative approach when
assisting victims of fraud.
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2.9 Compelling Witnesses to Give
Evidence

The CPRs allow a court to issue a summons
requiring a witness located within the jurisdic-
tion to attend court to give evidence or to pro-
duce documents. This power is in addition to
the orders requiring third parties to provide spe-
cific information and material (see 2.3 Obtaining
Disclosure of Documents and Evidence from
Third Parties), which are more likely to be uti-
lised in a fraud claim.

3. CORPORATE

ENTITIES, ULTIMATE
BENEFICIAL OWNERS AND
SHAREHOLDERS

3.1 Imposing Liability for Fraud on to a
Corporate Entity

As a general rule, English law holds that a com-
pany acts through its board of directors and
senior officers, and that the actions and states
of mind of those individuals will be attributed to
the company. Similarly, companies will normally
be vicariously liable for the actions (including
fraudulent actions) of employees and agents
where they are acting within the scope of their
employment or authority.

3.2 Claims against Ultimate Beneficial
Owners

Under English law it is difficult to “pierce the
corporate veil” so that a beneficial owner of a
company will become liable for the actions of
the company. Such claims will normally only
exist where the beneficial owner is effectively a
“shadow director” of the company in that they
exercise control and influence over its business
decisions, and the actual directors act in accord-
ance with their instructions. Where this occurs,
the beneficial owner will have the same duties
as an actual director (see 3.3 Shareholders’
Claims against Fraudulent Directors).
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The more common approach to bringing a claim
against the beneficial owner of a fraudulent
company is to bring a claim of conspiracy (as
discussed in 1.3 Claims against Parties Who
Assist or Facilitate Fraudulent Acts).

3.3 Shareholders’ Claims against
Fraudulent Directors

Individual directors must act, with good faith,
within the powers set out in the company’s con-
stitution. They must also exercise reasonable
care, skill, diligence and independence, and
seek to promote the success of the company.
Undertaking fraudulent or dishonest activity in a
way that harms the company will clearly breach
these duties.

The Company as Plaintiff

Importantly, these duties are owed to the com-
pany itself, rather than to individual sharehold-
ers. This means that, under English law, where
a wrong is committed against a company, the
proper plaintiff in any subsequent claim is the
company itself (rather than the shareholders of
the company). Accordingly, under normal cir-
cumstances, any enforcement action against an
individual director will generally be taken by the
board or (in an insolvency situation) a liquidator.
Importantly, the principle of “no reflective loss”
means that a shareholder cannot bring a claim
in respect of a loss suffered by the company
where the company itself has a cause of action
in respect of the same wrongdoing.

Derivative Actions

In some circumstances, it is possible for an indi-
vidual shareholder (or a group of shareholders)
to bring a “derivative action” on behalf of the
company. The central question for any court
considering whether or not to allow a derivative
action is whether a wrong committed against the
company would not be adequately redressed if
the action were not allowed to proceed.
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4. OVERSEAS PARTIES IN
FRAUD CLAIMS

4.1 Joining Overseas Parties to Fraud
Claims

For many years, England has been a prominent
and leading venue for international disputes,
and English law has developed to reflect this. It
continues to be a popular environment in which
to resolve international fraud claims. As a corol-
lary to this, the English courts have developed a
number of rules to join overseas parties to Eng-
lish proceedings, and/or to initiate proceedings
in England against such parties.

Where a party is located outside the jurisdiction,
it will be necessary for the claimant to obtain the
court’s permission to serve out of the jurisdic-
tion. To do so, they will need to show (broadly)
that:

* there is a serious issue to be tried;

< one or more of the “jurisdictional gateways” is
satisfied; and

* England is the proper and appropriate forum
for the claim.

These gateways provide the English courts with
jurisdiction over foreign defendants where the
subject matter of the dispute is sufficiently con-
nected to England or Wales. The most common
gateways for fraud claims are that the claim
relates partly or wholly to property within the
jurisdiction, the claim involves a contract gov-
erned by English law or a jurisdiction clause in
favour of England, the harmful act or the harm
suffered occurred in England or Wales, and/or
that an international co-defendant is a “neces-
sary and proper party” to proceedings in Eng-
land against other defendants over whom there
is jurisdiction (eg, due to a jurisdiction clause or
due to their domicile).
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It is open to a foreign party who has been
joined to challenge jurisdiction, including on the
grounds of forum non conveniens (ie, that Eng-
land is not the appropriate venue for a particu-
lar claim, and a more convenient forum exists
elsewhere).

5. ENFORCEMENT

5.1 Methods of Enforcement

In England and Wales, the court will not auto-
matically enforce any judgment or order that is
obtained against a defendant. In circumstances
where the defendant fails to make payment by
the timeframe set by the court, the claimant will
be required to take steps to enforce the judg-
ment (including by seeking a further order from
the court).

Common Forms of Enforcement in Fraud
Proceedings

A freezing order

It is possible to obtain a post-judgment freez-
ing order. This is more straightforward than
obtaining a freezing order before a claim is com-
menced and it can be a useful tool in securing
assets pending other enforcement mechanisms
being used.

A charging order

A charging order imposes a charge over the
defendant’s interests (including beneficial inter-
ests) in specific land, securities or other assets.
In doing so, it prevents the defendant from sell-
ing the land or assets without paying what is
owed to the claimant (assuming there are no
other prior creditors). A charging order is some-
times combined with an “order for sale”, which
requires the defendant to sell the property or
asset in order to satisfy the judgment.
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A third-party debt order

A third-party debt order freezes assets that are
owned by the defendant, but which are in the
hands of a third party, such as a bank. In doing
so, it restricts the defendant’s ability to access
those assets and may lead to the third party
being required to make payment to the claimant.

Insolvency proceedings

If the result of the judgment is that the defend-
ant no longer has sufficient assets to pay their
debts, it may be possible to apply for them to be
wound-up (in the case of a company) or made
bankrupt (in the case of an individual). In such
circumstances, the defendant’s assets will vest
in a trustee in bankruptcy or a liquidator, who
will then seek to realise the value of those assets
and pay the defendant’s creditors accordingly.

Care should be taken before initiating insol-
vency proceedings, as the amount received by
the claimant will depend on (i) the value of any
assets owned by the defendant, and (ji) the inter-
ests of any other creditors (particularly preferred
creditors such as employees, or those who hold
a security interest in particular assets).

Examination of the debtor

Where the judgment debtor is within the jurisdic-
tion of the English courts it is possible to obtain
an order for their examination. This requires the
judgment debtor to attend court and be cross-
examined about their assets and affairs. If the
judgment debtor does not attend, or does not
answer truthfully, then they may be subject to
proceedings for contempt of court.

6. PRIVILEGES

6.1 Invoking the Privilege against Self-
incrimination

English law provides that a party may refuse to
produce material or information that would oth-
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erwise be disclosable, if doing so will incriminate
them in criminal proceedings or expose them
to a penalty in England and Wales. This right
will also be relevant in cases involving a search
and seizure order (as discussed in 2.2 Preserv-
ing Evidence) in that the defendant must be
informed of their privilege against self-incrimi-
nation before the premises are entered.

In the context of fraud, there are noteworthy lim-
its on the right to privilege against self-incrimi-
nation. First, Section 13 of the Fraud Act 2006
disapplies the privilege in relation to criminal
fraud and the related offences (including bribery)
under that Act. Secondly, the English courts have
taken a limited reading of the privilege in respect
of pre-existing evidence obtained through a
search order that does not require the defend-
ant to testify to its existence. In such cases, it
has been held that the evidence obtained may
be regarded as being able to “speak for itself”
and so does not create the risk that the defend-
ant will be coaxed into making a false statement.

6.2 Undermining the Privilege over
Communications Exempt from
Discovery or Disclosure

A party to English legal proceedings can with-
hold “privileged” documents. In broad terms
(and specific advice should be sought in respect
of each of these), the two main forms of privilege
arise in relation to communications between a
lawyer and their client for the purpose of giving or
receiving legal advice (“legal advice privilege”),
and communications between a lawyer, their
client and/or a third party for the dominant pur-
pose of conducting legal proceedings, including
criminal proceedings (“litigation privilege”).

Importantly, privilege will not exist where com-
munications are made for the purpose of allow-
ing or assisting a party to commit a crime or
fraud. This has been described as the “crime-
fraud” or “iniquity” exception and requires a
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strong prima facie case of fraud (rather than
actual proof of fraud). The exception applies to
both legal advice privilege and litigation privi-
lege. It exists whether or not the lawyer involved
in the communications knows of the wrongful
purpose.

7. SPECIAL RULES AND
LAWS

7.1 Rules for Claiming Punitive or
Exemplary Damages

Remedies in English law are typically focused
on either compensating the wronged party or
disgorging any gains that have been obtained
by another party in unjust circumstances. As
a consequence, the courts are slow to award
damages that are purely punitive/exemplary.

However, it is now well established in English
law that punitive damages are available where
a wrong has been committed wilfully and/or
dishonestly (such as in instances of fraud). This
allows a victim of such wrongdoing to claim
more than they have lost.

It is important to note that the approach to puni-
tive damages continues to be “proportionate
and principled”. Accordingly, they will only be
awarded in cases where the wrongdoing is par-
ticularly egregious, and even then, they are likely
to be reasonably modest in value.

7.2 Laws to Protect “Banking Secrecy”
There is no specific banking secrecy regime in
the United Kingdom. While English law provides
that banks owe a general duty of confidentiality
to their customers, there are a growing number
of exceptions to this duty based on efforts to
prevent money laundering, the funding of terror-
ism, tax evasion and so on.
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In any event, in instances of fraud, English law
provides avenues by which a wronged party
may seek to obtain information from third-party
banks (see the discussion of third-party disclo-
sure and Norwich Pharmacal orders set out in
2.3 Obtaining Disclosure of Documents and
Evidence from Third Parties). Where sufficient
evidence of fraudulent activity exists, these ave-
nues are unlikely to be impeded by general con-
siderations such as a bank’s duty of confidence
to its customers.

7.3 Crypto-assets

To date, the courts of England and Wales have
consistently held that crypto-asse